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What's New Product Description

Chapter 1
System Reference Guide

What’'s New

Changes in this document from the previous released version is marked with a‘ change bar’
as seen in the left-hand margin of this sentence.

New or changed in this document from the previous version are:
Greatly enhanced PWE card offering, see Chapter 24.
New 8000-135W-LOAD card, see Section 2.8.4.1 on page 2-18.

The A2 version of this document has a new cable pin out for the OC3 card, see
illustration in Appendix C, Table C-34.

1.1  Product Description

Release 7.5.1 and aboveis required to support the IMACS 8000 shelf. All supported
capabilities existing in the 7.x.y seriesis available and supported in the 8000 shelf, with the
exception of being able to load some of the older user cards. These older user cards have not
had a software update since 2005, and the likelihood of needing to upgrade one is remote.

Release 7.x.y has made hardware changes to the CPU and Interface cards with the intent of
providing alow-impact switching time when going between processors. Thistimeistargeted
to be less than 250 micro seconds, and is supported for several card types.

1.1.1 CPU Card Support

Host code 7.x.y operates on the CPU card and requires 8000-CPU-60751 or higher Host
Firmware. No other CPU Cards are supported.
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1.12

1.1.3

| nter face Cards Supported in Release

Host code 7.5.x is compatible with Interface Cards 8000-1F, 8000-IF+EXT and
8000-IF+MODEM series of interface cards. The CPU-7 seriesrequiresthe use of theinterface
cards without the NVRAM installed. The system will also operate with the 893270, 893370
aswell asthe 893470. No other Interface Cards are supported.

L ow interruption Cards Supported on the  IMACS 8000

As described, low-impact to service during a processor switch on CPU-7 hardware platform
is meant to be less than 250 micro seconds for several card types. The cards tested, validated
and updated to be low-interrupt are listed below in Table 1-1. Other cards may or may not
experience alow-interruption rate, but for sake of this document it should be expected that all
other cards will experience the same outage as existed in previous releases, namely about a
12-second interruption on a switch of the host processor. The supported card list is:

Table 1-1. Low impact Supported Card list

Server H Voice H Data H WAN

IPR*4 FXS SRU All

ADPCM FXO LD-SRU

Analog Bridge E&M HSU

0C3 OHSU 4-PORT

PWE

1.2

1.21

1211

System Cards

Card Support

No support has been taken away for any card previously supported in the IMACS 600, 800
and 900 family. CPU-7 has not been validated with every available card in the IMACS
portfolio, and therefore this document lists currently available cards only. Older cards should
continueto work as previously in CPU-7, however these cards are not included in the reduced
outage time upon a CPU switch of activity, and an outage should be expected on cards that do
not appear in this document.

CPU XCON (CPU)
The 8000-CPU X CON with Ethernet Port card supports complex applications requiring more

than two WAN ports and the ability to cross-connect DS0s between WANSs. The CPU supports
up tofour WAN Cardsfor atotal of eight T1 or E1 WAN portsand hasabuilt-in cross-connect
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module. A system that uses an 8000-CPU Card operatesin “ cross-connect” mode. Two Model
8000-CPUs can beinstalled in dots C1 and C2 to achieve CPU redundancy. The CPU also
supports IXxN WAN and Power Supply redundancy.

The CPU XCON Card with Ethernet port controls the Integrated Access System. It performs
the following functions:

Initializes the system upon power-up, and runs a self-test on all cards plugged into the
chassis at that time.

Polls all cardsin the system every second to determine their operating status.

Processes all incoming operator commands and displays the responses in a series of
operator interface screens for each card in the system. The operator interface system
(local VT-100 terminal, remote computer, or network management system) connects to
the Interface card, which sends these commands to the CPU card for processing.

Includes circuitry that allows you to cross-connect DSO time slots between T1 and E1
lines connected to the system WAN cards. Refer to the DSO time sl ot assignment
operations.

Includes atest pattern generator for T1 and E1 line test purposes.

Performs primary-secondary CPU arbitration. In asystem with redundant CPU cards, the
two CPU cards communicate their statusto each other. If the primary CPU card fails, the
redundant card takes over and becomes the primary.

1.2.1.2 VoiceCards

Followingisalist of voice cards offered on the IMACS-8000 shelf, along with the noted
factory programmed model number in parenthesis.

8000-E& M -2W-8P (810860)
8000-E& M -4W-8P (811960)

8000-FX S-8P (812960)

8000-FX O-8P (813970)

1.2.1.3 DataCards

Followingisalist of datacardsoffered on the IMACS-8000 shelf, a ong with the noted factory
programmed model number in parenthesis.

Reference Guide
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. 8000-OHSU-4P (823870)
«  8000-L DSRU-10P (822570)
«  8000-OCUDP-5P (824160)

«  8000-OCUDP-10P (824660)

8000-DSODP-4P (825460)

1214 Server Cards

Followingisalist of server cards offered on the IMACS-8000 shelf, along with the noted
factory programmed model number in parenthesis.

«  8000-ADPCM (887170)

«  8000-ROUTER-PPP-HS (883275)
. 8000-BRIDGE (885070)

. 8000-OC3-PT2PT (882570)

. 8000-PWE (883570)

1215 Alarm Cards

Following isthe alarm card offered on the IMACS-8000 shelf, along with the noted factory
programmed model number in parenthesis.

+  8000-ALARM -4P (840160)

1.2.1.6 CPU Cards

. 8000-CPU (880770)

1.2.1.7 InterfaceCards

. 8000-IF (893470)
«  8000-IF+EXT (893270)
. 8000-|F+M ODEM (893370)

1.2.1.8 Power Cards

»  8000-AC-55W
*  8000-AC-135W
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¢ 8000-DC-55W

¢ 8000-DC-135W

e 8000-135W-LOAD

« PRM-8905 (AC to 48 VDC converter)
«  PRM-890620 (Ring generator)

1219 WAN Cards

«  8000-WAN-E1 (801070-E1)

«  8000-WAN-T1 (801070)

«  8000-WAN-R-E1 (801470-E1)
«  8000-WAN-R-T1 (801470)

1.2.1.10 Shdf Hardware

»  8000-BLANK
» 8000-CHASSIS

1.3 Customer Service and Ordering Information

1.3.1 Technical support

If you require assistance with the installation or operation of your product, or if you
want to return a product for repair under warranty, contact Zhone customer service.
The contact information is as follows:

E-mail support@zhone.com
Telephone (North America) 877-ZHONE20
Telephone (International) 510-777-7133

Internet www.zhone.com/support

If you purchased the product from an authorized dealer, distributor, Value Added
Resdller (VAR), or third party, contact that supplier for technical assistance and
warranty support.
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Chapter 2
System Installation

2.1

2.2

2.3

231

2.3.2

2321

| ntroduction

This chapter providesinstructions for unpacking and installing the 8000 chassis and plug-in
cards at the user site. It also includes other information you will need to properly install the
system and refers you to other chapters for additional card-level information.

The system can operate on either AC or DC power when equipped with the proper power

supply. Refer to the system specifications section in this manual regarding electrical and
environmental regquirements.

User-Set Switches and Jumpers

Several plug-in cards of the 8000 shelf contain on-board switches and/or jumpers. You must
prepare these cards before inserting them into the chassis.

Chassis I nstallation

Unpacking the Chassisand Cards

The 8000 chassis and cards are packed separately. When you receive your system, unpack the
boxes and check the contents for damage. If anything is damaged, contact the shipping carrier
to fileaclaim. The carrier representative will also tell you how to submit a claim, where to
send the unit, and give you any special instructions you may need.

Pack the damaged item in its original packing materials and send it by prepaid freight to the

address you received. If the original packing materials are unavailable, pack the unitin a
sturdy box and surround it with shock-absorbing material.

Pre-Installation Tips

I nstallation Checklist

Install your 8000 in the following sequence:
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2.3.3

. Choose a suitable location for the system, as described in this chapter.

. Unpack and inspect the equipment for damage.

. Mount the chassis on the desired surface (rack, tabletop, or wall).

. Install the chassis ground connections.

. Set the chassis jumper for U.S. or European operating voltage compliance.
. Remove the power supply covers from the chassis.

. Install the AC or DC power supplies.

. Install an AC-to-DC converter (if necessary).

© 00 N oo 0o~ W DN PP

. Install aringing generator (if necessary).

10. Verify the voltage ratings of all power supplies in the chassis.
11. Verify the fuse ratings of the source power supply.

12. Install aCPU card.

13. Install the Interface card.

14. Install the WAN cards.

15. Install server cards, as required.

16. Install the user (voice, data, and alarm) cards, as required.

17. Install the power supply covers on the chassis.

18. Apply power to the system and verify the power LED states.

After successfully installing the system, configure the system for operations follows:

1. Connect a VV T100-compatible terminal to the Interface card.
2. Log into the system, then register.

3. Set the Alarm Filters.

4. Configure the CPU card.

5. Configure the Interface card.

6. Configure the WAN cards.

7. Configure all other cards.

Choosing a L ocation for Your System

The 8000 requires areasonably dust-free, static-free operating environment, such asa
computer room. Adequate ventilation is also required at the site. Do not install the chassisin
direct sunlight, which may increase the system’s operating temperature and affect its
operation.
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2332

Most of the system plug-in cards have highly sensitive components that could be damaged by
static electricity. Whenever you handle any system cards, be sureto observelocal eectrostatic
discharge (ESD) precautions.

The mounting brackets supplied with the chassis are needed for tabletop installation. The top
and bottom of each chassis also must be clear of objectsto ensure proper air flow through the
chassis.

The system chassis can be installed on an 19-inch or 23-inch equipment rack, attached to a
wall, or placed on atabletop or other level surface. First though, make sure the desired surface
can support the weight of afully equipped chassis.

The system specifications section in this manual lists the maximum power consumption of
each system card. Use this table to calculate the total system power consumption.

The system specifications section in this manual also lists sometypical current measurements
for each card at al DC operating voltages.

Be sure to locate the system near all external equipment to which you will connect it. Cable
lengths and physical/electrical characteristics are critical to system operation, especialy for
datasignal interfaces. Generally, higher data rates require shorter cablesthan lower datarates.

Also, you must use E1-grade cables for all system connections to those networks. For best
results, use the cables supplied by your supplier when connecting your system to the
associated external facilities. For more information on system cabling, call your supplier.

Rack Installation Tips

When installing the chassisin arack, allow at least 2 inches (5.1 cm) of space between the
chassis and the equipment above and below it for proper ventilation. Use the mounting
brackets and attachment hardware furnished with the chassis for this purpose, as outlined in
the next section. If you use other mounting hardware, you may damage the chassis or circuit
boardsinstaled in it.

Also route all cablesto their destinations through conduits to enhance el ectromagnetic
compatibility (EM C) performance and facilitate future system troubl eshooting. When routing
cables, be sure not to obstruct any chassis vents.

Wall-Mount Installation Tips

To mount the chassis on awall, first obtain a piece of standard, marine-grade plywood (3/8
inch diameter, typical) and bolt it firmly to the desired mounting surface. This board must be
long and wide enough to cover the entire chassis length and height. The surface must be able
to support the total weight of the system (chassis plus plug-in cards).
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2.34

2-4

Tabletop Installation Tips

The chassis should be placed on aflat, smooth surface (e.g., atable) that is free of
contaminants. This surface should be capable of supporting afully equipped chassis. Be sure
to allow enough clearance above and below the chassis for proper air circulation. You must
use the metal brackets and feet furnished with the chassis for this purpose.

Installing the Chassis

Figure 2-1 shows the mounting bracket holes. To mount the chassisin arack, first attach the
brackets to the sides of the chassis, using the four associated 10-32 x 1/4” screws. You can
attach the brackets to either the front or rear of the chassis. Then, use the four 12-24 x 1/4”
screws to mount the bracketed chassis on the rack.

The brackets are also reversible for mounting in 19-inch or 23-inch racks (48.2 or 58.4 cm).
For a 19-inch rack, attach the long sides of the brackets to the chassis. For a 23-inch rack,
attach the short sides of the bracketsto the chassis.

Holes for Plastic Inserts ("Feet")

7 Holes for Rack Attachment

Holes for Rack Attachment <

Hole for Tabletop Attachment

QMM
G2

Q—
>
Hole for Tabletop Attachment 2 S Holes for Rack Attachment

o Holes for Plastic Inserts ("Feet")
Holes for Rack Attachment <3/

Figure 2-1.Mounting Bracket Holes

If you are placing the chassis on atabletop or other flat surface, be sure to leave enough
clearance for air circulation through the system. Make sure the chassis is accessible from the
front, and that it has at least 3/4 inches (2 cm) of room above it. Attach the metal bracketsto
the chassis sides. Then, insert the plastic abrasion-protective "feet" in the holes near the ends
of the bracket.
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Power Suppliesand Ringing Generators

2.3.4.1 8000 Chassis

The chassis have 12 holes on each side, as shown in Figure 2-2. These holes facilitate

mounting in a19- or 23-inch rack (48.2 or 58.4 cm). You can attach the front, middle, or rear
of thischassisto arack, using the mounting brackets aspreviously shown for the front-loading
chassis with power supplies on the side. To place atwo-sided chassis on atabletop, attach the
mounting brackets to the two holes on the bottoms of the chassis sides.

Top
O ©) O O O O
F
r °
0 Cc
n K
t
O (t) O Q O O
Bottom
Figure 2-2.Chassis M ounting Holes
Table 2-1. Minimum Chassis Clear ances
Clearance Front Rear Top Bottom
Inches 10 10 3/4 2
Centimeters 25 25 2 5

24 Power Suppliesand Ringing Generators

The power supply and ringing generators can consist of up to two power supplies, two
AC-to-DC converters, and up to two ringing generators. External -48V tak battery and

ringing generators may be used instead of the internal units. Use the following guidelines to

determine your power supply and ringing generator requirements.
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24.1 System Power (Redundancy)

v

Note: The system aways requires a 120/240 VAC or -48 VDC Power Supply. For backup,
you may add a second identical power supply. The shelf can also be power off of one
AC supply and one DC supply.

2.4.2 -48V Talk Battery Requirements

Talk battery is required whenever you have voice user cards in the system, unless (a) all of
those are E& M cards and are used in the Transmission-Only mode, or (b) Type 1 E&M
signaling is used. A -48 VDC power sourceis aso required for use with the Alarm Cards,
OCU-DP cards, and to provide sealing current for BRI cards. The -48 VDC talk battery can
be provided from an external source, or by using a115 VAC to -48 VDC Converter. This unit
isonly availablefor 115 VAC sources. A similar AC-to-DC Converter isalso availablefor use
with either 115 or 220 VAC.

2.4.3 Setting the U.S./European Configuration Jumper

Before inserting any cards into the chassis, set its JP1 jumper for either the U.S. or European
configuration. This jumper isshown in Figure 2-3; it is on the resource card backplane and is
accessible from the chassisfront. The default jumper setting isUS (for systemsintheU.S. and
Canada). To change the chassis electrical configuration for European compliance (EUR),
move the jJumper to pins 2 and 3.

JP1 JP1
7)) E 1 nlell
2 lo]2 HCE
D D
Ue s LU 8 3
U.S. Configuration European Configuration

Figure 2-3. JP1 Jumper Settings

Also be sure to set the jumper on the system resource cards and external alarm cards to agree
with the above setting for the chassis. Refer to the associated chapters in this guide for
information on those card jumpers.
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24.4

) 4

I nstalling the System Power Cards

Next, install power supplies, AC-to-DC power converters and ringing generators into the
system chassis as described in this section. However, do not apply power to the system until
you finish installing these cards, AND after making the power and ground connections to the
chassis as described in the next section of this chapter.

CAUTION!

Failureto follow the procedures mentioned above will result in damaging the boar ds.

2.4.5

2.4.6

24.7

Talk Battery Supply Fuses

Thetak battery fuses for the DC Power Supply are in removable cartridges next to the DC
input socket on the rear panel. They are only for external power supplied to the V leads and
are not to the power supplied by the AC-DC converter. The power supply should havea5Amp
fuse on it. Refer to the system specifications section in this manual

AC Power Supply and DC Power Supply Fuses

The AC power supply and DC Power Supply fuses are built in to the supplies. When
unpacking the unit, an AC power cord will bein the box. The AC inlet connector islocated in
the front or rear of the chassis. Refer to the system specifications section in this manual

Installing AC or DC Power Supplies

Toinstall the AC or DC power supply in achassis, first remove the rear panel covering the
power dot. Then, hold the power supply by itsmetal handle and align the printed circuit board
(PCB) edges with therail guides of either power supply slot (F1 or F2). Push the unit in until
itisfirmly seated in the backplane connector. For redundant power supplies, aso insert a
second AC or DC power supply into the adjacent slot.

When the AC or DC power supply isinstalled and power is applied, the green LED on the
front panel of the power supply should light. A problem existsif thisLED does not light.
Verify that the power supply is properly seated in the connector. Also check the external power
source and connections to the power supply. If the power supply is properly seated, and the
external power source and power connections are operational, replace the power supply.
Replace the rear panel cover.
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2.4.8 Installingthe-48V Converters

Toinstall a-48V Converter in achassis, proceed as follows. Refer to the system specification
section in this manual for the -48V Converters. Figure 2-4 shows the location of the fuse on
the converter board.

1. Removethe panel covering the rear power slots. You may insert or remove the modulein
either dot NS1 or NS2 while power ison or off. You may insert or remove the panel while
power is on or off.

2. Hold the converter by its metal handle and align the PCB edges with the slot rail guides
in the chassis. Gently push the converter in until it is firmly seated in the backplane
connector.

3. When the power converter isinstalled and power is applied, the green LED on the front
panel of the converter should light. A problem existsif thisLED does not light. Verify that
the power converter is properly seated in the connector. If so, also check the external
power source and connection to the power supply. If the power converter is properly
seated, and the external power source and power connections are operational, replace the
converter.

4. Replace the pandl cover.

Ol olle
e
oL

Connector
Figure 2-4. -48V Converter Fuse

[ ]
[ 1]
Handle O

2.5 Ringing Generators

Theringing generator provides a ringing voltage of 105 VAC (nominal) at 20 Hz for
simultaneously ringing 11 voice ports. If more than one ringing generator is required in the
same chassis, they must have the same model number.
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Replacing a Ringing Generator into a powered shelf can cause hits on data circuits.

Make sure the system uses a-48V power source before installing any ringing generators.The
chassis can have a maximum of two ringing generators.

When two ringing generators are used, the outputs of all ringing generatorsare linked together
by OR circuits on the ringing bus. One generator must be jumpered asthe MASTER and the
other must be jumpered as SLAVE. The master ringing generator then synchronizes the
ringing signals on the ringing bus. Refer to the system specification section in this manual for
the ringing generators.

Ringing Gener ator s (890620)

Ringing generators are needed if the system has FXS cards, or if it has FXO cards with ports
connected to Manual Ringdown (MRD) circuits. The 20 Hz ringing voltage may be provided
either by an external source or with a Ringing Generator, which requires the presence of -48
VDC in the system. Ringing Generators cannot be used in conjunction with external
ringing sour ces.

Theringing generators provide aringing voltage of 105 VAC at 20 Hz for 11 simultaneously
ringing voice ports. Since most systems will not have that much activity, a single Ringing
Generator might provide all of the power necessary to run the system. In a group where
incoming calls are at a minimum, 30 to 50 stations could share the same ringing generator.
Small groups with heavy incoming call volumes might require two Ringing Generators.

CAUTION!

Do not mix different Ringing Generatorsin the same chassis.

The compatibility of power sources used together are summarized in the system specification
section in this manual.

|nstalling the 105V Ringing Generator (890620)

CAUTION!

Toinstal a105V Ringing Generator, proceed as follows:
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=

. . The890620 may beinstalled with power applied (“ Hot swapping”). The 890620 ring
generator has improved operating efficiency resulting in lower operating temperatures
which promote alonger life expectancy and support of more analog voice ports per ring
generator. It aso providesinrush current control during start-up allowing for hot insertion
(plugging) without disrupting the Integrated Access System power supply busses.

2. Make surejumper W201 isinstalled if thisisthe only ringing generator in the unit, if itis
the MASTER ringing generator, refer to Figure 2-5. If thisisa SLAV E ringing generator,
cut jumper W201 with wire cutters.

3. Removetherear panel covering the rear power slots. Insert the ringing generator into slot
R1 or R2.

4. Hold the unit by its metal handle and align the PCB edges with the slot rail guidesin the
power supply backplane. Gently push the unit in until it isfirmly seated in the backplane
connector.

5. If the power supply isinstalled and power ison, the LED on the front panel of the ringing
generator should illuminate green. A problem existsif the LED isnot illuminated. Verify
that the MASTER/SLAVE settings are correct, and that the unit isfirmly seated in the
connector. If so, replace the ringing generator (it is faulty).

6. Replace the panel cover.

22 gé | (e

P2Ee Edge

Connector
Slave E|
Master \
~ Master/Slave
Jumper

Figure 2-5. 105V Ringing Generator Jumper Setting
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2.6

26.1

System Power and Ground Connections

After installing the system power cards into the chassis, make the power and ground
connectionsto the chassis as described in this section. Each chassis hasaterminal strip for the
DC vaoltage, ringing generator, and ground connections.

Chassiswith Power Supplies

Figure 3-8 shows the terminal block on the chassis. Connections of externa power to this
block controls which devices in the shelf will be powered.

For DC powered systems, the VA, and VB connections provide for separate, redundant power
feedsto the system's 8000-PS-DC power suppliesinstalled in slots F1 and F2 respectively.
They are not used for systems with 8000-PS-AC power supplies equipped in slots F1 and F2
(AC powered systems). The VNA and VNB leads provide a connection for separate,
redundant power feeds to the system to provide "talk battery" or -48V DC loop feed to user
cardsthat requireit. Thisincludestalk battery for voice cards (FXS and FXO), signal battery
to E& M cards, and sealing current to OCUDP and ISDN cards. Also, the connection to VNA
powers the 8000-RG ringing generator if the generator isinstalled in the slot R1, and the
connection to VNB powers the 8000-RG ringing generator if the generator isinstalled in slot
R2. The VNA and VNB leads are not referenced to the VA and VB leads respectively. Asa
result of thiscondition if you are running a DC system with -48V DC connected to the VA (F1
Power Supply) or VB (F2 Power Supply) leads only, you will not have any battery applied to
any of the user cards that require the -48V DC towards the CPE equipment. There must be a
separate 48V DC source applied to the VNA or VNB leads to provide the -48V DC source to
the connecting CPE equipment. If additional -48V feeds are not available for VNA and VNB
connections you may install ajumper from the VA or VB source leads using 16 gauge wires.
The VA or VB source feed must also be 16 gauge wiresif ajumper between leads is required.

The telecommunications voice signaling ground is referenced ground connection to the
VNA+ side or VNB+ side of the -48VDC power system. Both of these feeds are referenced
to the same place on the backplane. This reference ground can occur at the Integrated Access
System power connection strip or at the -48V DC power source, which ever is more effective
if having multiple connections back to aground sourceis not desirable. The wire connection
between the VNA+, VNB+, VA+, or the VB+ terminals, and areferenced ground is required
to eliminate ground isolation between connection devices. I f this ground connection is not
maintained, and one side of the connection equipment is not referenced to an earth
ground then a floating ground condition can occur causing the voice circuits and the
voice signaling to react erratically when either end of the connecting equipment triesto
start thecircuit.

When running the system in an AC environment with an AC/DC converter installed in the
chassis, the VNA+ or VNB+ must have the same ground reference as the connecting
equipment so as hot to produce afloating ground potential as discussed earlier.
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Sites using only loop start telecommuni cation circuits (no ground start or E& M signaling) can
operate properly without the Telecom Signaling Ground.

When grounding the system, use 14 gauge solid wire for a single connection to the terminal

block connector. When thereis no way to provide multiple separate ground feeds use 16 gauge
solid wire to connect from one terminal block pin to another terminal block pin with aground
feed on one of theterminal block pinsthat arelooped together. If you use different gauge wire
on thefeed terminal block pin and the looped terminal block pinsthe connection may not have
the proper integrity dueto thelarger size wireimpeding a solid connection to the smaller wire.

CAUTION: For continued protection
against fire, replace fuses only
with the same type and rating.

Fuse 8A
Time Delay
— OINM 0
1™
™ Q
48VDC S - m @
ource
e N
| -48VDC Supply m @
-48 VDC Return " HEA Q
+ LA ()
.UM
B, Val @ Terminal Bl
com
P rotective Earth/Chassis Ground m @
0 2L

Figure 2-6. DC Terminal Block in a DC Environment with one Power Source
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v

Note: The diagram above only depicts one DC power source which would support the F1
power supply. If a redundant power configuration is desired, then a second power
sourcewould be applied to the Vg (+ & -) leads. A separate feed isnot required to the
Vng (+ & -) leads unless a redundant feed is preferred.

CAUTION: For continued protection
against fire, replace fuses only
with the same type and rating.

AC “third wire” Ground

A

Fuse 8A
Time Delay
N 1
rar | |H] ()
.- e
il
V\B =|Z| @
1|2 WO
=0
™M @
. W%
B 4 [ (| | Terminal Block
cov ||PH ()
S

Figure2-7. AC Environment with an -48VDC AC/DC Converter for Voice or Data Appli-
cations
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The Table 2-2 describes the function of all the terminals on the DC Termina Block.

Table 2-2. Terminalson DC Terminal Block

DC Terminal Block

Connection Function

RGR Connect external Ring Generator to thisterminal only if 8000-RG cards are not
provided in the 8000 chassis and ringing voltage is required (e.g. using FXS
cardsin the chassis).

VNA (+and-) Connect 48 VDC power feed to these terminals to:

(a) Power 8000-RG (ringing generator) in slots R1 and R2.

(b) Provide network power for cards needing -48 V such as; talk battery for
voice cards (FXS and FXO), signal battery to E&M cards, and sealing current
to OCUDP and ISDN cards.

VNB (+ and -) Connect 48 VDC power feed to these terminals to:

(a) Power redundant 8000-RG (ringing generator) in slot R1 and R2.

(b) Provide redundant network power for cards needing -48 V such as; talk
battery for voice cards (FXS and FXO), signal battery to E&M cards, and
sealing current to OCUDP and ISDN cards.

VA (+and -) Power connection for primary DC Power Supply in dot F1
VB (+ and -) Power connection for redundant DC Power Supply in dot F2
COM Common ground for all data cards
Terminal for building/chassis ground connection. Thisterminal is common
@ with the ground lug on the side of the chassis.

The figures Figure 2-8 to Figure 2-12 show some examples of how to wire/strap the DC
Terminal Block for various common powering configurations.

2 ON D
o (DR )
v 'Jﬂ @
NA
+
Z,
Vs M = i
-48VDC Supply i i
R — 2l
+ -48 VDC Return A,
v, H ||
+ Al | Terminal
com Block
Protective Earth/Chassis Ground @ m

Figure 2-8.DC Powered System - Single DC Power Supply in Slot F1 - No Voice Cards
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Figure 2-9.Redundant DC Power Supplieswith Redundant Power Feeds- No Voice Cards
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Figure 2-10.Redundant DC Power Supplieswith Non-Redundant Power Feeds- No Voice
Cards
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0N 0
-48VDC Supply RGR =m @
-48 VDC Return Vua T U @
" ~48VDC Supply 1 %
-48 VDC Return Ve H
-48VDC Supply ;D'(I %)
+ 48 VDC Return v, =m 0
-
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Figure 2-11.Completely Redundant DC Power Suppliesand all feeds

_ -48VDC Supply
+ -48 VDC Return

Terminal
Block

P rotective Earth/Chassis Ground

Figure2-12.Redundant DC Power Supplieswith One Non-Redundant Power Feed for All
Functions

2-16 Reference Guide



System Installation Powering Up the System

2.7

2.8

281

Powering Up the System

After connecting the chassis to the external power sources and making the proper ground
connections, apply power to the chassis. Plug the AC power cord into the associated el ectrical
outlets, or turn on the external DC power supply. Then, observe the following front-panel
LEDs:

1. Thegreen power LED islit on the power supply faceplate. If redundant power supplies
are used, this LED islit on both cards.

2. If AC-to-DC converters are installed, their green power LEDs light.

3. If theringing generator isinstalled and power ison, the LED on the front panel of the
ringing generator should illuminate green.

If these LEDs are not lit, first verify that the external power source is providing power to the
chassis, and check the connection between that source and the chassis. Also be sure each card
isfirmly seated in its chassis slot.

If AC-to-DC converters are used, also check their jumper settings as previously described. If
all of these conditionsare met, replace the card on which the green LED failsto light; that card
isfaulty.

Installing the Other Plug-In Cards

Install the remaining cards into their designated chassis dots.

Cards which have on-board switches or jumpers that must be set prior to insertion into the
chassis have been summarized earlier in this chapter. Further information can be found in the
associated card reference guides for each card.

Common safety practice would be to power off the shelf prior to inserting the Interface card
and CPU card C1 asindicated in following two sub sections.

Interface Cards

Install an Interface Card (8000-1F, 8000-1F+EXT or 8000-IF+MODEM) into the IF slot of the
chassis. Only one Interface card is used in each system. This card provides the connectionsto
the external user interface control systems, alarm reporting facilities, and T1 and/or E1
networks and system docking.

Reference Guide 2-17



Installing the Other Plug-In Cards System Installation

2.8.2

v

2.8.3

284
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2-18

CPU Cards

Install asingle 8000-CPU Card into slot C1 of the system chassis (see note bel ow) and power
back up the system.

Note: Powering the shelf with two brand-new 8000-CPU processorsin C1 & C2 slots can
resultin a 'race’ condition since neither 8000-CPU processor has created a valid,
initial database. Install a single 8000-CPU processor and get the shelf up and
responsive first.

Login to the shelf. Ensure that the 8000-CPU card reflectsthat it isin the C1 slot. Should the
8000-CPU appear inthe C2 slot of the main menu screen, then the card has not fully engaged
with the backplane. Power down the shelf, remove and firmly insert the 8000-CPU again in
the C1 dot, as you re-power the shelf. If the card is till not properly recognized, contact
Zhone GSS.

Insert another 8000-CPU card into slot C2. After installing these cards, verify that the green
LEDs illuminate on their faceplate, with the C2 processor also intermittently flashing its

yellow LED. If either of the yellow LEDs illuminate’'s constantly instead, check to seeif the
CPU card isregistered. If the yellow LEDs are still illuminated, replace the associated cards.

WAN Cards

Install the Wide-Area Network (WAN) Cards (8000-WAN and its variants) into the W1
through W4 chassis slots. Each system can have up to four WAN cards.

After installing the WAN cards, verify that the green LEDsilluminate on the WAN facepl ates.

If their yellow LEDs light instead, check that the T1s are active. If the yellow LEDs are still
illuminated, replace the associated cards.

Server Cards

The 8000 supports several server cards. Each system can have up to three server cards, which
fit in slots P1, P2, and P3 of the chassis. Refer to the Server Card Reference Guide for more
information on these and other server cards available with this system.

135 Watt Load Card
The 135 WATT power supplies (8000-AC-135W and 8000-DC-135W) requirea2 AMP

minimum load on the +5 volt rail in order to ensure proper regul ation. The 8000-135W-L OAD
card is created for customers who plan to use the higher-power draw OC3 and PWE cardsin

Reference Guide



System Installation Installing the Other Plug-In Cards

2.8.5

afuture date and have purchased the 135 Watt power supplies to support the load but do not
have aminimum load on the shelf to maintainthe 5V regulation. The 8000-135W-L OAD card
isinstalled in aserver slot and has five factory-installed straps to providea1.8 AMP load on
the 5 volt power rail. Each strap addsa .36 AMP load onto the shelf. To determineif your shelf
configuration meets the minimum requirement, see Section A.5.1 on page 16 to confirm the
5V load based on your individual card configuration.

Connecting Cablesto the Cards

After inserting the cardsinto the system chassis, connect them to the external equipment,
using the proper cables. The cards have varioustypes of connectorson their faceplatefor those
connections.

Some cards have 50-pin Amphenol-type jacks on their faceplate. To connect a cable to this
type of jack, first plug the male connector of the cable into thejack and push it in all the way.
Then, tighten the mounting screws above and below the cable connector.

For modular (RJ-11 and RJ-48) jacks, push the cable’'s mating plug into the jack until it snaps
into place. However, do not try to force the plug into the jack.

For DB-9 and DB-25 jacks, first plug the cable' s mating connector firmly into thejack. Then,
thread the screws on either side of the cable connector into the standoffs above and below the
card jacks, and hand-tighten them.

Refer to Appendix C. Pinoutsin this guide for more information on the associated card jacks
and signa pinouts.
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Chapter 3
IMACS 8000 Chassis Description

3.1 Introduction

This chapter describes IMACS 8000-CHASSIS and the card dlot locations.
The 8000-CHASSIS is available with AC and / or DC power supplies.
Four basic types of plug-in cards are available:

e Common cards include the CPU card and the Interface card and the alarm card.

*  User cardsinclude the Voice and Data cards.

*  Server cardsinclude the PWE, OC3, ROUTER, ADPCM and BRIDGE cards

*  WAN cardsfor interfacing to T1 and / or E1 networks

These chassis are made of stedl and have the“v” design card guides that protect the el ectrical
traces of al cards from contact with the chassis. All cards, except power supplies and ringing

generators, slideinto slotsin the front on the chassis. All power cards plug into the rear of the
shelf.
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3.2 Chassis

3.2.1 Front-Loading 8000-CHASSISwith Rear Power Supply

Figure 3-1 shows the back panel used when viewing the front of the 8000-CHASSIS.

Thischassisis designed for table top, wall or rack mounting. All card access isfrom the front
of the chassis, while power supply and ring generator slots are located in the rear.

Onthefront, slots P1 to P3 will hold three server cards. SlotsW1 to W4 hold four WAN cards.
Slots U1 through U8 will hold eight user cards.

Cleg C2 ¢ Pleg PP g Plg We We We We IFeq Ugeg U2 g Ueg Ue Ue Ue Ueg Ug

0 QoM

Cte C e Pl e FP2e P3 e wi e w2 e w3 e Wi e IFe Ul e e U e Ut o U5 e Us @ Ue Be

Figure 3-1.Chassis Front (8000-CHASSIS)
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Model: IMACS 8000
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Figure 3-2.Chassis Rear (8000-CHASSIS)

This chassis can accept atotal of four power supplies. Two are standard power supplies, and
two are load sharing power supplies.

On the rear, slots F1 and F2 hold two load sharing power supplies. These are the
8000-A C-55W, 8000-AC-135W, 8000-DC-55W and the 8000-DC-135W power supplies.

The 135 WATT power supplies (8000-AC-135W and 8000-DC-135W) requirea2 AMP
minimum load on the +5 volt rail in order to ensure proper regulation.The 8000-135W-LOAD
card is created for customers who plan to use the higher-power draw OC3 and PWE cardsin
afuture date and have purchased the 135 Watt power supplies to support the load but do not
have a minimum load on the shelf to maintain the 5V regulation. The 8000-135W-LOAD card
isinstalled in aserver slot and has five factory-installed straps to provide a 1.8 AMP load on
the 5 volt power rail. Each strap adds a.36 AMPload onto the shelf. To determineif your shelf
configuration meets the minimum requirement, see Section A.5.1 for the 5V rail load based
on card configuration.

Slots R1 and R2 hold up to amaximum of two ring generators.
Slots NS1 and NS2 are the two low power slots for the AC-to-DC converters

One load sharing power supply is used as a redundant power supply, and the other is used as
the primary power supply. See Figure 3-3 for wiring details.
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Figure 3-3.External Power Source for the Power Enhanced Chassis (8000-CHASSIS)

Notes:

4. Vpa (+ & -) aredual -48VDC feeds for the data backplane when -48VDC is to be output
from the user card. Vs and Vg areindependently protected by 8 amp fuses located on
the front panel above the TB connector.

5. Vo (+& -)and Vg (+ & -) are dual feedsfor the power supplieslocated in slots P1 & P2
respectfully (see note 3).

6. Power to Vya (+ & -) and Vg (+ & -) must be supplied by an external -48VDC power

source or jumpered from either V (+ & -) or Vg (+ & -) if -48VDC power isrequired on
the data backplane.
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Chassis

Table 3-1 shows the card slots for the 8000-CHASSIS.

Table 3-1. Card Slotsfor the 8000-CHASSI S

Type of Card C#;rozls Slots Used Notes

CPU lor2 Ci1,C2 Onerequired in either slot

Server 1t03 P1, P2, P3 ADPCM, IPR*4, OC3, PWE and Bridge

WAN lto4 W1-w4 Up tofour.

Interface 1 IF Required

Alarm 0to8 U1-us Internal/External, any user dlot

E&M Voice 0to8 U1-us 2/4-wire voice, any user dot

FXSVoice Oto8 U1-us 2-wire voice, any user dot

FXO Voice 0to8 U1-us 2-wirevoice, any user slot

DS0-DP Data Oto8 U1-us The DSO-DP card Contra directional/Codirectional Data Unit
(DS0-DP/G.703) provides a 64 kbps interface to a DS0 time
slot of aT1 or E1 network. Thisisa4-wire data card and
insertsinto any user card sot.

HSU Data 0to8 U1-us High-speed data, any user dot

OHSU Data 0to8 U1-us High-speed data, any user ot

OCU-DPData [0to8 U1-us The Office Channel Unit - Dataport cards interface directly
with Data Service Units/Channel Service Units (DSU/CSUs)
support datatraffic up to anincluding 64 kbps. Thisisa
4-wire data card and insertsinto any user card slot.

SRU Data 0to8 U1-us Sub-rate data, any user slot

Main Power lor2 F1, F2 AC or DC power supplies

(AC/DC)

Optional Power [0to 2 NSI-NS2 AC-to-DC converter (-48V) 100W

Optional Ringer [0to 2 R1-R2 Ringing generator
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U.S. and European Chassis Configuration

The chassis can be configured to comply with either U.S. (domestic) or European electrical
safety standards by setting ajumper inside each chassis. Refer to Chapter 3. Installation for
details.

In order to meet the safety requirements of 73/23/EEC, it was necessary to increase the
separation of the backplane traces for -12VDC and -48VDC. Thiswas accomplished by
creating a second -12VDC trace that has sufficient separation from the -48VDC trace. Cards
and chassis have been designed with a CE Mark compliant jumper to allow the user to select
which trace to use. The jumper has two positions “US” and “EUR”.

Set all jumpers according to the compliance required: EUR for CE Mark compliance or US
for UL/GR-1089 compliance.lf there is a mismatch of the cards and chassis jumper settings,
the cards will not power up correctly.

Note: Some cards such as IF, WAN, and HSU are compliant to both CE Mark and
EL/GR-189 compliance safety standards, but do not have the jumper because they do
not use 12 VDC. These cards can operate with the chassis jumper set to either
position.
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Chapter 4
Applications

4.1 Introduction

By virtue of its open design, this system is capable of serving many different roles within a
network. Some of the various functions the system can perform include:

Cross-Connect Functionality

Leased Line Provisioning
Ethernet/router interface

Sub-Rate Data Transport

Voice compression.

PWE3 conversion of TDM into packet
OC-3 optical interface.

SCADA datacircuit bridging

Sample application examples are detailed in this chapter. These examples are meant neither to
be exhaustive nor definitive, but simply to detail possible applications for this system.

While the system is designed to run multiple simultaneous applications, not all applications
can run at the same time on the same chassis, based on conflicting resource all ocations and
slot requirements. If you are unsure about whether you can run certain applications
simultaneoudy on a single system, consult with your network administrator regarding
network design considerations.

v

Note: 1AD isan examplefor any type of Integrated Access Systemused in thefield for which
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4.2

4.2.1

Voice M odules

Foreign Exchange Sation (FXS) Card (8000-FXS-8P)

This Integrated Access System supports two variants of Foreign Exchange Station (FXS)
cards:

e 8000-FXS-8P FXS Card provides eight 2-wire anal og ports with aterminating
impedance of 600 ohms,

FXS cards can beinstalled in any User Slot in the system chassis. FXS cards encode the
incoming analog voice signasinto 64 Kbps PCM format before transmission onto the
network. Each FXS card provides a single 50-pin female AMPHENOL connector (RJ27X).

All port parameters are software configurable on a port by port basis. The Mode setting
specifies whether the port isto be used for standard Foreign Exchange Station, Foreign
Exchange Software Defined Network, Private Line Automatic Ringdown (PLAR), or Dia
Pulse Origination applications. For example in the case of a PLAR circuit, the port can be
programmed to provide Ringback Tone towards the caller. The Type setting specifies Loop
Start, Loop Forward, Ground Start, Ground Start Immediate and Ground Start Automatic
operation. If the PLAR modeis selected, then the two options supported under Typeare "D3"
and "D4" which meet the pre-1988 and post-1988 specifications for PLAR circuits. The PCM
Coding options supported include p-Law, A-Law and inverted A-law, and the user may also
select the Trunk Conditioning mode (busy or idle) that should be applied towards the attached
equipment should the WAN facility that the port is connected to fails. In addition, both the
Transmit (TX) and Receive (Rx) TLP levels can be set in incrementsof 0.1 dB. The Tx TLP
rangeisfrom -10.0 dB to +5.0 dB. The Rx TLP rangeis from -10.0 dB to +2.0 dB.

The user may also specify, on a port-by-port basis, whether to use North American ANS|
standard ABCD signaling (which isthe default) or ITU (CCITT) ABCD signaling by turning
the signaling conversion setting "on" or "off". The trans-hybrid balance may be specified as
one of eight values as well as for a customized user-specified terminating impedance. At the
present time, all eight valuesareidentical and are set for aterminating impedance of 6000hms
@ 2.15uF.

Software-initiated testing and diagnostics supported on FX S cards include the setting of both
analog and digital loopback towards the network and the generation of a Digital MilliWatt
(DMW) signal on a port-by-port basis. A robust set of test functions allow the user to monitor
and set the state of the analog Tip and Ring leads of any FXS port and to set and monitor the
state of the ABCD signaling bits of the digitized voice signal. In cross-connect systems, the
Test functionality also includes the ability to generate test tones (300Hz, 1 kHz, 3 kHz and
"quiet") and transmit those toward either the user side or the network side of the system. FXS
cards can use the voice-compression features of the ADPCM server card.
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4.2.2

Foreign Exchange Office (FXO) Card (8000-FXO-8P)

This Integrated Access System supports three variants of Foreign Exchange Office (FXO)
cards:

e 8000-FXO-8P Card provides eight 2-wire analog ports with terminating impedance of
600 ohms with improved ground-start signaling.

FXO cards can be installed in any of the User Slots of the system chassis. FXO cards encode
the incoming analog voice signalsinto 64 Kbps PCM format before transmission onto the
network.

A Ring Generator isrequired if oneor more FXO portsin asystem are programmed to operate
in Manua Ringdown (MRD) mode.

In addition, a physical jumper must be set on the FXO card for each port programmed for
MRD operation. Each FXO card provides a single 50-pin female AMPHENOL connector
(RI27X).

The MRD mode also requires the setting of physical jumpers. The Signal setting specifies
Loop Start, Loop Forward, Ground Start, R2, and Immediate R2 operation. In "fxodn" and
"dpt" modes, the user may also specify the wink duration time and wink delay from 0.1
seconds to 9.9 seconds in 0.1 second increments.

All port parameters are software configurable on a port by port basis. The Mode setting
specifies whether the port isto be used for standard Foreign Exchange Office, Foreign
Exchange Software Defined Network, Dia Pulse Terminate, or Manual Ring Down (MRD).

The PCM Coding options supported include "mu-law", "A-law" and inverted A-law. The user
may select the Trunk Conditioning mode ("busy" or "idle") that should be applied towardsthe
attached equipment should the WAN facility that the port is connected to fail. In addition, both
the Transmit (Tx) and Receive (Rx) TLP levels can be set in increments of 0.1 dB. The Tx
TLPrangeisfrom-10.0 dB to +5.0 dB. The Rx TLPrangeisfrom -10.0 dB to +2.0 dB.

The user may also specify, on a port-by-port basis, whether to use North American ANSI
standard ABCD signaling (which isthe default) or ITU (CCITT) ABCD signaling by turning
the signaling conversion setting "on" or "off."

The trans-hybrid balance may be specified as one of eight values (known as"set1" through
"set8") as well asfor a customized user-specified terminating impedance ("user"). All eight
valuesareidentical and are set for aterminating impedance of 6000hms @ 2.15uF in the case
of the Model FXO-8P FXO cards.

Software-initiated testing and diagnostics supported on FX O cardsinclude the setting of both
analog and digital loop backs towards the network and generating a Digital MilliWatt signal
on a port-by-port basis. A robust set of Test functions allow the user to monitor and set the
state of the analog Tip and Ring leads of any FXO port.
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It also sets and monitors the state of the digitized voice signal's ABCD signaling bits. In
cross-connect systems, the Test functionality aso includes the ability to generate test tones
(300Hz, 1 kHz, 3 kHz and "quiet") and transmit those toward either the user side or the
network side of the system.

E&M Card

This Integrated Access System supports two variants of E& M cards:

e 8000-EM-4W-8P E& M Card supports eight 4-wire E& M or Transmission Only (TO)
ports

e 8000-EM-2W-8P E&M Card supports eight 2-wire E&M or Transmission Only (TO)
ports

The 8000-E& M-4W-8P E& M card offersan extended Transmit TLPrange (-17.5to +14.5dB)
to better support dedicated 4-wire modem applications. This may be required in situations

when specific types of modems being connected to the ports cannot, or will not, change their
output power levels. Modems can only be connected with the E& M when placed in TO mode.

E&M cards can beinstalled in any of the User Slots of the system chassis. E& M cards encode
the incoming analog voice signalsinto 64 Kbps PCM format before transmission onto the
network. Each E& M card provides asingle 50-pin female AMPHENOL connector (RJ27X).
All three cards support E& M signaling typesl, I1, 1V, and V.

Most port parameters are software configurable on aport by port basisincluding the M ode of
each port ("E&M","E&MR2" or "TO"). The PCM Coding to be used is either u-law, a-law or
ainv (for inverted a-law). The Trunk Conditioning (busy or idle) is configured on the
equipment in case the WAN facility that the port is connected fails.

The user may also specify, on a port-by-port basis, whether to use North American ANS
standard default, ABCD signaling, or ITU (CCITT) ABCD signaling by turning the signaling
conversion setting "on" or "off".

For the Model E& M-2W-8P 2-wire E& M card only, thetrans-hybrid balance may be specified
as one of eight values as well asfor a customized user-specified terminating impedance
("user"). All eight values are identical and are set for aterminating impedance of 600 Ohms
@ 2.15uF.

Software-initiated testing and diagnostics supported on E& M cardsinclude the setting of both
analog and digital loop backs towards the network and the generation of a Digital MilliWatt
signal on aport-by-port basis. A robust set of test functions allow the user to monitor and set
the state of the analog E and M leads of any port and to set and monitor the state of the ABCD
signaling hits of the digitized voice signal. In cross-connect systems, the Test functionality
also includesthe ability to generate test tones (300Hz, 1 kHz, 3 kHz and "quiet") and transmit
those toward either the user side or the network side of the system.
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4.2.4 Voice Channel Bank Application

Thisis the simplest application which can be used by a service provider. The Integrated
Access System isused in this configuration when one or moredigital T1/E1 trunks are needed
to interface with analog PBXs or key systems at the customer premises. In the US, the
break-even point for bringing in a T1 trunk as opposed to multiple analog linesistypically 6
analog lines. A single Integrated Access System can be used to provision up to 62 analog
POTS lines (FXS, FXO, E&M) on digital Central Office switches as shown in Figure 4-1.

—
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| | Local Digital |
| | Switch !
| | D |
| IAD | S |
- — | X |
: POTS/Class v Bl Max 8 T1/EL | :
| - i 1 : w
! . 2 === | a = |
| o | n [
| | e |
: 62 POTS/Class Lines | I :
|
| | |
! |
T \
Customer Premise Central Office

Figure4-1.An IAD used as a Voice Channel Bank

This Integrated Access System can al so be deployed in applications which do just the reverse
of voice channel banks. Thisis most likely to be found in wireless local 1oop applicationsin
which the wireless service provider may use a state-of-the-art wirelesslocal loop. The output
of the wireless base station isnormally a T1/E1. However, the existing PSTN may still have
analog switches. The Integrated Access System is used to convert from robbed-bit
signaling/CAS to analog trunks.

The voice channel bank platform can be upgraded to provide an array of additional services

just by adding application modules to the chassis. It comes with a built-in suite of testing and
diagnostics tools which enhance the service and support capabilities significantly.
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TROO08 Application

BellCore’'s TR-TSY-000008 standard describes the requirements necessary for aLocal Digital
Switch (LDS) to connect to aremoteterminal (RT) acrossaT1 (1.544Mbps) digital interface.
The standard all ows supporting from one to four T1s per RT without facility Automatic
Protection Switching (APS), and three to five T1s with facility APS.

TheLDScaninterfacethe RT in Mode | (no concentration), Mode Il (2:1 concentration), and
Modelll (24 special-service circuitson 24 DS1 time-slots). TR008 supportstraditional POTS,
CLASS, and Coin services but does not support ISDN BRI.

If the service provider deploys a channel bank at the customer premise that does not provide
TROO08 capability then it needs a 1/0 DCS with TROO8 capability at the central office to
integrate with the LDS.

In addition to the many Integrated Access System functionality’s, the system also supports

TRO08 switch integration. The Integrated Access System with TR0O08 operation can connect
directly to the LDS, eliminating the need for the 1/0 DCS as shown in Figure 4-2.

—
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‘ | e |
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|
‘ |
S ‘
Customer Premise Central Office

Figure4-2.1AD using TR008

The TRO08 feature can support 48 lineson 2 T1 links. Thisis an idea vehicleto provide
integrated POTS services for line sizes of 48 and under. This system supports Mode I, Shelf
A& B of TR0O08 specification. The system supports extensive testing and diagnostics
capabilities which minimizes troubleshooting and allow high service levels.
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426 T1-E1Conversion Application

The Digital Access and Cross-connect System (DACS) capabilities and the signaling and
companding conversion features of the Integrated Access System can be used to provide
gateway functionality between a DS1 transport network and an E1 transport network. See
Figure 4-3 for an illustration of this capability.

IAD
DS1 e E1l
Transport i p ml" Transport
Network a W'" -, Network
W4-1 W4-2

Figure4-3.1AD using TI/E1 Conversion

Depending on the application, the signaling conversion can be set by theuser to ITU-to-ANSI;
ANSI-to-ITU or None. Similarly, the companding can be set by the user to A-Law-to-p-Law;
p-LAW-to-A-Law or None. Asshown inthefigure above, each WAN card must be configured
with one port for DSX1 and one for CEPT. A cross connection circuit must be made for each
DS1 to E1 DSO re-assignment. Time Slots 0 and 16 cannot be used on the E1 link. Time slot

O isused for timing and time dot 16 is used for Channel Associated Signaling (CAS). TS16
is available in data-only applications.
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Data M odules and Applications

This Integrated Access System supports multiple user cards for transport of digital data.

HSU Cards

The HSU card dlows the connection of high speed data terminal equipment (DTE) and data
communications equipment (DCE) to WAN links, server cards (ADPCM) or another HSU
card. The HSU card also provides low or mid-density connectivity for local, synchronous
peripherals such as, LAN Bridge/Routers and legacy SNA/SDL C devices. Additionally, these
high speed data cards al so provide broadcast functionality for point to multi-point operation
suitable for applications such as video conferencing. When used in conjunction with an 8840
PRI Server Card, the HSU card can be used to provide switched dataapplication functionality.
(i.e. telephone call centers). All HSU cards can be installed in any of the User Slotsin an
Integrated Access System chassis.

The various models of the HSU Card are as follows:

*  The8000-HSU-2P-V 11 (820360) Trunk Card supports two V.11/X.21 data ports The
ports may be configured as user ports, or can be used as externally clocked network
interface ports.

e The8000-HSU-2P (821260) HSU card supportstwo “true”’ V.35 synchronous data ports.

e The8000-HSU-4P (821570) HSU card provides four ports which can be individually
configured to support RS530, RS449/422, and V.35. devices.

Each port on aHSU can be independently configured to operate at speeds of Nx56 or Nx64
Kbps, where N equals 1 to 24 in T1 mode or 1 to 31 in E1 mode. In addition to the data rate,
each synchronous port’s Transmit Clock can be programmed for Internal or External modes
and both the Clock and Data Polarity may be inverted through software.

The External Transmit Clock mode and the Inverted Clock Polarity mode may be useful in
ensuring that both the Transmit Clock and the Transmit Data are in sync when they reach the
HSU port.

Thisshould occur when the HSU port and the attached device are connected over along cable.
The Data Polarity may be inverted to ensure the density for Nx64 Kbps data circuits
supporting HDL C-based protocols that are connected to non-B8ZS T1 facilities.

The“Clear To Send” control lead may always be set to high, low or local mode. In local mode,
the CTS signal reflects the state of the Request To Send (RTS) signal that isreceived from the
attached DTE device. Inthat mode, the delay between RTS and CTSis software set-able, with
options of 0, 30, 60 or 100 milliseconds. Additionally, if the HSU port is programmed to
operate at Nx56 Kbps, then RTSwill be transmitted end-to-end and presented as RL SD at the
far end of the circuit.
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4.3.2

Software-initiated diagnostics support include the setting of local loop backs towards either
the network or the attached D TE equipment. Additionally, aremoteloop back function allows
the HSU card to generate three DDS-compatible latching loop back codes for the far-end
OCU, CSU and DSU equipment. Similarly, the HSU data port may be programmed to detect
and respond to both latching and non-latching DDS-format OCU, CSU and DSU loop back
codes initiated from the remote end of the circuit. A time-out option authorizes the HSU port
to automatically release the loop back after ten minutes. This feature applies to an HSU port
that isrunning at 56 Kbps or for super-rate circuitsif the loop back code istransmitted in the
first super-rate’'s DSO. The card can also generate and recognize two industry standard
in-band loop-up and loop-down codes that act on the entire super-rate circuit. Those are the
ITU (CCITT) V.54 code and the ANSI Fractional T1 code.

Additionally, theintegral Bit Error Rate Tester (BERT) can be used to generate test patterns
and route those towards the WAN facility. These test patterns can then be used to verify
synchronization and measure circuit quality. For further information regarding Performance
Monitoring and Diagnostic Capabilities, see Chapter 8, System Testing and Diagnostics.

Applications

There are severa applications the Integrated Access System equipped with an HSU card
supports.

* LANtoLAN

* LANtoWANtoLAN

e Work Station to Computer
e Computer to Computer

»  Teleprotection circuits

* CSU/DSU interfaces

* Microwaveradio interface

HSU Application Example

A major Health Maintenance Organization has numerous|ocationswhich have aCentral main
hospital facility and smaller satellitefacilities. The HM O cannot afford to fully staff each main
and satellite site with specialist. As patients enter the satellite facilities, video and audio
sessions can be established with the specidists at the Main hospital. Although the satellite
sites are not equipped with Intensive Care Units, emergencies can be admitted and support
solicited from the Main hospital personnel as shown in Figure 4-4.
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Figure 4-4.Point to MultiPoint One-Way Video and Audio using HSUs

OHSU Card

The 8000-OHSU-4P card allows the connection of |EEE C37.94 compliant teleprotection
equipment to WAN links. OHSU cards can beinstalled in any of the User Slotsin an
Integrated Access System chassis.

The OHSU Card contains four IEEE C37.94 compliant optical interface ports. These portsare
designed to function as the multiplexer equipment end of the interface.

Designed to C37.94 requirements, the OHSU ports are the timing source for the optical links.

Each port of the OHSU allows the user to map the payload (up to 12 x 64kbps) of the C37.94
link onto the IMACS WAN link.

Software-initiated diagnostics support includes the setting of local loop backs towards either
the network or the attached tel eprotection equipment.

The current optical link status can be checked using the OHSU main screen and the LED for
each port on the front panel.

SRU Card

The 8000-LDSRU-10P card enables high density connectivity for local, synchronous or
asynchronous peripherals. The SRU Card allows connections of up to ten RS-232, low-speed
and medium-speed (300 bps to 38.4 kbps) data terminals to the Integrated Access System.
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Since an SRU port does not require a complete 64K bps time slot, the Sub-Rate card allows
you to multiplex anumber of devicesinto asingle, subdivided time slot onaWAN card. SRU
card ports can also be multiplexed with voice traffic on an ADPCM engine.

Each RS-232 port can be independently programmed for synchronous (including HDLC) or
asynchronous operation. Synchronous operation is available at speeds of 2.4 Kbps up to 38.4
Kbpswhilefor asynchronoustherangeis 300 bps up to 38.4 Kbps. Each synchronous port can
receive timing from either the DTE device or the system clock.

If the DTE supplies the transmit clocking, it must be synchronized with the system clocking
source. For each asynchronous data port, the stop bits, data bits and parity are user
configurable. The SRU incorporates a built-in V.14 Async-to-sync converter to avoid
over-sampling and consequently saves bandwidth. Asynchronous data circuits are converted
to synchronous mode by the SRU card prior to multiplexing onto a WAN aggregate.

Subrate data ports are multiplexed into industry standard DSO formats. The user may specify
the format of the DSO that the data port is assigned to. The choices are: (1) DSO-A which
allows only one data port to be mapped into the DSO and (2) DSO-B which allows multiple
data ports from multiple SRU cards in the system to be mapped into the same DSO time slot.
If the DSO-B format is selected, then the user can specify the type of DSO-B format required
(b-5 only is offered) and the sub-rate position that the data port will occupy within the DSO-B
frame.

In b-5 mode, the DSO is divided into five sub-rate positions, each of which are occupied by a
data port operating at 9.6 Kbps, 4.8 Kbps, or 2.4 Kbps. Additionally, one or two 19.2 Kbps
circuits are supported in b-5 mode. Each would occupy two of the five sub-rate positions.
Additionally, data circuits running at 28.8 Kbps or 38.4 Kbps are supported in b-5 mode and
will occupy three or four of the five available sub-rate positions.

In the application shown in Figure 4-5, the IAD with the SRU card (on the right hand side)
can either send each sub-rate on a separate DS0O (DSO-A format) or groom multiple subrate
channelsinto asingle DS0 (one of the DSO-B formats).

IAD w/SRU

LocalDTE 24 csu/psu lﬁ i i
2 b

|II Remote DTE

Synchronous/Asynchronous
DTE (300 bps - 38.4 Kbps)

Figure 4-5.1AD with SRU Card Application
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OCU-DP Cards

The 8000-OCUDP (Office Channel Unit - Data Port) is used to interface directly to Data
Service Units (DSUs)/Channels Service Units (CSUs) supporting data traffic up to and
including 64K bps. A four-wire circuit can connect the OCU-DP card to a DSU/CSU that can
belocated up to four milesaway. In switched 56 Kbps mode, users can access the network on
an as-needed basis by dial-up commands. The system unit must be equipped to provide -48
VDC power to fully support the functionality of the OCU-DP card.

OCU-DP Card Models

Thelntegrated Access System supportsthree cardsfor support of external CSU/DSUsthat are
stated below:

+  8000-OCUDP-5P Card
*  8000-OCUDP-10P Card

Both OCU-DP cards have RJ48 female connectors.

Each OCU-DP port can be independently programmed to operate at 2.4, 4.8, 9.6, 19.2, and 56
Kbpsin either DSO-A, (one channel per DS0) or DSO-B format, which allows multiple data
ports from multiple OCU-DP cards in the system to be mapped into the same DSO time dot.
If the DSO-B format is sel ected, then the user specifiesthetype of DSO-B format required (b-5,
b-10 or b-20) and the sub-rate position that the data port occupied by the data port within the
DSO-B frame.

In switched-56K mode, an OCU-DP port provides a connection for an external Switched-56K
DSU/CSU that will perform all call set-up and dialing functions. The OCU-DP card converts
the call set-up commands into standard signaling and sends the signaling over the WAN
facility.

The OCU-DP cards support alow speed secondary channel that is established in the 8! bit
position of the DSO time slot to which the OCU-DP port is assigned. The secondary channel
can be used for testing and maintenance of the main circuit or for the transmission of other,
independent, low speed data. The specification table shows the secondary channel rates
associated with the standard primary port rates of the OCU-DP card.

On all OCU-DP cards' performance statistics is collected by the system and are available
through the user interface. Performance statistics include Errored Seconds (any second with
an error), Severely Errored Seconds (any second with an error rate exceeding 10E-3) and
Consecutive Severely Errored Seconds (CSES). They are displayed in hour intervalsfor up to
24 hours. CSES are counted by the system once ten consecutive Severely Errored Secondsare
logged. The CSES counter stops if the system logs ten consecutive non-Severely Errored
Seconds.
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An OCU-DP port may be programmed for OCU mode or CSU mode. OCU mode is the most
common and is used whenever the OCU-DP port attaches to a CSU/DSU over afour-wire
circuit. CSU mode allows the card to be connected directly to the digital network.

Software initiated diagnostics supported by the OCU-DP card include the setting of six
different loop backs. Three of these act onthe OCU-DP card itself and are known aslocal loop
backs and the other three generate loop back patterns to remote devices and are known as
remote loop backs. Among local loop backs, there are three types:

* loop backs of the 4-wire analog interface of the OCU-DP port towards the attached CSU
* loop backs of the 4-wire OCU-DP interface towards the network

*  loop backs towards the network at the point where the OCU-DP card interfaces with the
system bus

All three remote loop backs are latching loop backs. These latching loop backs are:

» loop back of the analog interface of the remote OCU-DP device back towards the
network

* loop back of the 4-wire interface of the remote CSU device back towards the network

*  loop backs of the 4-wire interface of the local CSU device towards the network.

An OCU-DP port may be programmed to detect and respond to both latching and non-latching
(i.e., aternating) DDS-format OCU loop back codes that are initiated from the remote end of
the circuit. A time-out option authorizes the OCU-DP port to automatically release the loop

back after ten minutes.

DSO-DP Card

The 8000-DSODP-4P DSO Data Port/G.703 Data Unit (DSO-DP/G.703) isaplug-in user card
for the system. The DSO-DP/G.703 provides a 64 Kbpsinterface to aDSO of a TI/E1
network. The card supportsfour (4) ports each of which provide a64 KbpsinterfacetoaDSO
onaTlor E1 WAN link. Each DSO-DP/G.703 card can be installed in any User Slot and
provides four (4) DB15 female connectors.

The DSO-DP/G.703 card can be programmed to operate in either DSO-DP mode or in G.703
mode. In G.703 mode, the card supports either co-directional or contra-directional operation
and that option is set-able on a port-by-port basis. In DSO-DP mode, in addition to Transmit
Data and Receive Data, the card can be programmed to either provide a64 Kbpsbit clock and
an 8 kHz byte clock to the attached device or to receive those two clocks from the attached
device.
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In G703 Co-Directional mode, the Transmit Data and Receive Dataleads are supported. The
clock information and the datamake up acomposite signal and the clock must be derived from
the data stream. In G.703 Contra-Directional mode, the port provides separate Transmit and
Receive Clocksto the attached device. Both clocks are 64 Kbps clocks with embedded 8 kHz
Bipolar Violations (BPVs) to mark the byte boundaries.

Software-initiated diagnostics supported on the DS0-DP/G.703 card include the setting of
local loop backs towards either the network or the attached DTE equipment. In addition, a
remote loop back function allows the DSO-DP/G.703 card to generate four DDS-compatible
latching loop back codesfor the far-end OCU, CSU, DSU or DS0-DP equipment respectively.
A time-out option authorizes the DSO-DP/G.703 port to automatically release the loop back
after ten minutes.

ADPCM Voice Compression Server (8000-ADPCM)

The 8000-ADPCM (Adaptive Differential Pulse Code Modulation) server cards are designed
to compressdigital and analog voicetraffic for transmission over wide areanetwork links. The
level of compression for anindividual channel is software configurable at 24K bps, 32Kbps or
40K bps. A single ADPCM card is capable of compressing 64 channels of voice
simultaneously. The ADPCM card isa RoHS-compliant card, and utilizes different
technology to accomplish the task for the ADPCM function. Both cards are identical in form
and function, and can be used interchangeably.

Sincethe ADPCM card isaserver card, these 64 channels can be originated from a variety of
interfaces, including FXS, FXO, E&M, SRU, BRI, and TI/EL. Up to two ADPCM server
cards can be supported per Integrated Access System for atotal of 128 compressed voice
channels. A third ADPCM server card can be utilized for 1:N redundancy.

The sum of the compression rates for the engine pair must equal 64Kbps. A 32K bps circuit
can only be paired with a32Kbps circuit. A 40K bps circuit can only be paired with a 24K bps
circuit and vice-versa. The ADPCM server card can also pair alow speed asynchronous data
transmission (19.2Kbps or less) from an SRU port with a 40kbps engine. This data path will
occupy a 24K bps engine. Group Il FAX is supported in 32K bps channels and Group 111 FAX
is supported in 40K bps channels.

Modem support up to 4.8Kbps, and V.32bis to 9.6K bps is supported in 32K bps channels.
Modem speeds up to 12K bps, and V.32bis speeds up to 14.4Kbps is supported in 40K bps
channels. Modem datais not supported in 24K bps channels.

The ADPCM card supports Transition Signaling as defined by ANSI T1.302-1989 with the
exception of the Alarm bits. ANSI T1.302 specifies signaling at the 32K bps compression rate.
The ADPCM card uses this scheme for 24K bps and 40K bps although it is not included in the
standard.

The ADPCM card can be used in a variety of applications to reduce the number of
transmission lines for efficient transport of voice traffic. It can be used in:
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4.5

 PBX toPBX trunk application
»  Automatic Call Distribution application
»  Efficient wireless base station/hub application

PBX to PBX Trunk Application

Figure 4-6 shows the IAD with an ADPCM server used to compresstwo T1 or E1
PBX-to-PBX trunksinto a single trunk. The voice from each PBX is connected viaa digital
T1 or E1 connection to the IAD. The voice channels are routed to the ADPCM server, where
each voice channel iscompressed to 32 Kbps. The compressed voiceisrouted to the outbound
T1/E1 link to the other IAD unit, whereit is decompressed and placed back into two T1 or E1
trunks to the remote PBX. PBX to PBX trunk lines can be compressed 2:1 to reduce leased
line charges. The application is also valid for analog PBXs and key systems.

E— e TUEL
TUEL T1/E1 Carrier T il
Network i Iee
. =
CJC] l [ |
PBX IAD IAD PBX

Figure 4-6.1AD using ADPCM for PBX to PBX Application

Router Server Card (8000-Router)

The IPR*4 card provides a PPP or HDL C backbone for customers to extend their
communications, command and control capability in an IMACS network. This card extends
the capability of the IMACS shelf to expand the range of control in the customers private
network. The 883275 card delivers eight high-speed PPP links, whilethe 883280 card delivers
4 high-speed links and 124 single-full DSO HDL C channels.

ThelPR*4 card introducesto the IMACS platform a synchronous standard i mplementation of
PPP, RFC 1661. It also provides replacement technology for the MCC card, by the support of
HDLC linksto the remote shelves, although fractional DS0O’s are not supported.

In order to provide the Ethernet to PPP or HDL C inter-working capability, the IPR*4
10/100BT card has four modular RM5 interface ports on the faceplate.

The IPR*4 10/100BT Cards are | P routers that route packets based on | P destination
addresses. | PR* 4 routes | P datagrams between Ethernet and PPP T1's, or HDLC framed T1's.
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4.6

4-16

IPR* 4 supports SNMP for Ethernet, |P and Routing MIBs. It uses the standard Ethernet
encapsulation, utilizing 14 bytes Ethernet Header: Source Ethernet Address (6 bytes),
Destination Ethernet Address (6 bytes), and a Protocol Type (2 bytes). The IPR*4 card
supports RIP (Routing Information Protocol, RFC 1058) as well as RIPv2, used for
dynamically discovering |P routes from adjacent I P routers.

The WAN interface is standard encapsulation of 1P datagrams over a PPP link, or over an
HDLC link.

e ThelMACSIPR*4 card does not support PPP authentication. The IPR*4 card is not
designed to be a general purpose enterprise router, but rather is designed to extend the
IMACS network of command and control applications contained within the customers
T1/E1 network.

OC3 Point to Point Server (8000-OC3-PT 2PT)

The 8000-OC3-PT2PT (OC3 Poaint to Point) server cards are developed as a optical uplink
communications media for applications that require additional bandwidth transport and
installations that require less interference that can be caused by nearby high-power voltage
generation such as can be found at power generation plants. The OC3 server card can
terminate eight T1 facilities onto the backplane asisthe traditional IMACS T1 capacity. In
addition to that capability, the OC3 card also offers the ability to transport sixteen additional
facilities via a faceplate connector on the OC3 card. These additional facilitieswill alarm to
the user manifest should they enter into alarm, but otherwise are purely atransport method to
allow for additional local facilities to be transported over the optical cable. In addition to the
introduction of an optical uplink on the IMACS, the OC3 card system can still maintain
electrical facilitiesif so desired. New timing offerings have also been introduced to the
IMACS shelf, where anode can now be optically timed off of the incoming fiber, or provide
shelf timing from the OC3 card itself.

In addition, the OC3 card allows for two STS containers to be sent from one end of the circuit
tothe other. Intheinitial release, no packet manipulation isdone and the two STS pipes act as
an Ethernet extender.

SONET compliancy on the product has not yet materialized. Having the IMACS OC3 card in
abook ended fashion allows for proper maintenance activities such as protection switching
(both automatic and manual) to perform to an operators expectation. However, placing the
OC3 card asadrop point to a SONET based product has limitations as far as the manual
protection switch is concerned. Until Zhone completesthe SONET integration of the product,
it is only supported in atrue point to point configuration.
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4.7 PWE IP Uplink Server (8000-PWE)

The 8000-PWE card offers another new uplink card to the IMACS portfolio. The PWE card
uses PWE? specifications to encapsulate the traditional IMACS TDM data stream and
transport the TDM data over a packet network to the far end. The packetized data can arrive
at the far end with each node being timed off the same source (common mode clock), or the
far end system can recover the clocking by the use of an adaptive clock on theincoming packet
stream. New to the IMACSisalso the ability to time the shelf from the adaptive clock source
being recovered from the incoming I P packet stream.

Customerswho are used to the TDM world of stability and exceptionally low timing delay can
utilize the PWE card offering as well as continuing the use of e ectrical WAN facilities
concurrently with the Pseudowire streams. In this way, a customer can convert part of their
network over to the packet-based offering while maintaining a footprint into the traditional
TDM world. The IMACS accomplishes this by alowing the customer to convert individual
T1 appearances over to PWES encapsulated facilities, while leaving other existing (or new)
facilities alone. By employing this method it is possible to ‘test the waters' in the packetized
world without the need to fully convert over to it. Selected circuits can be chosen to be
transported over the newer packetized media without having to change the existing base of
clientele.
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Chapter 5
System Configuration and Operation

5.1 Basic Operations

This chapter providesinstructionsfor configuring the Integrated Access System for operation
after installing it at the equipment site.

Before performing the proceduresin this chapter:
1. Besureyour Integrated Access System isinstalled and powered up.

2. Determine your system’s specific configuration requirements. These depend on your
network and customer premises equipment (CPE) interfaces. If this configuration
information already exists, obtain it from your system administrator or engineers.

3. Obtain aterminal with VT-100 or VT-102 emulation and an RS-232 to RJ48 cable for
these procedures. The terminal will be connected directly to the TERM port on the
Interface card in your system. It allows you to access the system and then configureit for
operation with your network and CPE.

WARNING!During system operation it may be necessary to remove and replace certain
circuit packs, either asamaintenance procedureor torestore service should acircuit pack
fail. All circuit packsare" hot swappable'. Thismeansthat they can be removed and
inserted while the system is powered and providing service, and no physical damage will
be caused to the circuit pack or the system. However, all circuit packs do share the same
backplane and data busses. Aswith any bus based architecture, thereisa possibility that
removal and installation of a card could cause a momentary service degradation to other
cardson the same bus. This degradation would typically be seen asa few data errorson
other active data circuitson the same bus. The higher the speed of the data circuit, the
mor e susceptibleit would be to thistype of interruption. Voice cards aretypically not
affected by such brief error bursts. Therefore, in order to minimizethe possibility of data
errorsduringacircuit card hot swap, Zhonerecommendsthat maintenance procedureson
the IMACS be done during periods of low system activity or during the maintenance
window whenever possible.

5.2 Basic Screen Map and L egend

To make system access, configuration and testing easy, the system presents you with a series
of user interface screens. Each screen displays various fields of information, and you can
change the datain those fields as required by your system and external interfaces.
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5.3 System Initialization

System initialization consists of registering your system then logging into it for additional
configuration. These operations are described on the following pages.

5.3.1 Regidtration

To register your system after starting it up for the first time, proceed as follows:
1. Be sure your system and local terminal are both powered up.

2. Connect a VT100-compatible terminal to the TERM jack on the Interface card
faceplate. Use a cable with an RJ48 modular plug on one end for this connection.

3. Configure the terminal to operate at 9.6 kbps, 8 data bits, no parity, and 1 stop bit.

4. Pressthe RETURN key. The Registration Screen in Figure 5-1 appears.

##% Missing Pegistration Data, CPU Type has been changed *+#

Presz 'B' to update Begistration

Zip | Debuy | Reg | Backup | rEstore | Main

Figure5-1.First Time Registration Screen

5. Press“R” to update Registration.

6. Enter username and password asin Figure 5-2. Refer to Table 5-2 on page 5-8 for
default passwords and access level, press the <Enter> key.

52 Reference Guide



System Configuration and Operation System Initialization

IMaCs
Integrated Maultiple Access Communications Server
Copyright (C) Zhone Technologies, Inc 1991-2015

vsernane: [
rassword: [N

MNode:

ersion: 7.5.0

Figure5-2.First Time Login Screen

7. Enter your vendor code in the Vendor Code field. See Figure 5-3 below, press the
<Enter> key.

Welcome to Registration | 053-17-15 la:42

Enter Vendor Code: .

If vyou do not know your Vendor Code, enter 101.

Figure 5-3.Welcome to Registration Screen

The Vendor Code for this Integrated Access System is given in aregistration sheet that is
usually in aplastic bag attached to the Power Supply Cover panel.

8. Select the type of chassis used (front-loading with power supplies on the side,
front-loading with power supplieson top, or front/rear |oading with power supplies on the
side).

9. If the vendor code and chassis types selection are both correct, type Y to confirm and
save that data. Otherwise, type N to return to the screen for changes.
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The system now automatically restartswith the correct application parameters. Proceed to the
next section, log into the system, and start configuring it for operation.

Welcome to Fegistration | 053-17-15 16:39

Vendor Code: 101

Jysten Package:
1. Front - Loading Only / Power 3upplies on side
2. TFront - Loading Only / Power Supplies oh top
3. Front & Bear Loading / Power 3upplies on =ide
4, Front & Eear Loading / Power 3upplies in rear

Jelect one: I

Figure 5-4.Selecting Chassis Type Screen

Thenew IMACS 8000 shelf - easily identifiable by it’sdistinct purple color isaFront and Rear
Loading shelf with Power Suppliesin the rear - option four as seen above in Figure 5-4.

IMACS
Integrated Multiple Access Communications Jerwer
Copyright (C) zZhone Technologies, Inc 1991-2015

Testing and initializing the systen

Figure 5-5.Testing and Initialization Screen

The system will display the “ Testing and Initializing the System” screen in Figure 5-5 above.
When testing and initializing is complete the screen will go blank. Pressthe <Enter> key. The
System Login Screen will display. See Figure 5-6.
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5.3.2 Logging Into the System

Thefirst step in starting an operator session isto log into the system. You must enter a
username and password that allows you to perform the required tasks on the system. The
initial (default) login information corresponds to one of four different accesslevels, each
allowing you to perform certain tasks. The only provided default username and password is
admin / admin as shown in Table 5-2 on page 5-8.Table 5-3 on page 5-8 lists the default
privileges for each access level that can be assigned.

All usernames and passwords are case-sensitive for maximum security. For example, the
system interprets the usernames TechMan, TECHM AN, and Techman as three different
username entries.

To log into the system from alocal terminal, proceed as follows. To log in from a remote PC
refer to details later in this reference manual.

1. Press <Enter>. The Login Screen depicted in Figure 5-6 should appear. If not, press
<Enter> repeatedly until it does.

2. If the Login Screen does not appear after you press <Enter> several times, check your
terminal settings (they should be 9.6 kbps, eight data bits, no parity, and one stop bit)

IMACS
Integrated Multiple Access Communications Serwver
Copyright (C) Zhone Technologies, Inc 1991-2015

vsernane: [
password: |

Node:

eraion: 7.5.0

Figure5-6.Typical Login Screen

3. Contact your system administrator for your username and Password. Enter your
username and password. Then, press RETURN to accept the information, which will
allow you to configure your system after logging in for the very first time. Refer to the
next section for descriptions of the various operator password levels.
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4. A System Main Screen appears. Figure 5-7 shows this screen for the 8000 chassis.
Refer to the next section for adiscussion of the Integrated Access System’s user interface
screen hierarchy.

This completesthelogin process. If you are not familiar with the user interface screens of the
system, read the next section before proceeding. Otherwise, continue with the desired
operation.

| | 03-17-15 16:56

Slot Installed IJtatus 3lot Installed aJtatus
Cl CPO XCON ooa IF INTF-R
[ CPU XCON asss Ul HiU-366x2 ol
Pl IPR*4PPP ooz Uz E:M ZWx&-6 003
Pz PIE 0 == a- Uz OH2TT4 asss
P33 U4 SRO-232x10 atssasssss

1 DEXHD S aa Uk E:M 2WE-6 003

2 DAEADEX a0z ua Fx3 ZWx&-6 aassssss

3 u7 EzM 4W<SEER aassssss

4 PUANAD A aa s SEU-LDx10 oos

Fl Pl FI RINGEE.

Fa Pz ooz

Alarms | Config | Del | accepT | Xcon | 8¥= | Logout | sEr | Ooz | cpusWtch

5.3.3

Figure 5-7.8000 Shelf Main Screen

User Names, Passwor ds and Groups

Our customers can additionally use RADIUS to manage their login privileges. With the
RADIUS feature active, the usernames and password verification on the local IMACS s
ignored, unless fallback is enabled AND the server is not reachable.

You may want to change your system access passwords frequently, in order to maintain
optimum security on your network. The recommended passwords are a minimum of 6 and no
more than 12 charactersin length, are not found in a dictionary, and contain both letters and
numbers. Because the system is case-sensitive for password entries, you can mix uppercase
and lowercase |etters to provide more possible passwords.

The user administration function is activated by entering ‘n’ for usrNames from the CPU
screen, as shown in Figure 5-8.
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v

Note: The passwords MUST beat least six characterslong and MUST be a combination of
characters and at |east one digit!

CPIT 7 | C2 CPU XCON Bew AQD-0 Ser 00005 | 11-14-11 14:02
1
NODE TD
SUPERUZER. Superuser
MANAGER Manager
OPERALTOR Operator
IETER Viewer
STS CONT. Swesten Contact
STa Loc Jysten Location
4T3 PH#
LLEM SEN all
M| latch
FCR off
[ Active Host 7.0.0 #£10 YVoice 7.0.0 #10
Cl Fedundant Host 7.0.0 #10 YWoice 7.0.0 #10
Ll
Jave | Undo | BFefresh | Prt | topsIp | usrNames Main

Figure 5-8.CPU screen - user Names option

The system supports 256 possible users. Each user is defined by the use of three entries or
fields. Thefieldsare editable by auser who has Administrator or Superuser access. Following
isabrief description to the user fields:

Table5-1. User Access Table

User Name Password User Group
An Alpha-numeric string | An Alpha-numeric string A number from 1 to 32.
consisting of 6 to 12 consisting of 6to 12

characters. Duplicate user | characters.
names are not allowed,
i.e. all 256 user names
must be unique.
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When the system isfirst commissioned, there is only one group defined:

Table 5-2. Default User Table

Default User Name Default Password Default User Group

admin admin 1

Each user group represents a different access level that allows alogin ID to perform certain
system tasks after logging in.
533.1 User Groups

The User Group that is assigned to a user definesthe accesslevel that he or she hasto various
system functions. The following example shows a portion of auser group provisioning table.
The system allows for 32 such user groups:

Table 5-3. User Accesses by Group

£ » £ 2
3| e | L |2 | .13 |9 |z
O|la K2 e o o £ g =
prd prd prd
ERRETREERERE RN R R
ol = Zlal | B | =2 <ddal | << | < < <>
1 RwW RW RW RW RW RW RW RW
(Superuser)
2 NorR [NorR [NorR [NorR [NorR |[NorR [NorR | NorR
orRW |orRW |orRW |orRW |orRW | orRW | or RW | or RW
3 NorR [NorR [NorR [NorR [NorR |[NorR [NorR | NorR
orRW |orRW |orRW |orRW |orRW | orRW | or RW | or RW
4 NorR [NorR [NorR |[NorR |[NorR |[NorR [NorR | NorR
orRW |orRW |orRW |orRW |orRW | orRW | or RW | or RW
n NorR [NorR [NorR [NorR [NorR |[NorR [NorR | NorR
orRW |orRW |orRW |orRW |orRW | orRW | or RW | or RW
n NorR [NorR [NorR [NorR [NorR |[NorR [NorR | NorR
orRW |orRW |orRW |orRW |orRW | orRW | or RW | or RW
32 NorR [NorR [NorR |[NorR |[NorR |NorR [NorR | NorR
orRW |orRW |orRW |orRW |orRW | orRW | or RW | or RW
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When the system isfirst commissioned, or after aZIP function, the user group defaultsto the
following configuration:

Table 5-4. Default Group Permissions

= ” £ 2
| - I O s .13 |3 |3
Ol 2 K% = £2) < gl & = I
Z Z Z
ERETREERERE B R LR
ol = =[x =< = <& << < < <>
1 RW RW RW RW RW RW RW RW
2-32 |R R R R R R R R

User group 1 isthe "Superuser" and its attributes are not provisionable. User groups 2 to 32
default to R in al attributes. They can have any one of 3 possible values entered into the
various cells of the user group table:

N = None. When "N" is entered in a section of the user group definition, users with that
group have no accessto that part of the system, including its Ul

R = Read Only. When “R” is entered in a section of the user group definition, users with
that group haveread (or view) accessto that part of the system, including itsUl. However,
they can not make any changes or edits.

RW = Read/Write access (full access). When "RW" is entered in a section of the user
group definition, users with that group have read, write, and edit access to that part of the

system, including its Ul

WARNING!It should be noted that userswith the ability to
Administer Userswill be able create new accountswith read/write
accessto ALL categories. Care should be exercised in providing
accessto the Administer Usersfunction.

To change a password, first log into the system under a user who has the RW capability
assigned to Administer Users, or the admin level. Enter the CPU level, as shown in Figure
5-8. Enter N for userNames, and a screen such as Figure 5-9 appears.
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CR 7 | C2 CPU XCON Bew AQD-0 Zer 00005 | 11-14-11 15:24 &
page: 1 of 1 USEE ADMIN

zer Name Uszer Password Uzer Group
Craftsperson FEREREEAERREELE 32
ﬂljmin FTEEEEFFAEFTHREFTS

Fefresh | Add |

dEl | Group | Login log | pgUp | pghn | Main

Figure 5-9.User Name Screen

Table 5-5 shows the valid actions that a user can perform when at the user name field

5-10
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Table 5-5. usr Name Screen Actions

Action Function

Refresh Re-paints the current screen

Add Allows you to add a user

Del Allows you to delete a user

Group Displays the Group settings and access level permissions as explained in
Section 5.3.4 on page 14.

Login Log |Providesthelast 20 login and logout events.

pgup Pages up

pgdn Pages down.

Main Returns you to the CPU Main Screen. If you made changes to any port
settings but did not save them yet, you will be prompted to save or lose those
changes before exiting.

Refresh

Selecting ‘R’ for refresh will renew the data presented on the screen.

Add

To add auser, choose the A function. Use carriage returns to update afield, and arrow keysto
move around in the screen. For Figure 5-10 below, the administrator chose Add, carriage
return, typed in “Pastel” and return, right arrow, return, typed “flood01” and carriage return,
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confirmed the password by typing in “flood01” asecond time and carriage return, right arrow
to the group field, carriage return and then used the up arrow until ‘06’ appeared and hit
carriage return. Don't forget to save your changes!

CPUO 7 | CZ
page: 1 of 1
ser Name

Craftsperson
admin

Craftsperson

Save

CPI XCON

T3ER ADMIN

Uzer Password
FEFETFERIFEENTELY

FEEFFRIEETTEETTN

FTHEFTFFEEEANTENSNS

Rew &0-0 Ser 00005

User Group
32
1

| 11-14-11 15:25 &

Del

Figure 5-10.Adding a User

Selecting the ‘' E’ delete function will allow the user to delete the user that the cursor is
currently positioned upon.

Group

Selecting ‘G’ will show the permissions for accessto a Superuser that can be changed. These

are outlined in Section 5.3.4 on page 14.

5-12
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Login Log

Selecting ‘L’ will take the user to ascreen wheretheloginlogisstored. Thistableisread-only,
and will display thelast twenty login and logout events.Figure 5-11 shows how atypical entry

will appear.

otal Logs: Z20.

ENTEY USERNAME
admin
admin
admin
admin
admin
admin
admin
admin
9, admin
10. admin
11. admin
12. admin
13. admin
14, admin
15, admin
lo. admin

00 =1 on s L) [

Refresh | pglp

Cl CPUO xCON

Page 1 of 2

LOGIN

11-09-11
11-10-11
11-10-11
11-11-11
11-11-11
11-12-11
11-12-11
11-14-11
11-14-11
11-14-11
11-14-11
11-14-11
11-14-11
11-14-11
11-14-11
11-14-11

pgbn | C

1

g

a

r

1&:
15:
15:
09:
16:
14:
14:
11:
14:
15:
15:
15:
15:
15:
15:
15:

31
39
4z
5l
14
0e
g
19
ol
23
30
30
31
36
38
40

Bew a0-0

STATITS
forced
logged
logged

out
in
in

timed out
timed out

forced
forced

out
out

timed out

forced
logged
logged
logged
logged
logoged
logoged
logoged

Main

out
in
in
in
in
in
in
in

LOGOTUT
11-09-11

11-11-11
11-11-11
11-12-11
11-12-11
11-14-11
11-14-11

li:

10:
16:
14:
14:
11:
14:

47

a7
30
o7
g
35
19

11-14-11 16:39

Figure5-11.L ogin L og Sample Display

Login logs without the corresponding logout or forceout indicate a restart event, whether a

switch of activity, power cycle or other such restart event.

Starting in CPU load 7.2.1, alarm events are al so sent to the Syslog server. See“SY SLOG” on

page 24. for more information regarding the syslog server.

pgup

Selecting the ‘U’ function will cause the screen to page up, if applicable.

pgDn

Selecting the ‘D’ function will cause the screen to page down, if applicable.
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5.34

5-14

AN PROV ﬁ FREREERREERREREERREEREREREERREREREREREERER
AN ALER3 TERERERERERERERERERERERERERERERE
AN PM3I TEREREREREREREREREREREREREREREREERE
CCES3 PRV W RERRREREERRRERRRERERERERERREREREREEREREREERER
CCE33 ALR3 TERERERERERERERERERERERERERERERE
CCE33 PM3 TERERERERERERERERERERERERREREREREERE
L DMTIN 3%3 TERERERERERERERERERERERERREREREREERE

L DMTHN T3ERS TERERERERERERERERERERERERERERERE

ZJave | Undo | Befrezh | Main

Main

Selecting the ‘M’ function will return the user back one level to the CPU Main Screen.

Access L evel Permissions

With the Admin level user, the Group setting can be changed on a group basis. Begin by
accessing the User Name Screen as shown in Figure 5-9 on page 5-10. Select the Group option
by typing “G”, and a screen such as in Figure 5-12 appears

| C1 CPU xXCON Beyw A0-0 Fer 0000z | 11-14-11 1da:d]1pes

GEOTEF PERMIAIIONS

Figure 5-12.Group Permissions Settings

Use the arrow keysto select the field and permission that you want to change, and access the
write capability by issuing a carriage return. The user can then set the access level to None,
Read only or Read Write (W) as desired. Following is the description of the Access Levels,
and what can be done in each.

WAN Provisioning

Thiscoversall provisioning screens and activities associated with both the copper and optical
WAN interfaces.
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WAN Alarms

This covers all alarm reporting screens and activities associated with both the copper and
optical WAN interfaces. Read access allows alarmsto be viewed only. RW access allows
changes to severity, thresholds etc. (any provisionable alarm attributes)

WAN PMs

This coversall performance monitoring screens and activities associated with both the copper
and optical WAN interfaces. Read access allows PMs to be viewed only. RW access allows
changes to intervals, thresholds etc. (any provisionable PM attributes)

Access Provisioning

This covers all provisioning screens and activities associated with al the access interfaces.
Thisincludes OHSU, HSU, SRU, voice, darm, and Ethernet posts

Access Alarms

Thiscoversall alarm reporting screens and activities associated with all the accessinterfaces.
ThisincludesOHSU, HSU, SRU, voice, alarm, and Ethernet posts. Read accessallows alarms
to be viewed only. RW access allows changes to severity, thresholds etc. (any provisionable

alarm attributes)

Access PMs

This covers all performance monitoring screens and activities associated with OHSU, HSU,
SRU, voice, alarm, and Ethernet interfaces. Read access alows PMsto be viewed only. RW
access alows changes to intervals, thresholds etc. (any provisionable PM attributes)

Administer System

This covers system level activities such as IP addresses, inventory, software upgrade, data
base backup, setting the real time clock, setting sync sources etc.

Administer Users

This coversthe provisioning and administration of users and user groups. Read access allows
user names and user group attributes to be viewed but not changed. RW access allows you to
edit user names, passwords, and user group attributes. It also allows you to disable all users
(ref. R-5.6.3.4 #5). You can never view passwords, even with RW access (ref R-5.6.3.1 #2).
Users, oncelogged in, can always changetheir own password regardl ess of the attribute of this
field in their user's group.
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System Screens

The system screen will display each card that is currently installed onto the system along with
the card status and location.

System Main Screen

After you log in, a System Main Screen similar to Figure 5-7 or appears, showing all of the
cards currently in the system. The chassis slot locations, card types, and current card
operational states also appear in this screen.

The highlighted line at the bottom of the screen lists some actions. Press the letter key that
corresponds to the desired action you want to perform. For example, to go to the Alarms
Screen (Alar ms action) and see the current system alarms, press“a” (can betyped in either
uppercase or lower case). Table 5-6 summarizes the System Main Screen actions.

Table 5-6. System Main Screen Actions

Action Function

Alarms Brings up the Alarm Screen. Refer to "Alarms and Alarm Filters” later in
this chapter.

Config Sets up the system using a standard configuration.

Del Removes an out-of-service (OOS) card from system memory.

accepT Removes the current card settings. Used when replacing acard in any sot
with a different kind of card.

Xcon Brings up the cross-connect screens.

sYs Brings up the system screen for high-level system testing and maintenance.

Logout Logs you off the system.

SEr Allows the operator to serialize a card on the shelf

Oos Allows authorized operators to take cards out of service.

cpusWtch Switches from the active CPU card to the redundant CPU card, if the system
is configured for CPU redundancy.

CPU Card Satus

The CPU card status will display s (standby) when a CPU card is properly inserted into slot
C1 or C2for al chassistypes. The CPU card status will display a (active) when router ports
C1, C2, C3or C4 are set to active mode from the nx64 screen. For further explanation on how
to set router port parameters, please refer to the nx64 section located in the CPU card chapter
in this System Reference Guide.
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5.4.3

5.4.4

Power Suppliesand Ringing Generators Card Satus

The power supply status will display PS1 when a power supply is properly inserted into slot
F1 or F2 for the front-loading chassis with power supplies ontop and the front & rear loading
chassiswith power supplieson side. For the front-loading chassiswith power supplieson side,
the status will display PS1 when properly inserted into slot S1. The ringing generator(s) will
display RINGER next to the slot indicator RI on all chassis types. When the 8906 ring
generator isused as aslave, only the master will show on the main page screen. The 8905 AC
to DC power converter, if used onthe IMACS shelf, will not display on the main page screen.

For adescription of the power suppliesand Ring generators See “ Power Suppliesand Ringing
Generators’ on page 5.

Voice and Data Card Satus

The System Main Screen also displays the status of the individual circuit ports of all WAN,
Voice and Data cardsin the system. This information appears next to the card type, as shown
in Figure 5-13. The lowercase |etters in the Status column fields indicate the states of the
individual card ports. The possible values for each port are s (Standby), a (Active), t (Test), |
(currently in a Loopback state), and r (on cards which support redundant capability, such as
the WAN, BRIDGE, OC-3, PWE3 or ADPCM cards).

| | 03-17-15 1&: 56

alot Installed 3tatus 3lot Installed 3tatus
Cl CPIT XCON oos IF INTF-E
Ca CPU XCON asss Il HaU-366x2 Tt
Fl IPE*APPP ooz Iz EcM 2W3-6 003
rz ME @ - a- I3 OHAT4 asss
P T4 SRIO-232x10 atssssssss

1 DaxHDER aa 5 EcM 2W3-6 003

2 DEXADER ans & Fx3 ZW=5-6 aasssss:s

] oz E&zM 4W=<SER aassssss

4 PUANAD & aa LIS SRU-LD=10 oos

Fl Pl RI RINGEER

Fz Paz ooz

Alarmz | Config | Del | accepT | xcon | 8¥= | Logout | sEr | Oos | cpuslitch I

Figure 5-13.Typical Card Satus Display

From the System Main Screen, you can al so access other screens, as shown in Figure 5-13.
These screens are described in the following paragraphs.
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Server Card Satus

Port status for the Server cardsis determined in the same way as Voice and Data cards, with
the possible status values of s (Standby), a (Active), and r (on a Redundant card).

Port status is determined somewhat differently for the PWES3, OC3, BRIDGE and |PR*4
Server cards, as these cards have more logical ports than can be represented on the screen.

WAN Card

There are several variations of the WAN card. On the main screen, the status will be shown
for thetype of cardinstalled: CEPT for E1 cards, DSX for T1 cardsasalineinterface unit less
than 655 feet, CSU for T1 mode with less than 6000 feet to repeaters. The status of the
individual ports on the WAN card will display “a” for active, and “s” for standby.

Card Main Screens

Each card in the system has a Card Main Screen associated with it. You can go from the
System Main Screen to any Card Main Screen and configure that card. From a Card Main
Screen, you can access a Test Screen to perform tests on the card, or (in some cases) a
Performance Monitor Screen to view transmission performance data.

Figure 5-14 shows atypical Card Main Screen. The highlighted line at the top of every screen
is the header. It lists the node name of the system, the current card type and abbreviated
description, the card design revision and serial number, and the current system date and time.

The card configuration parameters and current option settings appear in numerous rows and

columns below the header. Thisregion of each screen lists the options on the |eft and one or

more associated columns of datafieldsfrom left to right. You can change the settingsin those
fields as required for each card.

The status and data entry change line appearsjust above the bottom line of the screen. When

you choose a field to edit and press <Enter>, this line shows the currently available option
settings for that field. Make al configuration changes on thisline.
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System Screens

The highlighted areain the upper right corner shows the current alarm status data. In Figure
5-14, an Out-Of-Service (O0S) alarm has occurred on the card in chassis dots C1, P1, W2,

F2, U2 aswell as U5 and U8.
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483333353
483333353
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Figure 5-14.Typical Card Main Screen

The bottom line of each Card Main Screen lists other actions you can perform by simply

pressing theletter key that correspondsto the uppercase letter of your desired action. In Figure
5-14, for example, if you press“d”, you will invoke the Delete command, which will delete
the currently highlighted card, in this case the CPU missing from slot C1. The actionsyou can
choose from this line depend on which card and screen you are currently accessing. Refer to
the associated chapters in this guide for descriptions of those actions.

5.4.7

Test and Debug Screen

You can also go from the System Main Screen to a Test and Debug Screen, which allows you
to perform system-level maintenance operations. You can back up the system configuration
onto an external computer after saving and subsequently editing it, and (if necessary) you can
restore that configuration to the system. You also can erase the system configuration and
restart the system with asingle “zip” command. Or, you can re-register your system
configuration if you change to a different chassis.

The system software also has a built-in debugging utility. However, this utility is only
available to factory software engineers. The system maintenance functions are described in
the “Testing and Debugging” section later in this chapter.
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Time Slot Configuration and Cross-Connect Screens

From the System Main Screen, you also can access a Configuration Screen that lets you
automatically configure the system. This time-saving function assigns DS0 time slots of the
system’s T1 and E1 WAN lines to certain user voice and data cards in your system. Or, you
can access alower-level screen that lets you cross-connect DSO0 time slots between two T1 or
E1 lines connected to the system. Refer to these time slot configuration operationslater in this
manual .

Card Configuration

Selecting and Configuring Your Cards

The System Main Screen lists all installed cards next to their dot numbers. To access acard
from the Main Screen. Move the cursor in the Installed column with the arrow keys until the
desired card is highlighted, then press <Enter>. The associated Card Main Screen now

appears.

Use the arrow keys to move the cursor around in any card screen. When changing card
parameters, some settings require you to enter your own values on the keyboard, while others
allow you to select from alist of pre-programmed option settings.

To enter auser-defined value in afield, first highlight that field by moving the cursor to it and
press <Enter>. Then, type the desired value on your keyboard and press <Enter> to storeit in
that field.

To choose an option setting from alist of displayed options, press <Enter> with the associated
parameter field highlighted. A series of available option settings now appear for that field. Use
the right-arrow and left-arrow keys to move the cursor to the desired setting, and press
<Enter> to select that setting in the highlighted field.

Be sure to configure each card according to your networking requirements. From the System
Main Screen, select each card in turn and change the options for that card from its own
individual Main Screen. Select the Save command by pressing “s’ after making any and/or all
the changesfor acard, then press“m” to return to the System Main Screen and choose another
card. Similarly configure each remaining card in your system.

Once configured, the card settings are permanently stored in Non-Volatile Random Access
Memory (NVRAM) on the CPU cards. These cards are labeled CPU-7 on their faceplate
gjectors. You can then replace faulty cardsin your system without having to reconfigure the
new replacement cards.
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If you replace a card with an identical type new card, the system automatically copies the
NVRAM configuration datafromitsactive CPU card to the new card. However, if you replace
acard with adifferent type of card, you must first delete the existing card settings from the
slot before the new card will be recognized by the system. The System Main Screen will
display the new card type with a status of “REJ” (Reject).

If acard (voice or data) in aslot is going to be changed with a different type proceed with the
following:

1. Physicaly remove the card from the dlot.

2. From the Main Screen, highlight the card slot and press“D” (Dédl). Thisdeletes all
settings from the removed card slot.

3. Place the new card in the slot and ensure that it is properly seated.

5.5.2 Recording Your Configuration Settings

You should always record the configuration option settings for each card after you set them.
Thisinformation may be needed later for system operation. To record the card configuration
data, first photocopy the pages showing the Card Screensin the associated chapters of this
guide. Then, mark the option settings you want to use on those pages, and store the pagesin a
safe place where they can be readily obtained.

You can also record screen settings by “ capturing” each edited screen onto your computer
terminal whileyou arelogged into the system. To do this, your computer must have asoftware
program capable of capturing the actual screens astext files. The communications software
you use to access the system may have this ability. You can then copy the screensto aword
processing program, print them out, and store them electronically.

Still another method for capture is by making an electronic copy of the database, specifically
the ASCII option, as described in Section 5.12.8 on page 34 of this chapter.

Reference Guide 5-21



Reinitializing the System System Configuration and Operation

5.6

v

5-22

Reinitializing the System

The system storesinformation about its currently installed cards, the card configuration option
settings, WAN connections, passwords, and other datain nonvolatile memory (NVRAM) on
the CPU card. These cards are labeled CPU or CPU 7 on its faceplate gjector. Your telnet
connection to the system is through the Ethernet O& M port on the active CPU card. Your
VT100 connection to system is through the TERM port of the IF card.

When you remove and replace most card types, the NVRAM remembers the previous card
settings. If the same kind of new card isinserted in the dot, you do not need to reprogram the
settings. However, if you replace acard with adifferent type of card, the system letsyou delete
the previous card type, so that you can program new parameter settings for the new card type
(see the Accept function described in this chapter).

Removing the entire Interface card for CPU 7 based systemsis no longer required. The
primary function of the Interface card isto provide T1/E1 connectivity to the system's WAN
backplane. User access TERM port, external clocking, modem, ACO, and configurable
COMP port interfaces reside on a plug-in sub card housed in the main Interface card. This
plug-in sub card is accessed from the Interface card faceplate and is field replaceable.
Changing the plug-in sub card on the main Interface card does not impact live system traffic
nor does it require re-registration or zipping of the system.

When you remove and replace a CPU card with anidentical CPU card with the samefirmware
version, the system accesses the active CPU card's NVRAM and writes the configuration
parameters (including your current passwords) to the new CPU card. Your CPU cardislabeled
CPU-7 on itsfaceplate g ector.

Note: You must always use a CPU-7 XCON card in your system. CPU cards with any other
designations marked on their gjectorswill not work.
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If the CPU card is replaced with an identical CPU card but the new card has a different
firmware version, a“zip” may need to be performed.

* Sof twvare Fevision has been changed *#*%

Fresz 'Z' to Zip the Sv=ten

| Debug | Beg | Backup | rEstore | Main

Figure 5-15.Cold-Sart NVRAM Test Screen.

WARNING!

The"Z" command will start the ZIP process. " Zipping" the system deletes all of the
information stored on NVRAM and resetsit. All cards must then be completely reconfigured.

5.7

When you press “z”, the system will display the main log-in screen and ask for password
authorization from either the Manager or Operator access level. After you enter the correct
password, the system asks, "OK to Zip the system (y/n)"? Press “y” to have the system test
and reinitiaizeitself. All NVRAM information will be erased from the Interface card, and a
new log-in screen will appear.

A new feature on the IMACS that provides for remote actions is the ability to retain the IP
information when doing a ZIP command. The ZIP command deletes all provisioning on the
IMACS. However, starting in CPU-7, the user will be prompted if they want to delete the IP
information. Choosing to not delete the information will set the unit to default, but still retain
I P connectivity. Thisis useful when doing remote drastic recovery on the unit. However,
caution should still be exercised. If the IMACS is accessible via the |P address over a WAN
DS0 timeslot, the WAN information is still deleted and the node will not be accessible.
Caution should always be exercised when performing the ZIP function and it is always
prudent to have someone at the IMACS location when executing a ZIP.

Alarms

Alarmswarn you of problems by reporting possible system hardware or external facility
failures. The Alarm screen is accessed from the System Main Screen by pressing the"A" key
to go to the Alarm Screen (see Figure 5-16 through Figure 5-18). The Alarm Screen displays
the currently active alarms (if any) and provides accessto the Alarm Filtersand Alarm History
screens. Figure 5-16 shows atypical Alarm Screen with an active alarm.
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All alarm events are a so sent to the Syslog server. See “ SY SLOG” on page 24. for more
information regarding the syslog server.

Alarm Screens

Refer to Figure 5-16. To view the current system alarms, you can go from the System Main
Screen to an Alarm Screen. From the Alarm Screen, you can then go to an Alarm Filters
Screen and set up the alarm reporting filters. Or, you can access an Alarm History Screen (log)
and view alarmsthat were previously logged by the system. These screens and operations are
discussed in the “Alarms and Alarm Filters’ section later in this chapter.

IMACS 8000 751 |

ctive Alarms: § Page 1 of 1

WZ-1 Ola
P3-2 0C3

P3-1 0OC3

Wl-2 DSX+CEPT
Wl-1 D&Sx+CEPT
Wl-2 DSx+CEPT
Wl-1 D&Sx+CEPT
P2 BRIDGE

il
il
il
ul
ul
m
m
il

RED
0C3 LOS
0C3 LOS
CG4_RED
CGA4_RED
noE
no3
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2015-05-22
Z015-08-22
2015-058-22
2015-08-22
2015-08-22
2015-08-22
2015-08-22
£015-05-22

Fefresh | pglUp | pghn | History | Filters |

| 09-02-15 09:01

Main

Figure 5-16.Typical Alarm Screen

Thefirst character set (00028 in the above display) isthe Alarm Sequence Number. Thisisa
sequential number from 1 to 65,535. It identifies the alarm for tracking and maintenance. In
the above example, the Alarm Sequence Number is 28.

The second character set (w2-1) isthelocation of the problem by chassis g ot number and port
number. In this case, it isan WAN card in chassis slot W2 is affected, and port 1 of that card
has reported the alarm.

Thethird character set (OWAN) isthe type of card affected (in this case, an OWAN card
facility hasraised an alarm).

The fourth character set is the adarm modifier (in this case, M indicates amajor alarm). See
the“Alarmsand Alarm Filters’ section later in this chapter for more information about alarm

modifiers.
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Thefifth character set (RED) isthe type of alarm generated (in this case, afacility Red alarm
on WAN port W2-1 is reported).

The last two character sets are the date and time the alarm was logged.

5.7.2 Alarm Filter Settings

You can set filtersfor each alarm so that the alarm reports occurrencesin anumber of different
ways. Figure 5-17 shows the Alarm Filters screen, which is accessed by pressing "f" (Filters
command) on the Alarm Screen.

OEfi] CPO XCON Few HZ-0 Her 01736 | 02-21-00 05:17
11 of 3 Alarm Filter MENT
Descr Report Lewvel ACO
Out of Serwvice log major aco-off
No Signal log minor aco-off
Lozz of 3ync log minor aco-off
¥ellow Alarm log minor aco-off
Alarm Info 3ignal log minor aco-off
Carrier Group - Fed log major aco-off
Carrier Group - ¥ellow log major aco-off
Excessiwve Error Rate igqnore minor aco-off
Alarm card sensor log minor aco-off
auwitch to redundant card report major aco-off
sh | pgUp | pgbn | Main
W

Figure5-17.Alarm Filters Screen

Thefirst column of the Alarm Filters Screen is the alarm abbreviation that appears when an
alarm is generated. The second column is the associated full name of each alarm. Table 5-7
describes each alarm appearing in the Alarm Filters Screen.

Thethird column contains the filtersignore, log, and report. Set the filter to ignore if you
want the system to ignore the alarm. Or, set it to log if you want the system to show the alarm
report on the screen and also log it into the Alarm History, as described later in this chapter.

Set thefilter toreport if you want the system to send (report) the alarm indication to aremote

device. With this setting, the system will also display the alarm report on the screen and log it
into the Alarm History.
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The fourth column of the Alarm Filters Screen contains the filter modifiersinfo, minor,
major, and crit. This column specifies alevel of importance (information only, minor alarm,
major alarm, or critical alarm) for each alarm. These settings are described later in this chapter.

Thelast column setsthe alarm cutoff (ACO) to aco-off or aco-on. These settingsare explained

later in this chapter.

Thefilter in the third column takes precedence over its modifier. If, for instance, you have an
alarm filter set to ignore, the setting of the modifier asinfo, minor, major, or crit will be
ignored. Refer to system specifications section in this manual for alarms and their meanings.

Note also that Figure 5-17 shows the first of three pages of alarm events that can be edited.
Use of the directional U (pgUp) or D (pgDn) will access other pages of alarms.

Table5-7. Alarm Filters

Filter

Alarm

M eaning

PAGE 1

00S

Out of Service

The card, power supply or ringing generator 1s faulty or has been removed
from the unit.

NOS

No Signal

Incoming WAN signal islost.

LOS

Loss of Synchronization

Frame Alignment islost.

YEL

Yellow Alarm

The system has received a Yellow Alarm signal from aremote device.
Usually received when the device loses WAN signal or synchronization.This
alarm also indicates a yellow alarm raised by the OHSU User card ports.

AlS

Alarm Information Signal

The system has received a Blue Alarm signal from aremote device. Usualy
received when the remote or intermediate device has amajor failure.

CGA_RED

Carrier Group Alarm - Red

The local incoming WAN signal has a serious problem and trunk
conditioning is started. After receiving aRED alarm (NOS or LOS) for 2-3
seconds, the system initiates the appropriate trunk conditioning sequence
(see voice cards for information about the TC_CGA setting) and sends a
Yellow Alarm to the remote device. If the system isin drop/insert mode, it
also sends an AlS signal to the downstream equipment.

CGA_YEL

Carrier Group Alarm - Yellow

The system has initiated trunk conditioning in response to a Yellow Alarm
from aremote device. After 2-3 seconds, the system initiates the appropriate
trunk conditioning sequence (see voice cards for information about the
TC_CGA setting).

ERR

Excessive Error Rate

The error rate measured by the system has exceeded the threshold set on the
WAN card.

SENSOR

Alarm Card Sensor

The Alarm Card sensor has recelved an alarm indication from an attached
device.

SWITCH

Switch to redundant card

The primary card has failed and the system has switched to the redundant
card.

PAGE 2

RESET

System reset

The system has been reset by either loss of power or by a system software
upgrade.

ACO

Alarm Cut-Off

The ACO option forces you to manually clear certain alarms. Without this
option, self-correcting alarms might not be noticed. When the ACO option is
set to either Report or Log and the modifier is set to Mgor, alarmswill report
normally but will also generatean ACO aarm. If the modifier isset to Minor,
it will not generatethe ACO alarm. If thefilter isset to | gnore, no alarmswill
be generated. This can depend on whether or not CPU is set for latch or
CUR.

5-26
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SYNC Clock Sync Alarm The SYNC aarm is generated when either the primary or secondary external
clock sourceislost. Thisaarm isin addition to the condition that lost the
clock source (CGA-RED or O0S).

ERR-3 Excessive Error Rate (10e-3)  [While using transcoder operations for E1 that involve downstream
tributaries, setting EER-3 to “report” will cause an alarm to appear on the
local system when E1 transmission errors exceed 10e-3 (1 in 1000). The
local EER-3 alarm will identify the effected WAN link (i.e., W1-1) and take
it out of service. Simultaneously, the downstream tributary will receive an
AlS aarm to warn them of the condition.

OC3_LOF OC3 Loss of Frame

OCS _LOS OC3 Loss of Signal

OC3_LOPP  |OC3 Path Loss of Pointer Thisaarm is currently not used, and will be removed in the next release.

INSERT Card Insert SNMP only report - trap generated on card insertion

REJECT Card Regject Does not appear in the banner, but displays in active alarms and history.
Shows that an inserted card has been placed into aslot, but the slot is
provisioned for adifferent card. The user must accept the REJected card in
order for service provisioning.

DELETE Card Deleted SNMP only report - trap generated on card deletion.

PAGE 3

CLEARED History Cleared The command to clear alarm history has been utilized.

UPGRADE Upgrade A card upgrade has been started on a card that has only one memory bank:
WAN, IPR*4, OC3 and PWE cards.

WAN RR Main WAN redundant A WAN protection switch is currently active, and the flagged WAN card is
now operating as the WAN RR resource - other WANSs are no longer
protected. The customer should work to restore WAN 4 as the redundant card
to ensure 1+n redundancy on the shelf.

AMT ACT Alternate Map Active The Alternative Mapping Table feature is activated, and the system has
switched to running the Alternative Map.

SYNCAMT [Alt Map Out of Sync The Alternative Mapping Table feature is activated, and the system has
detected that the basic shelf configuration has changed, making the
Alternative Map unusable. The customer needs to update the Alternative
Mapping Table in order to clear the SYNC AMT alarm.

RED Red Alarm An OHSU User card will raise the RED alarm when one of the ports reports
ared alarm condition.

OOF Out of Frame Alarm An OHSU User card will raise the OOF alarm when one of the ports reports
an out-of-frame alarm condition.

FPALARM OC3 Faceplate Alarm

5.7.3 Alarm Modifiers

Each alarm may aso be designated as | =info, m=minor, M=major or C=crit. Thefilter
modifier appears on both the active alarm and alarm history screens.

If the system has an External Alarm card (optional), the occurrence of any alarm designated
ascrit will trigger aform-C relay contact on the External Alarm card. The relay contact action
sets off an annunciator or lamp at the equipment site. Similarly, the occurrence of any alarm
designated asmajor triggersadifferent contact and activates another external indicator. Refer
to the Alarm Card Reference Guide for more information on the External Alarm cards.
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5.7.4 Alarm Cutoff (ACO)

The ACO (Alarm Cutoff) security featureis used by the system to alert an operator to alarms
that clear themselves while the system is unattended. The ACO option settings are aco-on and
aco-off. If ACO is set to report or log alarms, any alarm set to report or log with amajor
modifier brings up an additional alarm message on the screen. You must manually clear this
message, which isthe ACO alarm message (depends on whether or not CPU is set for latch or
CUR). The ACO isused with the node port of the Interface card. It can a so trigger an external
alarm device, such asabell or lamp, that must also be manually cleared.

All ACO alarms must be cleared from the Interface card screen. ACO alarms can be cleared
automatically or manually.

5.75 Backplane Out of Service (BP_00YS)

The host CPU polls each card periodically for avariety of information and alarm status. The
card responds with amulti-field message to the host with such information as alarm condition
(either active or not and type of alarm), slot number, etc. Alarms are automatically set or
cleared based on the contents of these messagesreturned by each card. For the BP-OOSaarm,
the dot number reported from a card is corrupted for an OOS type alarm. The CPU reports
BP-OOS when it indexes outside the boundaries of a defined alarm.

Possible causes for this alarm type include:
1. Improper grounding of the system. Floating lines on the backplane can cause the
message between card and host to be corrupted, so proper grounding can have a positive

effect on removing this condition.

2. Improper seating of cards may cause an intermittent error where the CPU receives
incorrect data from the card.

3. Defective serial memory on acard or defective NVRAM on the Interface card can also
cause this condition to occur in the field.

4. In earlier software releases, if an operator erroneoudly attempted an OOS operation on
an empty slot, a BP-OOS alarm would be generated. Protection for this condition was
added in recent software releases to prevent this alarm from being reported under this
condition.

Once activated, this alarm can only be cleared as follows.

a) For causetype4 above, contact technical support to clear the alarm that does
not require step b) to be performed.

b) For al conditions other than type 4 above, the system must be zipped
(resetting all the possible alarm codes off).
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5.7.6

UNknomn | | 03-15-15 13:05
History Alarms: 11 Page 1 of 2

nooll
noolo

nooog

oooo?
oo
nooos

noood IF INTF-E nos raise: 2015-03-13 1&2:55:25

Fefresh | Clear | pglp | pgDln | Main

Alarm Handling

Thereport aarm function attempts to send alarm information to a remote printer, network
management system (NMS), or other device, in addition to recording the alarm in the Alarm
History log. These features use the built-in seria port and modem on the Interface card. You
will need to change the settings in the Ports screen on the Interface card to be either modem
or printer, and the printer (Prt) screen onthe CPU card to activate the alarm reporting functions
to aprinter or modem interface.

Alarms set to either log or report record occurrences automatically to the Alarm History
Screen. To view that screen, press“h” (History command) in the Alarm Screen. Figure 5-18
shows atypical Alarm History Screen, in which you can update the log with any new alarms
that occur. To do this, press“r” to select Refresh in the Alarm History Screen. Or, to delete
al entriesin thelog, press“c” to select Clear in the Alarm History Screen.

The alarm log may contain more than one screen (page) of data. To scroll through the log,
press“u” or “d” (pgUp or pgDn) to move up one page or down one page at atime. The latest
alarms appear at the beginning of thelog, whichison thefirst page of thealarm log.All alarms
(except those set to ignor €) appear in the Alarms field in the upper right corner of the screen,
regardless of their setting in the Alarm Filters screen. The display in the Alarmsfield is an
abbreviated version of the alarm name and slot number.

ma CaTHDEx ooa raise: 2015-03-15 13:03:22
clear: 2015-03-15 13:04:04
ma CATHDEM oos raise: Z015-03-13 13:01:33
clear: Z2015-03-18 13:01:50
ma CEPTHCEPT oos raize: 2015-03-18 13:00:20
clear: 2015-03-18 13:01:31
ma CEFT4+CEPFT ooa raise: 2015-03-15 12:55:40
clear: 2015-03-15 1Z:55:56
Wad-2  DExADE Lo: raise: 2015-03-15 12:58:39
clear: 2015-03-15 1l2:55:40
ca CPU XCON REZET A0 raise: 2015-03-18 12:58:38

clear: 2015-03-18 1Z:58:38
ca CPU XCON RESET 8 raise: Z015-03-18 12:538:29
clear: 2015-03-18 1Z:58::29

clear: 2015-03-15 1lZ:58::26

Figure 5-18.Typical Alarm History Screen
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5.8

5.9

5.10

5.11

5.12
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Time Slot Configuration Screen

From the System Main Screen, you can access a Configuration Screen by pressing “c”
(Config) that lets you automatically configure the system. This time-saving function assigns
DS0 time slots of the system’s T1 and E1 WAN lines to certain user voice and data cardsin
your system. Or, you can access a lower-level screen that lets you cross-connect DSO time
slots between two T1 or E1 lines connected to the system. Refer to these time slot
configuration operations later in this manual.

Deleting an Out of Service Card

When auser card isout of service the screen will display an OOS in the statusfield next to the
associated card installed. If you still want to remove this card press“d” (Del) to delete this
card from the System Main Screen. The system will display amessage, “OK to lose card
settings (y/n)?”", press“y” and the system will remove that card from the System Main Screen.

Accepting New Card Settings

When a user card is replaced with a different type of card the system will remove the current
card settings. The system will show “REJ” on the System Main Screen. Press“t” (accepT) in
the System Main Screen to accept the new settings.

Cross-Connecting (XCON)

From the System Main Screen, you can access a Cross-Connect Screen by pressing “x”
(Xcon) that lets you cross-connect WAN time slots between T1 and E1 links. Refer to the
Cross-Connecting WAN Time Slots Section 5.20 on page 54 of this chapter.

System Level Maintenance

You can also go from the System Main Screen to a Test and Debug Screen, by pressing “y”
(sY's) which allowsyou to perform system-level maintenance operations. You can back up the
system configuration onto an external computer after saving and subsequently editing it, and
(if necessary) you can restore that configuration to the system (refer to the backup and restore
section later in this chapter). You also can erase the system configuration and restart the
systemwith asingle“zip” command. Or, you can re-register your system configuration if you
change to a different chassis.

The system software also has a built-in debugging utility. However, this utility is only

available to factory software engineers. The system maintenance functions are described in
the “Testing and Debugging” section later in this chapter.
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5.12.1 Test, Debug, Backup & Restore

Advanced configuration and diagnostics are available through the use of the sY's (sY stem)
command from the System Main Screen. Pressing “y” brings up the Test and Debug screen
shown in Figure 5-19.

Test and Debug

Zip | Debug | Feg | Backup | rEstore | Main

Figure 5-19.System Test and Debug Screen

5.12.2 Zipping the System

Figure 5-20 shows atypical Zip Screen, which appears when you press “z” in the Test and
Debug Screen.

CAUTION!

The"Z" (Zip) command allows a user logged in under the Operator or higher password level to
reprogram the entire system. Because the optionsfor all cardsin the system will revert back to their

original factory settings, be sure to carefully consider the consequences of "zipping" your system
before doing so.

Test and Debug

Zip will reboot the syvstem. Ok to Zip (wen)?

Zip | Debug | Reg | Backup | rEstore | Main

Figure 5-20.Zip Screen
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5.12.3

5.12.4

5.12.5

v
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Debugging the System

The D (Debug) command isonly availableto factory personnel with apassword authorization
higher than " Superuser." It gives access to the system software coding.

Registering the System

The R (Registration) command allows a user with Operator or higher password authority to
change the system registration. The original registration is explained earlier in this chapter.
You must have thisinformation to properly re-register the system. Do not use thiscommand
during normal system operation.

Theregistration procedure consists of three steps. First, you must enter the vendor code. Then,
you must select the type of chassis used. Finally, confirmation of the proposed changesis
required (Y =yes, N = no).

Pre-TFTP Backup and Restore Preparation

To perform backup and restore uploads/downloads via the TFTP function, one of the
following three methods of connection to aL ocal AreaNetwork (LAN) network must first be
sel ected.

1. Thefirst and preferred option is through the Ethernet port on the CPU card.

2. Thefirst option requires that the system to which you will download be powered and
running through an active MCC server card that is connected to a LAN. The connection
must be made either in the box that will receive the downloaded or in aremote box routed
through thelocal CPU that is set asagateway using | P protocol. You must be able to ping
the MCC card and the local and remote CPU host |P addresses from the PC or server that
you intend to use asa TFTP server and vice versa. The DEF RTE on the MCC Ethernet
configuration screen must be set to static and must include the 1P address of the PC or
server from whichyou are downloading the firmware. You may need to changetherouting
table on your PC to include the MCC ethernet address as the gateway, or the local host
address as the gateway for the system receiving the file as the destination | P address.

3. The second option isto connect to the Integrated Access System interface card’s COM
(C1) port to which you will download the firmware using PPP or SLIP protocol at 19.2k
or 9.6k respectively. Again, you may need to change the routing table on your PC and/or
on the router or terminal server through which the PPP/SLIP connection runs.

Note: Your PC must have some sort of TFTP software installed and running when you are
downloading the binary files to the system. Consult the user guide accompanying the
software for details on configuring and using the software.
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5.12.6 TFTP Backup for 7.x.y

Foll
1.

2.

v

ow theinstructions listed below to perform a TFTP backup.

Log into the Integrated Access System using the Manager Password.
Press“Y” for System at the main menu.

At the Test and Debug screen press “B” for Backup.

The NV Ram Backup screen will appear. Using the arrow keys to navigate the cursor,
highlight the Protocol selection and press Enter.

. Select tftp using the arrow keys and press Enter.

Note: Newin CPU 7.x.yisthat wewill automatically write the active database to flash first.

6.

Press“ G” for Go - an NV image overwrite command confirmation appears (i.e.,Previous
NV image, cksum: Ox2DF05, date 09-8-96 05:58 overwrite (y/n)?). Enter “Y” for yes.

7. A series of four questions must be answered to complete the backup process. The

512.7 TF

guestions are as follows:

The system asksfor the desired number of mismatch retries. Enter an appropriate number
between 1-40, with 20 as default. Press Enter.

The system asksfor the desired number of Timeout Retries. Enter an appropriate number
between 1-10, with 4 as default. Press Enter.

Next, the system requires the I P address of the PC or TFTP server to which the backup
will be sent. Following entry of the IP address press the Return key to continue.

Finally, the system requires entry of the filename for the backup being performed.

Following entry of afilename the backup process begins. A TFTP backup complete
message appears when the process finishes.

TP Restorefor 7.x.y

Follow the instructions listed below to perform a TFTP restore.

1. Atthemain menu press“Y” for System.

2. Press“E” for Restore at the Test and Debug menu.

3. Usethe arrow keysto highlight the Protocol selection and press Enter.
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Select TFTP and press Enter.

You will receive an NV Ram image overwrite confirmation message. Press“Y” for yes.
Enter the desired number of Mismatch retries and press Enter.

Enter the desired number of Timeout Retries and press Enter.

Enter the IP address of the PC or TFTP server and press Enter.

Enter the filename for the backup you wish to restore and press Enter. Restoration begins.

10. Following completion of the restoration process, the system will prompt to restore data

with the image that was uploaded. Press“ YY" for yes.

11. The system asksto reboot. Press“Y” for yes. The system reboots and configuration

becomes active.

5.12.8 ASCII Backup Procedure

Follow the steps listed below to perform an ASCII backup.

=

. Log into the Integrated Access System.
Press“Y” for System at the main menu.
At the Test and Debug screen press “B” for Backup.

The NV Ram Backup screen appears. Using the arrow keys to navigate the cursor,
highlight the Protocol selection and press Enter.

Using the arrow keys highlight ‘ascii’ (ASCII isthe normal default selection) and press
Enter.

Prior to starting the backup and restore process you must set the terminal emulation
package to XMODEM 1K or XMODEM, otherwise the process will fail.

From the Terminal Emulation window select Capture Text File. The system will prompt
for the desired filename and path to store the backup file. Following entry of this
information press Enter.Thefilename must include.txt as an extension or the backup will
not function properly.

FromtheNV Ram Backup screen press” G” for Go. Thelntegrated Access System begins
transferring the configuration to atext file. Upon completion, the system prompts you to
enter “m”. You must first select Capture Text from the Terminal Emulation Menu and
select Stop. You may then proceed with pressing “m”.
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5129 A

SCIl| Restore Procedure

Follow the steps listed below to perform an ASCI| restore.

1

2.

. From the main menu press“Y” for System.

Press“E” for Restore.

Select “ascii” from the Protocol selection using the arrow keys to navigate. Press Enter.
Press“G” for Go.

From the Terminal Emulation Screen Menu select Send Text File. The system prompts
for the filename and path. Following entry of appropriate information, the restore process
begins. If a process completed message appears immediately following the start of the
process, an error has occurred. If this happens, check to ensure that the file being sent to
the system includes aTXT extension.

Upon completion of restoration, the system promptsyou to press ESC twice. The system
then reboots itself.

Following reboot, press“Y” for Yes when prompted. The system configuration
information should be restored.

5.12.10 XM ODEM 128k and XMODEM 1k Backup

Follow the stepslisted below to perform an XMODEM 128k or XMODEM 1k backup. (Note
that XMODEM 128k is slower than XMODEM 1k.)

1. Loginto the Integrated Access System on which the backup is to be performed.

2. Press“Y” for System at the main menu.

3. When the Test and Debug screen appears, press “B” for Backup.

4. The NV Ram Backup screen next appears. Using the arrow keys to navigate the cursor,

highlight the Protocol selection and press Enter.

5. Select xmodem using the arrow keys and press Enter.

v

Note:

Reference Gui

New in CPU 7.x.y isthat we will automatically write the active databaseto flash first.
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Press“G” for Go. An NV Ram image overwrite command confirmation appears (i.e.,
Previous NV image, cksum: ox2DF05, date 09-08-96 05:58 overwrite (y/n)?) Enter “Y”
for yes.

Prior to starting the backup or restore process, ensure that the PC emulation packageis set
to the XMOD128 or XMOD 1K type format, otherwise an error will occur during the
process. XMODEM backup is now ready to proceed.

Select xmod 128 or xmaod 1k by highlighting Protocol using the arrow keys. Press Enter
when the XMODEM protocol to be used is highlighted.

To begin backup, press“G” for Go and press Enter.

10. From the terminal screen select “ Receive File” from the appropriate file menu. The

system prompts for a backup storage directory and filename. Following entry of the
appropriate information, backup begins. With most terminal emulation software (i.e.,
Hyperterminal, ProCom, or Smartcom) a status window will appear during the backup
process.

11. A system backup completion message appears and the system then prompts you to press

Enter to continue. The backup is now complete.

5.12.11 XMODEM 128k and XMODEM 1k Restore

5-36

Follow the steps listed below to perform an XMODEM 128k or XMODEM 1k restore. (Note
that XMODEM 128k is slower than XMODEM 1k.)

=

. Log into the Integrated Access System to be restored.

To restore a previous backup access the main menu. Press “Y” for System.
Press“E” for Restore at the Test and Debug screen.

At the NV Ram Restore menu select Protocol and press Enter.

Select the proper XMODEM transfer method and press Enter.

Press“G” for Go to begin restore. The system will prompt whether or not to overwritethe
current NV Ram image. Select “Y” for Yes and press Enter.

From the terminal emulation window select “ Send File” . Enter the correct location and
filename of the backup to be restored and press Enter. Restoration should begin and a
progress monitor screen will appear.

Upon completion of the restoration, the system prompts whether or not to restore the NV
Ram image, select “Y” for Yes.

The system prompts whether or not to reboot. Select “Y” for Yes.
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5.13

5.14

5.15

10. Following system reboot, login as usua and proceed as appropriate.

Taking a Card Out of Service

The user can “O0S’ (Out Of Service) acard for various reasons by pressing “O” (O0S)
from the System Main Screen. Some reasonsthat the card isin OOS state may be that the card
isn’t working properly, the system needs awarm boot or troubleshooting acard. A card that is
working properly cannot be set to Out of Service (OOS) without first removing the card.

CPU Switching

The 7.x host release provides CPU redundancy switching by pressing “W” (cpusWtch) from
the System Main Screen. The CPU redundancy switching isfromaCPU inslot Cltoa
redundant CPU in slot C2. When this processtakes place the CPU in ot C2 isnow active and
the CPU in dot C1 is redundant. Refer to the CPU Card Redundancy section later in this
manual .

Time Slot Assignment

This section provides instructions for assigning DS0 time dots to the voice and data cards of
the Integrated Access System. It al so provides time slot cross-connection and broadcast setup
instructions.

The Integrated Access System maximizes the use of incoming and outgoing T1 and/or E1
lines. You can do this by assigning specific channels, or DO time dots, to voice and data cards
in the system. You also can cross-connect time slots between T1 and/or E1 WAN ports of the
system.

The CPU Card allows you to connect one DS0 time g ot to another. Throughout this chapter,
these connections are called "pass-through" circuits because they link atime slot fromone T1
or E1 lineto another through the system. You can therefore have up to eight separate T1 or E1
links on four WAN cards, in any cross-connect combination.

The following sections of this chapter describe several ways for you to administer your
networks and correctly allocate transmission bandwidth to meet your needs. The next section
deal swith assigning time dotsto the user voice and data card. The second section describes a
time-saving tool known as the Configuration option, which automatically assigns sequential
WAN time slots to the ports of user voice cards.

The third section deals with cross-connecting WAN time slots to other WAN time slots. The
fourth section addresses a special application that supports the ability to broadcast a data
signa over multiple WAN aggregates.
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5.15.1

5.15.1.1

5.16

5.16.1
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The fifth section describes signaling status, signaling, and companding conversion. The last
section shows you how to view the time slot map after making your assignments and
Cross-connections.

This chapter defines "assigning time slots" as the process of connecting user card portsto
WAN ports and time slots, and it defines "cross-connecting time slots” as the process of
connecting WAN time slots to other WAN time dotsin the system.

M odes of Operation

In the 7.x system, the only mode available is XCON.

XCON Mode (XCON)

The XCON mode alows the user to cross-connect DSO0s to user voice or data cards or to
cross-connect any DS0 on any WAN card to any DS0 on any other WAN card in the system.
The“Mode” setting on aWAN in a XCON system will only indicate the XCON option.

Assigning Time Slots

You must use atime slot map to specify the connections between all incoming and outgoing

lines connected to the system. The time slot map letsyou split up your T1 and E1 bandwidths
into portions required for normal voice and data communications. It contains the connections
for all cardsin your system.

Assigning a Time Slot to a User Card Port

You can define atime slot map from any user card (data or voice) for connections involving
that card, or fromaWAN card for cross-connectionsinvolving only WAN cards. For example,
Figure 5-21 showsthe E&M Card Main Screen for the time dot assignments. Assign time
slotsto avoice card asfollows:

1. From the System Main Screen, select the desired voice card and press <Enter>. That
card’s Main Screen appears.

2. Select the WAN port from which you want to assign time slots to the E&M card. In
Figure 5-21, thisis W2-1 (for WAN 2, port 1) for ports5, 6, 7 and 8.

3. Select atime dlot (TS) for the first card port. A number appears at the bottom of the
screen for the corresponding time slot on the WAN port.

4, Set thetime slot number by using the up and down arrow keysto highlight it, then press
the <Enter> key.
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5. Change the STATE of the port from stdby to actv.
6. Repeat steps 2 through 5 for the remaining card ports, to assign time slots to them.

7. Press“s’ to save your settings, using the Save command in the Card Main Screen.

Ko | T4 EzM 4WxSEER Few F2-0 Ser 02986 | 09-02-15 l6: 26
1 2 3 4 ) & 7 g
STATE acty  stdby stdby  acty  actwy  actw actw
AN SRV ZP001  Z2P0O0Z none none wZ-1 wZ-1 wi-1 wa-1
] nisa nisa nsa nsa 1a 19 z0 zl
MODE esll e&ll e&lL e&ll e&ll e&ll &l &l
Fz TYPE ni/a nsa nsa nsa nsa n/a n/a ni/a
TLP 0.0 0.0 o.o n.o 0.0 0.0 0.0 n.o
TLP 0.0 0.0 0.0 n.o 0.0 0.0 0.0 0.o
CODING u-law u-law nfa nsa u-law u-law u-law u-law
C CEh idle idle idle idle idle idle idle idle
LE off off off off off off off off
PATTEN none naone none none none none none none
ERID nisa nisa nsa nsa nsa n/a nsa nisa
SIG CONY ni/a nsa nsa nsa off off off off
LTE Gk G4k G4k ok ok 4K G 4E 54K
SERVER nta nfa n/sa nsa nsa n/a n/a nta
SJave | Undo | Refresh | Copy | Test | Name | Main

Figure5-21.Typical E&M Card Time Slot Assignments

5.16.2 Assigning Multiple Time Slotsto a Port

Figure 5-22 shows the HSU Card Main Screen for the time dot assignment example. Assign

time dots to this card as follows;

1. From the Main Screen, select the desired HSU card and press <Enter>.

2. Select the WAN port to which you want to assign the HSU port. In Figure 5-22, this
port isW4-1 (for WAN 4, port 1) for ports 1 and 3, and W4-2 (for WAN 4, port 2) for
ports 2 and 4.

3. Select the TStable. All time slots of the selected WAN port appear at the bottom of the
screen. Theseare 1to 24 for aT1 port, or 1 to 31 for an E1 port.
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4. Place an “X” under each desired time slot by using the space bar to either select or
de-select atime slot. Use the right arrow key to move to the next time dot (TS) for
selection. Then, press<Enter>. In Figure5-22 (for T1), the HSU port isassigned fivetime
dlots (20 to 24). In Figure 5-23 (for E1), the HSU port is assigned five time dots (12 to

17).

5. Change the STATE of the port from stdby to actv.

6. Press“s’ to save your settings.

Note: In EL, time slots 0 and 16 are reserved.

Unknown | T7 HIU-¥35ix2 Rev | 09-02-15 16:33
ersion #:1.6
1 z
STATE acty acty
AN SSRW wl-2 wl-2
MODE dce dce
5 table
FATE odk odk
CLOCE int int
CLOCE PLETY norm norm
DATL PLRTY norm norm
CTS perm perm
CT5 DELAY ] ]
LOCAL LE off off
LE EN MODE dds dd=
LE GEN off off
LE DET w/to wito
I5DN CONN no no
1111111111232 2%22%22:2
1l 234568678901 234586783001234
L A A 4
Jave | Undo | Fefresh | Copy | Test | Dial | Perf | Names | Main

Figure 5-22.Typical 2-Port HSU Card Time Slot Assignmentsfor T1
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Unknowhn | T1 HIU-53530x4d Few 30-0 Ser 05672 | 09-02-15 1l&6::29
ersion #:2.1
1 2 3 4
STATE acty acty acty acty
AT S3RW wad-1 -2 wd-1 wd-2
MODE dce dce dce dce
5 table table table
FATE odk odk odk 64k
CLOCK int int int int
CLOCKE PLRETY NOorm NoEm norm norm
DATL PLRTY NOorm NoEm norm norm
CTa Perm perm peErm perm
CT3 DELAY 0 ] ] 0
LOCAL LE off off off off
LE EN MODE dds dds dds dds
LE GEN off off off off
LE DET wSto wSto wito wito
I5DN COMN no no no no
1111111111lz22222222233
01l1z3456867890123456789012345678901
F ¥E M X3
SJave | Undo | Refresh | Copy | Test | Dial | Perf | Nameszs | Main

Figure 5-23.Typical 4-Port HSU Card Time Slot Assignmentsfor E1
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5.16.3 Cross-Connect M odel

The Cross-connect model allows you to accesstwo T1/E1 links for each of four WAN cards,
for atotal of eight TI/EL links. All WAN card connections to other WAN cards are
accomplished through the cross-connect option on the System Main Screen, and must be
individually specified. User cards on systems equipped with a CPU XCON card are assigned

to WAN time slots.

5.17 Circuit Names

A cross-connect circuit in the IMACSisformed when assigning one resource to another using

one or more time timedl ots. Resources are User, Server and WAN ports.

When aresourceisformed when assigning auser or server port to aWAN, acircuit isformed
and given aname according to the type of circuit and type of resources assigned Table 5-8lists

5-42

the default circuit name assignments.

Table 5-8. Circuit Names

user Gircuit user card (FXS, SRU etc. to WAN, and FXS/FXO to
- ADPCM)
dsm_circuit user card (DSM) to WAN
nx64_circuit Nx64 port of CPU card to WAN
atmu_circuit user card (FXSetc.) to ATM.
dhcan_circuit ISDN/PRI server D-channel
dbri_circuit BRI user card, D-channel to WAN
dbriiw_circuit BRI user card, D-channel to ISDN/PRI circuit
ubri_circuit BRI user card, B-channel to ISDN/PRI circuit or WAN
adpcm_user user card (SRU to ADPCM)
mcc_network MCC server card port to WAN
frs_network FRS server card port to WAN
atm_network ATM server card port to WAN
adpcm_network ADPCM server card port WAN to WAN
fru_circuit User (HSU) to FRS server pipe.
p_server IPR server to FRS server internal pipe
user_circuit default user card designator
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Note:

Not all circuitsformed in the IMACS system have a direct relationship with a slot and
unit. These types of circuits are not maintained by the CNA. Circuits made manually
fromthe Cross Connect screen are not be affected by other resources. Examplesof this
type of circuit are WAN-to-WAN, broadcast, and Tads circuits.

5.17.1 Display and Change Circuit Names

Circuits can be displayed on the Cross Connect screen by pressing the "x" key from the main
screen as shown below.

HET_ 40350

H3T_Overiubscr wd-1 12*a4 off wd-2 12%*64 off moosE  nda
wd-1 n4*ad off wd-Z 04%54 off woos  nifa
ridg circuit pZ-001 01*a4 off wZ-1 01%6d off nsa no
dElete | pglUp | pgbn | View all | Tads | amt Options | Main

&dd | uPdate |

CPU XCON

Rev 40-0 Ser 00111 | 09-03-13 13:5]

T T3/BW TEST W/ TE/EW TEST TYPE TC CHV

wi-2 nl+*64 off wl-1 01*%&4 off
wZ-1 nz*64d off wz-2 02%64 off

mwoos nfa
mwoos nfa

I T T = Ay =

Figure 5-24.Cross Connect Screen

Circuits are then selected by moving the arrow keys up and down. Only network type circuits
are shown on the first Cross Connect screen.

To display alist of all cross connectsin the IMACS system from the Cross Connect screen,
select "View All". Below isasample of this screen.
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Hode 173
pags: 1 of 2
CIRCUIT ID

u=zer_circuit
u=er_circuit
us=er_cilrcult
u=er_circuit
u=er_cilrcult
u=zer_circuit
u=er_circuit
us=er_cilrcult
u=er_circuit
adpcmn_user

adpcn_u=er

B

-t uPdate

W]

1T

u=er_cilrcult ub—01

u?7-01
u?-02
u?-03
u?-04
ui-01
ui-0z2
ul-10
u2-01
u2-02
u2-07%
u2-08

dEl=

CPU HCOH

TS.-BW
23=64
1264
12#=64
12=64
1264
12=64
1264
01=64
0154
0164
01l=64
01=64

te

Fev AZ2-I
TEST W~
of £ wl-2
of f wi-1
of £ wi-2
of £ wi-1
of £ wi-2
of £ wa—1
of f wi-2
of £ wl-2
of £ w2-1
of £ wi-2
n-a wd-2
n-a wi-2
= L1} =] gDn

DT

TS~BW
23=0d
1264
12%64
1264
12%64
12=64
12%64
0164
0164
0164
O0l=cd
0164

nnl9z

TEST
of £
of f
of £
of £
of £
of £
of f
of £
of £
of £
n-a
n-a

09-03-13 12:28
TC CHY
n-a n-a
n-a n-a
n-a n-a
n-a n-a
n-a n-a
n-a n-a
n-a n-a
n-a n-a
u=ser no
u=er no
usser no
u=sr no

Figure 5-25.Cross Connect Screen -View All

Renaming Circuits

For the renaming feature, it does not matter which side of the circuit is selected, only theline
at which the original circuit is printed matters.

After hitting the 'n' key on the ViewAll screen, circuits can be renamed by hitting 'Enter' as
shown in the following figure.

Hode 13

HS _owverSubscr
H5U_4D50
bridg_circuit

HEU owerSubscr

HSU Owerdll

T Rt ]

-1
wi-2
wi-1
wi-1
wi-1
p2-001

wd—1

CP HCOH  Rew AZ2-0
TS~BW TEST W-T
N1x64 off wl-1
N2*x64 off w2-2
12=64 off wi—2
Ndxgd off wi-2
N1*64 off w2-1
12=64 off wi-2

==y

TS~BYW
0164
0264
12=64
0464
01564

1264

no19z

TEST
of £
of £
of £
of £
of £

of £

TYPE

4 A A A

N09-03-13 13:35

TC
noo=
moos
noos
mnoos
n-a

moo=

CHV
n-a
n-a
n-a
n-a
no

n-a

Figure 5-26.Cross Connect Circuit (Rename)
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Hitting "S" to save the circuit name changes the name of the circuit as shown in the below
figure:

Node 13 CPU XCON e B2-0  3Fer 001892 09-03-13 15:56

TS /B TEST TYFE
Wi-2 0l1*64 off wl-1 0l*6d off d moos nfa

wa-1 NZz*a4d off wi-Z2 02%64 off d noos nsa
H3T Overdll wd-1 12*a4d off wd-2  12%64 off d noos nsa
HATT_4Da0 -1 04*564 off wd-2 04%54 off d mwoos  nfa
bridg _circuit pa-001 01%64 off w2-1 0l*64d off W n/a no

&dd | uPdate dElete | pglUp | pgbn | View all | Tads | ant Options | Main

Figure 5-27.Cross Connect Rename Circuit (Saving)

Wan Circuits

Similar to other circuits, WAN circuits can be renamed from the WAN Cross Connect screen.
The WAN Cross Connect screen lists circuits relative to the selected WAN. The figure below
shows the three circuits available on WAN W1.

unknowmn " E Ber 12345 | 08-11-2004 1Z:082

Lir]

HCON TS CIRBCIIT ID T3 HCON T3 CIRCUIT ID
L-00 fr=s network 13
ut-¢ D-01 user circuit 14
uf-01 L-0ZF user circuit 1k
le
17
18
13
20
£1
22

W - ke WM A

]
o
ra

)

1z

Refresh | st | Main | reMName

24

Figure 5-28.WAN Cross Connect Screen
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Selecting the second circuit and hitting "enter” to rename, renamesthe circuit as shown below.

unknowmn 3= i E Ser 12345 | 08-11-Z004 1Z2:0%8

5 HCOWN T= CIRCUIT ID TS HCOM TS CIRCUOIT ID
p3-c3 L-00 fr=s networkt 13
nut-4 L-01 nser circuit 14
uf-01 L-0ZF user circuit 1E

s BT B TR A el |
[
]

o
]
[

nser circuit pI-c3  01*%&4 off wl-1 0l*&4 off d n/a nifa

MHEUCircuit 01

Figure 5-29.WAN Cross Connect Screen (Rename)

After the renaming operation, the renamed circuit appearsin the WAN Cross Connect screen
as shown below:

urnknown 2 ERADEH Pew E3-0 Ser 12345 | 05-11-z004 1z:08

m

¥CON TS CIRCUIT ID Ts HCOWN TS CIRCUIT_ID
. L-00 fr=z network 13
ut-4 D-01 HETCircouit_0OL 14
uf-01 D-0Z user_ circuit 15
18
17
1=
19
za
z1l
10 ZZ
11 z3
1z Z4d

LSS I VR [ S VI L |

o

Befresh | est. | Main | reName

Figure 5-30.Cross Connect Screen (Rename Displayed)
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Circuit Names

5.17.2 Backup and Restore Circuit Name Table

The circuit name table can be backed up and restored viaNBR, adding additional flexibility
for managing circuit names.

v

Note: If adifferent version host CPU is used after circuit names have been renamed, the
changed circuit names are maintained until a resource is changed, at which time the
circuit name is restored to default. The names table will only hold names changed
fromthecircuit'soriginal name. If no circuits are changed, the circuit name table will
remain empty and the names originally assigned to the circuit upon activation will be

used.

When TFTPisused or NVRAM is backed up to FLASH, entire NVRAM is saved, including
the circuit name table. When ascii is selected, the circuit name table as X con Names has been

added to the selection list as shown in the figure below.

Note: A customer desiring to backup the contents of the IMACS onto an off-site node should

always backup the current configuration to flash first! Thiswill update the
information that will be sent during the backup procedure.

C1
Cz backup
Pl backup
Pz backup
] backup
P4 backup
L backup
e backup
U] backup
LUEY backup
IF backup
LiNR backup
Uz backup
] backup
T4 backup
UL backup
& backup
7 backup
s backup

Instlal Table
Cross Connect
Alarm Filters
Llarm History
Hoon Mames

PROTOCAOL

backup
backup
backup
backup
backup

ascii

Reference Guide

Figure 5-31.NVRAM Backup Screen
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When NVRAM isrestored viaTFTP or from FLASH, theentireimageistransferred including
the circuit name table. The circuit name table shown as X con Names has been added to the
selections to allow ascii restore as shown in the figure bel ow.

cl Instlal Takhle restore
Cz restore Cross Conhect restore
Pl restore Alarm Filters restore
Pz restare

] restore Hoon MNames restore
P4 restaore

L restore PROTOCOL ascii
e restore

2 restare

T restore

IF restore

LUNE restore

Tz restore

ik restore

T4 restore

UL restore

& restore

7 restaore

s restore

5.17.3

5.18

5-48

Figure5-32.NVRAM Restore Screen

Upon restoring the Xcon Names table, changed circuit names will be restored into NVRAM
for recognition whenever the resource using it is next changed.

To change a circuit name permanently using NBR, change the circuit namein both the Xcon
Names and the X con Names sel ections. Changing the namesin the X con table alonewill only
preserve the name until next time the resource holding it is changed.

SNMP

Circuit names can also be configured using SNMP. Thecircuit namefield inthe Xcon ViewAll
table supports SNMP Set commands.

DS0 Naming

This feature is designed to allow the user to assigh a name to DSO connections. Starting in
CPU 7.1.2, we now alow for the user to assign a name to a DS0 termination on the IMACS.
We support this naming for FXS, E&M, SRU, OHSU, Bridge and HSU terminations. The
method that we use for thisis similar to al the supported cards, so for simplicity we will use
the E& M card as asample. Figure 5-33 below showsthe E& M standard provisioning screen.
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Hode 121 T3 EiM 4W=8ER Fev XC-0 Ser Q00022 10-30-12 17 52 I
2 3 4 5 f 7 a

STATE ztdby =tdby s=tdby =tdby =tdby s=tdby =tdby

WAN--SEV none none none none none none hone

TS na nsa n-a n<a nsa n-a n<a

HODE S0 S S S0 Eh:m S S0

RZ TYFPE nsa nsa nsa nsa nsa nsa na

kEz TLF n.o n.o n.o n.o n.o n.o n.o

Tz TLF n.o n.o n.o n.o n.o n.o n.o

CODIHG na nsa n-a n-a n-oa n-a nea

TC CGA idle idle idle idle idle idle idle

LE of £ of £ of £ of £ of £ of £ of £

FATTEH none none none none none none hone

HYERID n<a nsa n<a n<a nsa n<a n<a

SIG COHV noa nsa n-sa noa n-sa n-sa neoa

RATE B4k B4k B4k B4k B4k B4k B4k

ADPCH n<a nsa n<a n<a nsa n<a n<a

Save Tndo Fefresh Copw Te=zt Hame Hain

Figure5-33.E& M Provisioning screen

A new option has been added at the bottom of the screen, "Name". Hitting N for name takes
the user to the screen shown below in Figure 5-34.

Hode 121

Fort Hame

page: 1 of 1

Eil 4W=EER lew LC—0 Ser 00022 10-30-12 17:GE]|

KC Hans MENU

Hain

Figure 5-34.Name screen

From this screen, the user can name any of the eight DS0's with up to a fourteen character
name. Special characters, numbers, lowercase and upper case charactersare allowed. Thereis
no checking, so the name can be used more then once on this card, or on any other card in the

shelf.
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5.19 Automatic Time Slot Assignment

You can automatically assign time slots to voice (E& M, FXS, etc.) cards by using the
Configuration command in the System Main Screen. Figure 5-35 shows typical time slot
assignments from four E& M cardsto an E1 WAN port. The Configuration option
automatically assigns the eight ports of E& M card 1 to time dots 1 through 8, seven ports of
E&M card 2 to time slots 9 through 15, and all eight ports of E& M card 3 to time slots 17
through 24. Time Slots 25 through 31 are similarly assigned to E& M card 4, ports 1 through
7. Time Slot 16 is not assigned to any E& M card ports because it is reserved for
channel-associated signaling (CAS) or common channel signaling (CCS) transmission on an
Elline.

For aT1 WAN port, the configuration command would assign time slots 1 through 8 to the
eight portsof thefirst E& M card. Time Slots9 through 16 would similarly goto the eight ports
of asecond E&M card, and time slots 17 through 24 would go to athird E&M card.

WAN1-1=E1

1 1 — 1

2 2 1 2
3 | E&M | 3 | EBM —_ 3 |E&M
TS#18 £ Card 2 Card o Card
6 #1 6 #w L1 6 #3

7 7 — 7

8 8 .

TS#9-15 o ;
TSH25:31 ] g Card
L1 6 #

7

L1 8

Figure 5-35.Automatic Time Slot Assignment Example

To use the Configuration command, first proceed as follows:

1. Make sureal voice cards you intend to configure are of the same type.

2. Place the cursor on the first user card slot that will have a card. In Figure 5-36, slots U5
through U8 will be assigned to 30 time slots on the E1 WAN port. Note, for aT1 WAN
there must be three consecutive empty dots for the automatic configuration to execute.
For E1 (CEPT), there must be four consecutive empty dlots.

3. Press“c” to begin the configuration process.
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4. Select the type of voice card from the types listed above the bottom line of the screen, as
shown in Figure 5-36. In that screen, fxs-6 is chosen as the card type (FXS, 600 ohms).

unkhnow | | 03-15-15 D?:Ell
alot Installed 3tatus 3lot Installed IJtatus
Cl IF INTF-R
Ca CPU XCON asss Il HAU-3660x2 =

Fl Iz

Pz ME 0 - o3 OH3T4 3=33s

P3 4 [

1 CEFTHCEPT a3 5

2 ]3]

3 o7

4 DSxADGE 33 s

Fl P31 BRI BRINGEE

Fz

esm—6 eLMEeY fx=-9 fxo-9 fxo-6 fxaco fxace fxoco fxoce

Alarmz | Config | Del | accepT | ®xcon | 3¥s | Logout | sEr | Oos | cpusWtch I

Figure 5-36.Typical Card Slot and Type Selection

5. Select the WAN port to which you want to assign the voice cards (W1-1 or W1-2), as
shown in Figure 5-37. We are choosing wl-2 to assign the cards automatically.

——— [ | 03-18-1% D?:EEI
Slot Installed htatus alot In=stalled Status
Cl IF INTF-R
Ca CPU xCON asss Ul HAU-366x2 as
Fl Uz
Pz PHE - LU 0H5U4 35355
P3 U4

1 CEPTHCEFT = U5

Z &

3 7

4 DAXHD S as s
Fl Pal RI RINGEER
Fa

1-1

Alarms | Config | Del | accepT | Xcon | 3¥s | Logout | sEr | Oosz | cpusWtch I

Figure 5-37.Typical WAN Card Selection
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6. The system automatically builds the necessary time slot structure. Since the user dotsare
vacant, the system will register Out Of Service (O0S) alarms for each of the four cards,
as shown in Figure 5-38.

unknown | 03-18-15 07:35

Installed 3tatus Installed IJtatus

INTF-E
Cz CPU XCON asss 7l HiU-366x2 33

Pz PFIE 0 - I3 OHETT4 3333

T4 oos
1 CEPT+CEFT g3 I5 Fx5 ZWx8-6 003
Z T4 Fx5 ZW«8-6 003
3 [ Fxs EWx8-6 003
4 DExADEx =k I3
P31 RI RINGER

Alarms ¥oon | 8¥s | Logout | sEr | Oos2 | cpusWtch

| Config | Del | accepT |

Figure 5-38.Typical System Main Screen with Alarms

7. Insert the four voice cards into the chassis, to clear the OOS aarms.

Figure 5-39 shows the WAN Cross-Connect Screen with the correctly assigned time slots.
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In Figure 5-39, the XCON column shows the user card slot and card port to which each time
dot of the Ellineisassigned. Time Slot 16 isreserved for signaling (CAS), and timeslot Ois
used for signal frame alignment.

Few A0-0 Zer 00000

| Tl

Unknown CEPT+CEPT

3 XCON TS CIRCUIT_ID T3 XKCON T3 CIRCUIT_ID u7
0 frame align 6dk lé cas 6dk T&
1 uzer circuit 17 ue-1 A-17 user_circuit T4
2 ud-Z 4A-02 uger_circuit 13 we-2 &-18 user_circuit T4
3 ud-3 4-03 uger_circuit 13 we-3 &-19 user_circuit
4 nud-4 i-04 user_circuit £0 wue-4 &-20 user_circuit
3 ud-5 A-05 U3er_circuit 2l we-5 &-21 user_circuit
g6 ud-a A-06 U3er_circuit 22 wue-6 &-2Z user_circuit
7T oud-T  A-07 uZer_circuit 23 wue-7 A-23 user_circuit
g ud-§ A-03 user_circuit 24 us-§ A-24 user_circuit
9 ui-1 A4-09% user_circuit 25 u7-1 A-25 user_circuit
10 ubS-2 A-10 user_circuit 26 uv-2 A-Z6  user_circuit
11 us-3 &-11 uger_circuit 27 ul-3 &-27 user_rcircuit
12 us-4 &-12 uger_circuit 23 u7-4 &-23 user_circuit
13 us-5 &-13 u3er_circuit £9 u7-5 &-23  user_circuit
14 wu5-6 4&-14 user_circuit 30 w7-6 &-30 user_circuit
1l wui-7 4-15 uZer_circuit 31 wam-7 &-31 user_circuit

Test relName

| | Main |

Figure 5-39.Typical WAN Time Slot Assignment Screen
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5.20 Cross-Connecting WAN Time Slots

After assigning the user cardsto DS0 time slots, you can also assign the remaining WAN time
slots for pass-through cross-connections between T1 and E1 links.

You can cross-connect WAN time dots from the System Main Screen. To perform
Cross-connections, press “x” in that screen to invoke the Xcon command. The CPU
Cross-Connect Screen in Figure 5-40 appears. In the cross-connect screen, type “a” to add a
cross-connect circuit. The Add command provides the fields used to program all of the
"pass-through” circuitsin the network (See Figure 5-41). Table 5-9 liststhe circuit parameters
and their options and default settings.

Rew HZ2-0 Ser 01770 | 053-158-15 07:39

re

CPU XCON

unkrnown

T3/BW TEST TYFE TC CHV

e T3/BW TEST W/

| pgbn | Wiew all | Tads | amt Options | Main

Ldd | uPdate |

dElete | pglp

Figure 5-40.Typical CPU Cross-Connect Screen

CZ Ser 01770 | 03-18-15 07:40

CPIT XCON Rey Hi-0

ko
age: 1 of 1

CIRCTIT ID s/ T3/BW TEST W/U  TA/BEW TERT TYPE TC CHV

wl-1 o0*ed off wl-1 00*5d off d woos  nfa

rew Ccilrcult

Figure 5-41.Add a Cross-Connect Circuit Screen
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Cross-Connecting WAN Time Slots

Table 5-9. Time Slot Cross-Connection Options and Defaults

Parameter User Options Default
CIRCUIT ID Any combination of letters or numbers up to 14 characters, including [************x%
spaces
W/U wl-l wil-2 w21 w22 w31l w32 wil wih2 wi-1
TS'BW table 00
TEST off al0 dll moos 1.1 1.7 Ipbk 300Hz 1KHz off
3KHz
W/U wl-l wil-2 w21 w22 w31l w32 wil wih2 wi-1
TS'BW table 00
TEST off al0 dll moos 1.1 1.7 Ipbk 300Hz 1KHz off
3KHz
TYPE v Vv&s d d
TC
v n/a no
V&S e&m fxd fxsg fxsd plar dpo fxol fxog fxod dpt [e&m
user* (this selection will require a user-defined bit pattern) mrd
d n/a n/a
CNV
PCM none A-mu mu-A none
CONV
SIG none ANSI-CCITT CCITT-ANSI ABCD-ABAB none
CONV ABCD-ABO1
CIRCUIT ID

A circuit isdefined as agroup of one or more DSO time slots cross-connected from one WAN
link to another. Each circuit can carry either voice or data traffic, and needs its own name to
facilitate cross-connect management within the system. The Circuit ID field allows you to
nameindividual pass-through circuits. The factory-default ID is"new circuit.” However, you
can change the ID to show any relevant title for the pass-through connection, athough each
circuit ID must be unique. This D can contain up to 14 numbers, |etters (uppercase and
lowercase), and spaces, in any combination. Figure 5-42 shows an example of a new circuit,
which is named SFO1-NY O1.

Reference Guide
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WARNING!

When cross-connecting multiple independent data DSO time slots (sequentially grouped time
dotsshould work) for data. Super-rate [data type cross-connect] ismultiple DSOs sequentially
assigned between WAN aggregatesin a cross-connect system. DO NOT attempt to savetime
by cross-connecting independent data time slots as one super-rate circuit (could cause data
errors.) Thislimitation does not apply to voice time slots.

Unknown | Ca CPU XCON Fewv H2-0  3er 01770

| 03-15-15 07:43
age: 1 of 1

s T3/BW TEST W/sO  Ta/BW TEST TYPE TC CHV

new circuit wl-1 00*ed off wl-1 00%Gd off d noos hra

SF01-NY¥0l

Figure 5-42.New Circuit Selection and I D Assignment

W/U

The first WAN Unit (W/U) column isthe T1/E1 link in which the pass-through connection
begins (since these circuits are bi-directional, the concept of beginning or ending is used for
illustrative purposes only). The options are all WAN cards and ports, and the identification
uses the same convention (wl-1, wl-2, etc.) seen earlier. If aWAN card is not present in the
W/U selected, an error message is generated.
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The examplein Figure 5-43 showsw1-1 (WAN 1, port 1) as the selected WAN card and port.

unknoun | CZ2 CPIO XCON Bev HZ-0 Ser 01770 | 03-15-15 07:47
age: 1 of 1

CIRCUIT ID W/ TE/BW TEST W/ TS/EW TEST TYPE TC  CHV

SFO1-NY01 00%64 off wl-1 00%64 off d woos  n/a !

wrl-1 wl-2 wa-1 wa-2 wi-1 wi-2 wd-1 wd-2

Save

Figure 5-43.WAN Unit Options

TSBW

Thefirst Time Slot/Bandwidth column shows the different time slots of wl-1 that will be
assigned to this pass-through connection. Figure 5-44 shows the selection of time slots 8 to
time slot 12 of wl-1 assigned to the start of the connection. Any number of time slots from 1
to 24 isalowed for T1 transmission. Or, time slots 1 to 15 and 17 to 31 are allowed for E1
operations. The bandwidth is automatically assigned.
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Make your selection by using the space bar and arrow keys. The arrow key moves from dot
to dot, and the space bar toggles between selecting and deselecting atime slot.

Unknown CPIT XCON Few H2-0 3er 01770

| 03-18-15 07:48

age: 1 of 1

CIECUIT ID s T3/BW TE3T WsU  Ta/BW TEST TYPE TC CHYV

AF01-NY01 wl-1 ns/a

n1l1zs345673829
F

Figure 5-44.Time Sot and Bandwidth Options

TEST

Thefirst Test column allows you to select the test pattern to be applied to thiscircuit in the
direction of thefirst WAN link specified. Figure 5-44 showsthe options, which you can select
by highlighting the choice and pressing <Enter>. The choices are off (no testing); all 0 (all
zeros); all 1 (all ones); m_oos (Multiplexer Out Of Sync); 1:1 ("one-to-one" pattern, where a
lisfollowed by azero); 1:7 ("one-to-seven" pattern, where a1 isfollowed by seven zeros);
Ipbk (loopback); 300 Hz (steady 300 Hz tone); 1K Hz (steady 1 kHz tone); and 3K Hz (steady
3 kHz tone).

When the circuit is saved, the system will send the selected pattern toward the first end of the
circuit on each time dot, to facilitate testing. When circuit testing is finished, reset the Test
field to the "off" position. The Ipbk (loopback) option loops the circuit back toward the first
WAN link specified.

If you have avoice cross-connect circuit (with or without signaling), you can access these

capabilitiesfrom the WAN Cross-Connect Screen. Seethereview at the end of this section for
more information.
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Unknown | C2 CPU XCONM

Reyw HZ-0 Zer 01770 | 03-18-15 07:50

page: 1 of 1

CIECUIT ID s T3/BW TE3T WsU  Ta/BW TEST TIPE TC CIY

AF01-NY01 wl-1 05%64 [spe wl-1 00%ad off d woos  nfa

all 0 all 1 m_ ooz 1:1 1:7 lpbk 300H= 1¥H= 3FH=

Figure 5-45.Test Options

W/U

The second WAN Unit column is the TI/E1 link in which the pass-through connection ends.
The options are all of the WAN cards and ports. If aWAN card is not present in the W/U
selected, an error message is generated. Figure 5-45 shows the selection of W 3-2.

TSBW

The second Time Slot/Band Width column shows the different time slots from WAN 3-2 that
will be assigned to this pass-through connection. Figure 5-45 shows the selection of 5 time
slots from WAN 3-2 assigned to the end of the connection. Any number of time slots from
1-24 would be accepted for T1 operations and from 1-15 and 17-31 for E1 operations. The
bandwidth is automatically assigned.

M akeyour selection with the space bar and arrow keys. The arrow key movesfrom dotto slot,
and the space bar toggl es between sel ecting and desel ecting the time slot. The number of DO
time glots assigned to this half of the cross-connect circuit must equal the number assigned to
the other. Otherwise, the system will reject the connections and generate an error message.

TEST

The second Test column lets you select the test pattern to be applied to this circuit toward the
second WAN link specified. Figure 5-45 shows the option set to off. Like the previous Test
column, the choices are off (no testing); all O (all zeros); all 1 (all ones); m_oos (Multiplexer
Out Of Synchronization); 1:1 (a 1 followed by one zero); 1.7 (azero isfollowed by a1 and
six more zeros); Ipbk (loopback); 300 Hz (steady 300 Hz tone); 1KHz (steady 1 kHz tone);
and 3K Hz (steady 3 kHz tone).
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When the circuit is saved, the system will send the selected pattern toward the second end of
thecircuit on each time slot, to facilitate testing. When circuit testing isfinished, reset the Test
field to off. The Loopback (Ipbk) option loops the circuit back toward the first WAN link
specified.

Users dealing with a voice cross-connect circuit (with or without signaling) can access
capabilities from the WAN cross-connect screen. See the review at the end of this section.

TYPE

The Type column selects the type of pass-through circuit, as shown in Figure 5-45. The
choicesarev (voice); v& s (voice with signaling), and d (data). Use v for a voice circuit that
does not require trunk conditioning. Use v& sfor a voice circuit with signaling. This option
preserves A/B (robbed-bit) signaling on the selected time slots and provides trunk
conditioning. Use d for data circuits, which also support trunk conditioning.

Ca

Unknouwn | CPO XCON Few HZ-0 Ser 01770 | 03-168-15 07:52

CIRCTIT ID L1Ea) T3/BW TEST W/  T3/BEW TEST TYPE TC CHY

SFO0L-WNY01 wl-1 n5%64 off wl-2 05%64 off moos nfa

Figure 5-46.Cross-Connect Circuit Type Selection
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TC

You can define the pattern to be transmitted on a cross-connected circuit if one of the circuit’'s
two WAN linksfails. Thisisknown as Trunk Conditioning (TC), and the available selections
depend on the Type column setting.

If the Type setting isd (data), no TC choiceis available and the system automatically shows
moos. An example of thisis shown as Figure 5-46.

If the Type setting isv& s (voice with signaling), the TC choices are shown in Figure 5-47.
They are asfollows: user (user-defined bit pattern), e& m (trunk signaling), fxsl (foreign
exchange station-loop-start), fxsg (foreign exchange station ground-start), fxsd (foreign
exchange station-defined network), plar (private-line automatic ringdown), dpo (dial-pulse
originating), fxol (foreign exchange office loop-start), fxog (foreign exchange office
ground-start), fxod (foreign exchange office-defined network), dpt (dial-pulse terminating)
and mrd (manua ringdown).

Unknown | Ca CPU XCON Few H2-0 Ser 01770 | 03-18-15 07:53

page: 1 of 1

CIECUIT ID s T3/BW TEST W/sO0  T3/BW TEST TYPE TC CHV

SF01-NY01 wl-1 05%64 off wl-2Z 05%64 off was no
C CGA = idle sl idle

fxzl fxag frxad plar dpo fxol fxog fxod dpt uzer mrd

Figure 5-47.Trunk Conditioning Option Selection

When utilizing the TC function, care should be taken to ensure that on intermediate
(pass-through) nodes, that the proper signaling is represented on the WAN to WAN
cross-connect. In the case of an FXO to FXS circuit, the WAN to WAN pass-through circuits
should have FXS signaling set on the FXO side, and FXO signaling on the FXS side. In this
way, should a T1 be out of service, the proper trunk conditioning will be sent to the PBX or
switch.
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If you choose user, also enter atwo-digit hexadecimal code for the bit pattern to be sent in
each direction. Each digit can be from 0to 9 or ato f. Figure 5-48 shows atypical signaling
bit pattern entry screen.

unkrnont CPT XCOM Rew H2-0 Ser 01770 | 03-18-15 07:54

age: 1 of 1

CIECUIT ID s T3/BW TE3T Ws0  Ta/BW TEST TYPE TC CIY

SFO1-NY01 wl-1 05%64 off wl-2Z 05%64 off wvas no
user user Ox00

Figure 5-48.Signaling Bit Pattern Selection

For v (voice), no TC choiceisavailable, so the system always showsn/a(not applicable). This
is shown as Figure 5-49.

unknown CPIT XCON Few H2-0 Ser 01770

| 03-18-15 07:55

CIECUIT ID s T3/BW TEST W/  Ta/BW TEST TYPE TC CHV

AF01-NY01 wl-1 05%6d off wl-£ 05%a4 off ﬂ nfa no

Figure 5-49.Voice Options Screen
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CNV

The Conversion (CNV) parameter allows you to request that PCM companding and signaling
conversion be performed on this cross-connect circuit. Since these conversions only apply to
voice circuits, if the TY PE selected is d (data), then the only acceptable value here is n/a.
Similarly, if the TY PE selected isv (voice without signaling), the system will only allow users
to request PCM companding conversion. If the TY PE isv& s(voicewith signaling), then users
can select any combination of companding and/or signaling conversion.

If the TYPE isv or v& s, the system will first ask usersto "Select PCM CONV:" for defining
the type of companding conversion users require (see Figure 5-50). The options are no
companding conversion (none), convert the incoming A-mu (A-law signal to mu-law) and
convert the incoming mu-A (mu-law signal to A-law).

unknonwmn | C& CPUO XCON Few HZ-0 3er 01770 | 03-158-15 07:56

age: 1 of 1

CIRCTUIT ID s T3/BW TEST W/  Ta/BW TEST TYPE TC CHV

SFOL-NY01 wl-1 05%64 off wl-2 05%64 off wes esn g

Select PCHM CONV: A-mu mu-A

Figure 5-50.Selecting PCM Conversion

If the TYPE isv& s, the system will prompt usersto "Select SIG CONV:" for selecting the
type of signaling conversion needed (see Figure 5-51). The option none (default signaling
conversion) iswhere a bit pattern of "0000" will automatically be converted to "0001" in the
T1-to-CEPT E1 direction.

The ANSI-CCITT setting will convert the incoming ANSI signaling to CCITT signaling.
Conversely, the CCITT-ANSI setting will convert theincoming CCITT signaling to ANSI
signaling. Thesetwo options are complementary (i.e., if either isselected in one direction, the
other is automatically selected for the reverse direction).
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The ABCD-ABAB setting will convert the incoming CEPT signaling to T1 signaling for an
ESF or D4 cross-connect. The ABCD-ABO1 option will convert theincoming T1 signaling to
CEPT signaling for an ESF or D4 cross-connection. These two options are complementary (if
either oneis selected in one direction, the other is automatically selected for the reverse
direction).

CPU XCON Few HZ-0 Ser 01770

CIRCTIT ID L1Ei) T3/BW TE3T W/  T3/BW TEST TYPE TC CIvV

SFO01-N¥O01 wl-1 05*64d off wl-2 0&5%64d off V&S esl pCm

F101LE AWNST-CCITT CCITT-4AN3T ABCD-ABAR

ABCD-AB01

Figure 5-51.Selecting Signaling Conversion

Dueto spacelimitationsin the CNV column on the screen, the system will display a summary
notation of the choices just made. The possible values are no (no conversion), sig (signaling
is converted, but not the PCM), pcm (PCM is converted, but not the signaling) and p& s (both
signaling and PCM are converted). Figure 5-52 shows those options.

unknon 2 CPIT XCON Rew H2-0 3Zer 01770 | 03-18-15 05:04

age: 1 of 1

CIRCUIT ID w/a T5/BW TEZT W/U T5/BW TEZT TYPE TC CHvV
SF01-N¥0L wl-1 0L*6d off wl-2 0&8¥64 off v n/a no
wl-1 0l*ed off wl-2 01%c4d off ves =LA p&s
wl-1 0l*ed off wl-2 01%84d off ves 2L 2ig
wl-1 0l*ed aoff wl-2 01%64d off V&S 2Ll pcm

add | uPdate | dElete | pglp |

pgln | Wiew all | Tads | awmt Options | Main

Figure 5-52.Typical Completed Circuits
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5.21 Cross-Connect Actions

Table 5-10 summarizes the actions you can perform from the CPU Cross-Connect Screen.
These actions appear at the bottom highlighted line of the screen.

Table 5-10. CPU Cross-Connect Screen Actions

Action

Function

Add

Allows you to program additional pass-through cross-connects in the system. If
mistakes are made during the add process, pressing the up arrow or down arrow
key will terminate this operation.

uPdate

Initiated by pressing the "p™ key. With this command, users can change any of the
parameters of a pass-through connection. Use the arrow keysto highlight the area
to be changed and close the transaction using the "s' (Save) command.

dElete

Initiated by pressing the "€" key. Use this command to delete existing
pass-through connections. The system will prompt usersto delete the circuit, and
the"y" key must be pressed to complete the transaction.

pgUp

Initiated by pressing the "u™ key. Since the system can handle many different
cross-connect circuits, users may exceed a single screen. New pages will be
added automatically to accommodate additional circuits. The page count feature
at the top of the screen shows the current page and the total amount of
cross-connect pages. Use this command to scroll up through the pages of
cross-connect information.

pgDn

Initiated by pressing the "d" key. This action is similar to the pgUp command.
Use this command to scroll down through the pages of cross-connect information.

View dl

The View al actionisinitiated by pressing the "v" key. This action is used to
access the Broadcast screen discussed in a later section.

Tads

Test Access Digroupsis aremote test access for data cross connects that pass
through the system.

amt Options

To add an alternative cross-connect map onto the system to be used in times of
facility emergencies, select the “0” key to access the menu.

Save

Once the pass-through connection is defined, pressing "s" (Save) will cause the
circuit to be established and will update the WAN cards involved.
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To update a cross-connected circuit from the CPU Cross-Connect Screen, highlight the circuit
name to be updated, and press “p” to invoke the uPdate command. Figure 5-53 shows the
WAN card in TS (time dot) 8 through 12 being updated. However if the WANSs are selected
and deleted as shown in Figure 5-54 then the screen in Figure 5-53 will be blank for WAN TS
8 through 12.

ko | C2 CPU =XCON Few HZ2-0 &er 01770 | 03-18-15 03:11

CIRCUIT ID s TS/BW TEST WO TI/EW TEST TYPE TC CIrv
SFO1-NY01 wl-1 n5#*6d off wl-2Z 05%64 off v n/a no

SF01-ATL1 wl-1 0l1*64 off wl-2 0l*64d off V&S esll p&s
SFO0Z2-ALPH wl-1 0l*64 off wl-2 0l*6d off V&S esll sig
SFO1-DEDSN wl-1 01%*64 off wl-2 0l*64d off V&S e&IL pcm

SFO0L-WNY01 wl-1

S of £ wl-2 05%64 off v ni/a no

Figure 5-53.Updated WAN Card Screen
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To delete a cross-connected circuit from the CPU Cross-Connect Screen, highlight the circuit
nameto be deleted, and press “€” to invoke the dElete command. Figure 5-54 shows the
deletion process.

Unknown CPO XCOn Few HZ-0 Ser 01770 | 03-18-15 0&:1=2

W/ TH/BW TEST W/ T5/BW TESZT TYFE TC CHv
wl-1 05*6d off wl-2 05*6d off 7 nta no
wl-1 0l*ed off wl-2 0l*cd off VLS LA p&s
wl-1 0l*ed off wl-2 0l*ed off V&S e&l 3id
wl-1 0l*ed off wl-2 0l*6d off VLS LAl pcm

Delete Z3elected Circuit (v/n)?

add | ubdate | dElete | pgUp | pgln

| Wiew all | Tads | amt Options | Main

Figure 5-54.Delete Cross-Connection Screen
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5.22 Testing Voice Cross-Connects

Voice and datacircuits differ in the way thetest function is accessed. Whileyou can set up test
patterns on data circuits on the cross-connect screen from the System Main Screen, you must
use asubscreen of the WAN Cross-Connect Card Screen for circuit testing. Figure 5-55 shows
the error message that appears when you attempt to test voice circuits from the CPU
Cross-Connect Screen. In this example, we have chosen to update an existing connection and
then try to changethe TEST field.

Uk nown | C2 CPU XCOM Rew H2-0 Ser 01770 | 03-18-15 08:14
page: 1 of 1

CIECUIT ID Pt T3/BW TEST Wy  TA/EW TEST TYPE TC CHV
SFO01-NY¥0l wl-1 05%64 off wl-2 05%a4 off v n/a no

SF01-ATL1 wl-1 01l*64d off wl-2 0l*54d off V&S e&ln p&s
SFO0Z-ALPH wl-1 01*6d off wl-2 0l*54d off V&S e&ln s1ig
SFO1-DEDSN wl-1 0l*ed off wl-2 01%c4d off vEes 24 st

SF01-NY¥01 wl-1 05%64 |spe wl-2 05%ad off W nfa no

Charnnel test iz avalilable from WAN XCON screen. Press any key to continue...

Save

Figure 5-55.Typical Message on a CPU Cross-Connect Screen
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Figure 5-56 showsthe WAN Cross-Connect Screen for the voice circuit used in this example.
Place the cursor over the selected circuit and pressthe "t" key to bring up the Test Screen
shown in Figure 5-57. This screen now splitsthe circuit into two parts, with the location acting
asthe midpoint. Thefirst column of test parameterswill apply to that portion of the circuit on
port w2-1, time slot 13. The second column of test parameterswill apply to that portion of the
circuit on port w2-2, time slot 13.

Table 5-11 lists the test parameters and their avail able and default values.

unknoum | W1 CEPTH+CEFPT Fewv 40-0 Zer 00000 | 03-15-15 0&:1a
5 XKCON T3 CIRCUIT_ID T3 X®CON TS CIRCUIT_ID
0 frame align 64k le cas 64k

1 g 3F01-ATL1 17

2 wl-2 2 SF0Z-ALPH 15

3 wl-Z2 3 SFO1-DEDSN 19

4 20

5 21

6 2z

7 23

5 wl-2 g SFO1-N¥01 24

9 wl-Z2 a SF01-NY¥01 25

10 wl-2 10 SF01-NY¥01 26

11 wl-2 11 SFO1-N¥01 27

12 wl-2Z 12 SFO1-N¥01 28

13 29

14 30

15 31

Fefresh | Teat | Main | relame

Figure 5-56.Highlighted Circuit on a WAN Cross-Connect Screen

Reference Guide 5-69



Testing Voice Cross-Connects System Configuration and Operation

P — | 0%-18-15 08:17

wl-1 ts0l wl-2 ts0l

ARCD o
PATTERN off off
MON Tx ABCD 1111 1101
MON Fx ABCD 1111 1111
CONVERZION p&s p&s

PE V&S V&S
AN ATATE stdhy stdby

Jave | Undo |

Fefrezh | Main

Figure 5-57.Typical Test Screen and ABCD Bit Options

Table 5-11. WAN Cross-Connect Test Screen Options

Par ameter User Options Default
Tx ABCD mon  set mon
PATTERN off all0 all moos 1.1 1.7 Ipbk 300Hz |off
1KHz 3KHz

MON Tx ABCD information only—no user options
MON Rx ABCD information only—no user option
CONVERSION information only—no user option

TYPE information only—no user option
WAN STATE information only—no user option
Tx ABCD BITS

The Transmit ABCD bit parameter has two options: mon (alowing you to observe the bit
pattern being sent on the transmit side of the line), and set (to choose a different pattern for
testing that portion of the circuit). Choosing set brings up a small four-character window at
the bottom of the screen, where you can type in a new pattern of ones and zeros.
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Figure 5-58 shows adiagram of the test process. When Tx ABCD for w2-1 isset to mon, the
w2-1 column reflects the ABCD bits being sent out on w2-1. This pattern should be identical
to Rx ABCD on w2-2, unless the conversion table is used. When Tx ABCD for w2-1is
optioned to set, users supplies a bit pattern of four 1s and Os for the new ABCD bits. The Rx
ABCD stream from w2-2 is broken at circle #1, and the new pattern isinserted into the Tx
ABCD stream. The same applies for mon and set for w2-2. The bitstream will be broken at

circle 2.
Tx ABCD Tx ABCD
WAN 2-1 WAN 2-2
. 2
Rx ABCD
WAN 2-1
ﬁ Rx ABCD
WAN 2-2
<] <
WAN
XCONN
Figure 5-58.Voice Test Diagram
PATTERN

The Pattern parameter allows you to choose atest pattern to be transmitted as PCM data on

the selected side of the circuit. The optionsare off, all 0 (zero), all 1 (one), m_oos (multiplexer
out of synchronization), 1:1 (a1 followed by azero and then another 1), 1.7 (a zero followed
by a1 and seven zeros, then another 1), Ipbk (loopback), 300 Hz (300 Hz tone), 1KHz (1 kHz
tone) and 3K Hz (3 kHz tone). Since Tx ABCD only changes signaling bits, this option allows
you to choose the test pattern. You can send a different pattern toward either side of the circuit.

Mon Tx ABCD

The Monitor Transmit ABCD bit information field shows the ABCD bit pattern being
transmitted on the outbound circuit. You can change it by using the set command. This
parameter isfor information only.

Mon Rx ABCD

The Monitor Receive ABCD bit information field allows you to observe the bit pattern being
received on the inbound circuit. This parameter isfor information only; you cannot changeit.
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5.23

5-72

CONVERSION

The Conversion information field shows users the conversion setting selected from the
cross-connect screen. The possible values are no (no conversion), sig (signaling is converted,
but not the PCM), pcm (PCM is converted, but not the signaling) and p& s (both signaling and
PCM are converted). This parameter isfor information only; you cannot changeit.

TYPE

The Type information field show you the type of circuit (v for voice or v& sfor voice and
signaling).

WAN STATE

The WAN State information field showsthe current status of the port. The possible values are
stdby, actv, test (the user is actively controlling the circuit), OOS (WAN port is Out of
Service), and CGA (WAN port hasaCGA aarm). Thisparameter isfor information only; you
cannot change it.

Using the Broadcast Option

One of the special features of WAN time slot assignment in cross-connect systemsisthe
ability to copy adata signal and send it to multiple locations without disturbing the original
circuit. Thisfeatureiscalled broadcasting, which means* multi-cast” (not to be confused with
broadcast-quality video transmission).

For example, assume that amajor company has avideo lecture transmitted from the corporate
headquartersin Denver to the sales officein San Francisco. The sales officesin Salt Lake City,
Houston, and Phoenix would also like to view the lecture.

The master circuit (Denver to San Francisco) isatwo-way circuit (i.e., both ends can send and
receive data). The other ends of the broadcast circuits (the sales officesin Salt Lake City,
Houston and Phoenix) will only be able to receive the output of the Denver end of the master
circuit. That is, they will not be able to participate in the live discussion.

The following series of figures shows how the process works.
Figure 5-59 shows the Main Cross-Connect screen. In this example, T1 circuits connected at

the Denver office go to San Francisco (w1-1), Houston (w1-2), Salt Lake City (w2-1), and
Phoenix (w2-2).
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v

Note: The screen only shows the cross-connects made from WAN cards to WAN cards, not
from user cards to WAN cards.

Eiali4eRu)nal CPT XCON Rew HZ2-0 Ser 01770 | 03-18-15 03::22

CIRCUIT ID wsu Ta/BW TEST W/ Ta/BW TEST TYPE TC CHv
SFO01-NY01 wl-1 n5*&5d off wl-2 O05%54 off v nfa no
SFO1-ATL1 wl-1 01*54 off wl-2 0l*6d off V&S &I p&s
SF02-ALTH wl-1 0l*c4d off wl-2 0l*cd off V&S LA aig
AFO01-DEDSN wl-1 0l*64 off wl-2 0l*6d off V&S LAl pcm
SF-3altlLake wl-1 01*64 off w2-1 0l*%6d off W n/a na
HOTSTON-PIX wl-2 01#*64 off wZz-Z 01%64 off v n/a no

Add | uPdar | pgp | pgbn | View all | Tads | amt Options | Main

Figure 5-59.Typical Main Cross-Connect Screen

Broadcast circuits can be initiated, updated, or deleted only from the broadcast screen.
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To access the Broadcast option, press "v" (for View all) in the Main Cross-Connect Screen.
The All Circuits Screen of Figure 5-60 appears. In addition to the WAN card-to-WAN card
cross-connects, this screen also showsall user card-to-WAN card time slot assignmentsfor all
WAN cards.

Because this screen shows all WAN time slots that are either assigned to user cards or
cross-connected to other time dots, it may be filled with data.

Unknown CPO XCON Rew H2-0 Ser 01770 | 03-18-15 0&8:26

age: 1 of 1

CIRCUIT IL ) T3/EW TEST W/sU  Ti/BW TEST TYPE TC CHV
SF01-NY01 05%64 off wl-2 05%64 off w n/a no

SF01-ATL1 wl-1 01*6d off wl-2 0l*54 off V&S E&I p&s
SFOZ2-ALPH wl-1 0l*ed off wl-2 01%c4d off ves =LA sig
SFO1-DEDEN wl-1 0l*ed off wl-2 01%84d off ves 2L pom

GF-3altlLake wl-1 nl*ad off wi-1 01%ad off v nfa no

HOTSTON- P wl-2 0l*64 off wi-Z 01%64 off v hi/a  no
ger_circuit  ul-01 07%*ad4 off wl-1 07%64 off d nfa nsa
ger_circuit  ul-02 07%"6d off wZ-2 07%6d off d nfa nsa

Beast | uPdate | dElete | pgUp | pgDbn | reName | Main

Figure 5-60.Typical All Circuits Screen

In addition to the two WAN-to-WAN cross-connects shown in Figure 5-59, an HSU circuit
from dot U1-1 to the San Francisco T1 circuit (on WAN 1-1), and an HSU circuit from slot
U1-2 to Phoenix (on WAN 2-2) are shown in Figure 5-60.

To select the broadcast option, place the cursor over the User card circuit that will be copied.
Inthiscase, it will be the Denver end of the Denver-to-San Francisco link on WAN 1-1. Then,
pressthe "b" (Bcast) key from the actions at the bottom of the screen.

The screen of Figure 5-60 shows the dynamics of the first copy of that circuit. Press the
<Enter> key to access and modify the connection options.
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unkrnown

page: 1 of 1

CIRCUIT ID
SFOL-NYO1
SFOL1-ATLL
SFOZ-ALPH
SFO1-DREDSH
SF-SaltlLake
HOTSTON-PHX
SEr_Clrcuit
FEr_Clrcuit

user circuit

Lecture Pipe

WA
wl-1
wl-1
wl-1
wl-1
wl-1
wl-2
ul-0l1
ul-0z

ul-01

CPU XCON

T3 /EW
ns%ad
0l+¥ad
nl+*a4d
nl+* a4
nl+* a4
nl+*a4
07+%ad
07+ a4

07*ad

TEST
off
off
off
off
off
off
off
off

off

ws

wl-2
wl-2
wl-2
wl-2
wa-1
wE-2
wl-1
wZ-2

wl-1

Rewv HZ-0

Ta/BW
ns¥ed
0l+¥ed
nl+*64
nl+*64
0l*64
nl+*64
07+ a4
07+ad

07+ a4

TEST
off
off
off
off
off
off
off
off

off

Ser 01770

TYIE

WS
WS

B oRoSoa

bs/d

TC

nsa
e&ll
LA
LA
nsa
nsa
nsa
nsa

nsa

| 03-18-15 0&:3

CHNw
no
p&s
sig
pcum
no
no
nsa
nsa

nsa

Figure 5-61.Typical Add Broadcast Screen

In this example, the broadcast circuit is named "Lecture Pipe" for easier identification later,
when the circuit will be disconnected.

Figure 5-61 shows the selection of a second destination for the broadcast circuit. In that

example, that destination is Salt Lake City, which is accessed through w2-1. The time slot
selection is shown in Figure 5-61. Press"'s" (Save) to save the parameters of the new circuit.
Figure 5-64 shows the new circuit, whose type is b/d (broadcast/data).
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Use similar actions to duplicate this circuit for the other destinations. Figure 5-62 shows the

completed circuits.

To disconnect the circuits when the program is finished, highlight the circuit to be
disconnected and pressthe"€e" key. The screen shown in Figure 5-64 will appear. Then, select
"y" to permanently delete the copied circuit while leaving the original circuit intact.

UNKnown
page: 1 of 1

CIRCUIT ID
SF0L-NYO0L
SF01-ATLL
SF0E-ALFH
AF01-DEDSN
aF-3altlLake
HOUTSTON-PHX
Fer_circuit
FEr_circuit

Lecture_FPipe

W/
wl-1
wl-1
wl-1
wl-1
wl-1
wl-2
ul-01
ul-0z

ul-01

CPO XC

T3/EW
n5%a4d
0l+*ad
0l*ad
0l+*a4d
0l*a4d
0l*64
07+ a4
07+ ad

07+ ad

wa-2

1]

TEST W/0
off wl-2
off wl-2
off wl-2
off wl-2
off wa-1
off wa-2
off wl-1
off wa-2
off wl-1
wi-1

Fewv HZ

Ta/EW
05%a4d
0l*ad
0l*ad
0l#%a4d
0l*% a4
0l*% 64
07+% 64
07+%ad

07+%ad

wi-2

-0 Fer 01
TEZT TYPE
off v
off V&S
off V&S
off V&S
off 7
off v
off d
off d
off b/d
wd-1

L Ts
£l

TC

nisa
e &Il
&Il
XA
nta
nfa
nsa
nisa

nisa

wid-2

| d3-18-15 03:33

Cuw
o
p&s
sidg
pCu
no
no
nsfa
nisa

nisa
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Figure5-62.Typical " To" Destination Selection
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Unknomwmn | C& CPU xXCON Bew HZ-0 Ser 01770 | 03-15-15 0&8:34
page: 1 of 1
CIRCUIT ID s TS/EW TEST W/  TS/EW TEST TYPE TC CIv
SFO1-N¥01 wl-1 N5*6d off wl-Z O05%64 off v nfa no
SF01-ATL] wl-1 0l*64 off wl-2 0l*6d off V&S 2Ll p&s
aF02-ALPH wl-1 0l1*64 off wl-2 0l*6d off V&S esll 3ig
SFO01-DEDSN wl-1 0l1*64 off wl-2 0l*64d off V&S esll pCo
GF-GaltlLake wl-1 01*54 off w2-1 0l*%aed off w n/a na
HOTTETON- I wl-2 n1*&64 off wZ-2 01%64 off v nfa no
ger_circuit  ul-01 07%64 off wl-1 07*6d off d nfa rnfa
ger_circuit  ul-02 07%64 off wi-2 07%64 off d n/a nfa
Lecture Pipe ul-01 07%64 | off b/d nfa nsfa
1111 222222833
0l&s3d4567890123 345675501
F A A
aaTe
Figure 5-63.Typical Time Slot Selection
ko | C2 CPU =XCON Few HZ2-0 &er 01770 | 03-18-15 038:35
page: 1 of
CIRCUIT ID s TS/EW TEST W/ TE/EW TEIT TYPE TC CIrv
SFO1-NY01 wl-1 n5*6d off e 05764 off v nfa no
SF01-ATL1 wl-1 0l1*64 off 0l*ed off V&S esll p&s
SF02-ALPH wl-1 0l1*64 off 0l*ed off V&S esll 3ig
SFO1-DEDSN wl-1 0l*64 off 0l*ed off V&S esll pcm
GF-3altlake wl-1 01%*64 off 0l*6d off W n/a no
HOTETON-FHX wl-2 01*64 off 01*64 off v nfa no
ger_cirouit ul-01 07%64 off 07*ad off d nfa rnfa
ger_circuit  ul-02 07%64 off 07*64 off d n/a nfa
Lecture Pipe ul-01 07%64 off 07*6d off b/d  nfa 1nfal
Beoast | uPdate | dElete | pgllp | pgln | reName | Main
Figure 5-64.Typical Complete Broadcast Circuit
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5.23.1 WAN Link to WAN Link

Circuits from aWAN link to another WAN link can also be duplicated from the broadcast
screen. Use the same procedure to establish multiple connections for WAN-to-WAN circuits.

In Figure 5-62, highlighting the WAN link circuit on slot wl-1 allows you to cross-connect
duplicate information to any other WAN link.

5.23.2 Broadcast Screen Actions

Table 5-12 lists the actions you can perform in the Broadcast Screen. These actions appear on
the bottom highlighted line of that screen.

Table 5-12. Broadcast Screen Actions

Action Function

Bcast Bcast allows users to program additional broadcast cross-connectsin the
system. If mistakes are made during the add process, pressing the up arrow
or down arrow key will terminate this operation.

uPdate The uPdate action isinitiated by pressing the "p" key. With this command,
users can change any of the parameters of a broadcast connection. Use the
arrow keysto highlight the areato be changed and close the transaction
using the"s" (Save) command.

dElete The dElete actionisinitiated by pressing the "€" key. Use this command to
delete existing broadcast connections. The system will prompt usersto
delete the circuit, and the "y" key must be pressed to complete the
transaction.

pgUp The pgUp (Page Up) action isinitiated by pressing the "u" key. Since the
system can handle many different circuits, users may fill the screen
allotment for data. New pages will be added automatically to
accommaodate additional circuits. The page count feature at the top of the
screen shows users the current page and the total amount of pages of
information. Use this command to scroll up through the pages of
cross-connect information.

pgDn The pgDn (Page Down) action isinitiated by pressing the "d" key. This
action is similar to the pgUp command. Use this command to scroll down
through the pages of cross-connect information.

Main Pressing "m" (Main) will return users to the cross-connect screen.
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5.23.3 Test Access Digroups (TADS)

The Test Access Digroups (TADS) is aremote test access for data cross connects that pass

through the system according to publication TR-TSY-00033, Issue #1, June 1986.

A test center can access the system and assign split intrusive or non-intrusive monitor testing
circuits between the unit and the test center via another WAN link. For the purpose of this

discussion on Test Access Digroups, the figures show a 64kbps datacircuit between Fremont,
CA. and Jacksonville, FL. Figure 5-65 shows the cross-connect screen with the data circuits

connected.

ko | C2 CPU =XCON
page: 1 of 1

CIRCUIT ID FACILITY TEAT
SFOL-NY0L wl-1 05*64 off
HF01-ATL1 wl-1 01*64 off
SFDE-ALPH wl-1 0l*g6d off
SFOL-DEDSN wl-1 0l*64 off
GF-%altlake wl-1 01*64 off
HOT3TON-FPH< wl-2 01*64 off
ger_circuit  ul-01 0Y*64 off
ger_circuit  ul-02 0Y*64 off
Lecture Pipe  wl-01 07%64 off
Jacksonville 01%64 off
moNitor | split | Releaze

EQUIFHMENT

wl-2
wl-2
wl-2
wl-2
wa-1
wa-2
wl-1
Wwa-2
wa-1
wl-2

n5*a4d
0l*a4d
0l*ad
0l+*a4d
0l*a4d
nl+*a4d
07+ ad
07+ad
07*ad
0l*ad

Few HZ-0

TEST
off
off
off
off
off
off
off
off
off
off

Ger 01770

TC
nisa
e&Il
e&ll
1A
nta
nsa
nisa
nisa
ni/a
moos

| 03-183-15 0&8:40

Cuw
no

p&s
sig
pCh
no

no

nsa
nsa
nsa
nsa

Figure 5-65.The TADS screen

In Figure 5-65, thedatacircuit called “ Jacksonville” isconnected on asingletime slot between
WAN1-1 and WAN1-2.
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5.23.4 Monitor Circuit

With the monitor circuit, the data test center (by remote access) creates a “ hitless” monitor
connection (i.e.,one that can be created, maintained and dropped without affecting the
information on the circuit being tested) between the data test center and the Node 1 Device.

Highlighting the desired circuit and pressing the “N” key brings up the add monitor circuit
screen shown in Figure 5-66.

Ko | C& CPUT XCON Bew H2-0
page: 1 of

CIRCUIT ID FACILITY TEART EQUIFMENT  TEST
SFOL-NYO1 wl-1 n5%64 off wl-2 05%64 off
SFO01-ATL1 wl-1 nl*64 off wl-2 01%64 off
SFO2-ALPH wl-1 nl1*64 off wl-2 01%64 off
SFOL-DEDEN wl-1 nl+*64 off wl-2 01%64 off
GF-3altlake wl-1 nl*54 off wZz-1 01*%464 off
HOTSTON- P wl-2 0l*54 off wZ-Z 01%64 off
ger_circuit  ul-01 07%64 off wl-1 07*6d off
ger_circuit  ul-02 07%64 off wi-2 07%a4 off
Lecture Pipe  ul-01 07%64 off wZ-1 07%ad off
Jacksonville wl-1 01#*a4d off wl-Z 01%564 off
new circuit wl-1 0o*54 off wl-1 00*%54d off
woNitor | split | Release | Tla | pglUp | pgDln | Main

Ser 01770
TYPE TC
v nisa
V&3S e&ll
V&S e&Il
V&S e&ll
v nfa
v ntfa
d nfa
d nsfa
bid nisa
d maos
wid moos

| 03-13-15 05:41

Chw
o

p&s
3ig
pcm
o

o

nsa
nsa
nsa
nsa

nsa
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Figure 5-66.The Add Monitor Circuit Screen
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Cross connect information is added in asimilar fashion to the Add Broadcast screen
mentioned previously. Figure 5-67 shows the completed monitor circuit.

unknow | Cz CPIT XCON Few Hi-0  Jer 01770 03-16-15 0F: 44
page: 1 of 1

CIRCUIT ID FACILITY TEXRT EQUIFPMENT TE3T TYPE TC CHY

SFOL-NY01 05%64 off wl-2 05%64 off w n/a  no

SFO01-ATL1 wl-1 0l*e4d off wl-2 01%c4d off V&S 24 &S

SF0Z2-ALPH wl-1 0l*ad off wl-2 01%6d off V&S =Ll zig

SFO01-DEDSN wl-1 0l*e4d off wl-2 01%64d off V&S e&ll sl

dF-3altlLake wl-1 01*a4 off wi-1 01*64 off v nsa  no
HOUSTON-PID wl-2 0l*gd off wi-2 01%64 off w n/sa  no

ger_cireuit ul-01 07%64 off wl-1 07%64 off d nfa nfa

ger_cireuit ul-02 07%6d off  w2-2 07%64 off d nsa nfa
Lecture_Fipe ul-01 07*%64 off  wa-1 07%64 off  h/d nfa nfa
Jacksonwille wl-1 01*%64 mon wl-Z 01%64 mon d mooE  nfa
Monitor CET wl-1 0l*64 off wl-2 01%a4 off n/d woos nfa
Monitor CET wl-& 0l*64 off wi-2 01%a4 off n/d wmooz nfa

moNitor | split | RFelease | Tla | pglp | pgbn | Main

Figure 5-67.Completed Monitor Circuit
Reference Guide 5-81



Using the Broadcast Option System Configuration and Operation

Figure 5-68 shows a diagram of how the Monitor circuit splits the original cross connect

circuit for testing.

Notice how thetest circuit usestwo 64kbps WAN time dots, one for the transmit side and one

for the receive side of theline.

Fremont DTE

WI-1#1(R) W1-1#1 (T)
A

e ———" \V4

W2-1#1 ﬁ J

Data Test = =~
Center Equipment 4
q:q::ﬁ
W2-1 #2 VAN <
oy

\%

W1-2 #1 W1-2 #1

Jacksonville DCE

Figure 5-68.Monitor Circuit Diagram

In order to release the circuit from the monitor position, position on the circuit (Jacksonville)
and execute the Release command “r”. Thiswill remove both monitor circuits and restore the

Jacksonville circuit to its normal state.
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5.23.5 Split Circuit

Pressing the “L” command from the Menu of Actions allows you to split the circuit through
the data test center equipment. New circuit information is added in the same way as with the
monitor circuit.

With the Split Circuit, the data test center splitsthe circuit and connectsit to their equipment.
Unlike the Monitor test circuit, the Split test circuit isintrusive and al transmit and receive
data must pass through the equipment at the datatest center.

Figure 5-69 showsthe TADS screen with a split circuit completed. It uses two 64kbpstime

dots (like the Monitor circuit). Figure 5-70 shows a diagram of the split test circuit.

unknonu | CZ CPU XCON FEewv H2-0 Ser 01770 | 03-158-15 08:51
page: 1 of 1

CIRCUIT ID FACILITY TEAT EQUIFMENT TE3T T¥PE TC CHv

SF01-NY01 05%64 off wl-2 05%64 off w n/a  no

SFO1-ATLL wl-1 0l*ed off wl-2 01%c4d off vEes 24 &S

SFOZ-ALPH wl-1 0l*ed off wl-2 01%84d off V&3 =Ll 2ig

SFO1-DEDEN wl-1 0l*ed aoff wl-2 01%64d off V&S =Ll sl

SF-3altLake wl-1 01*64 off w2-1 0l*6d aff W nisa g
HOTSTON-PHX wl-2 01*64 off wa-Z 01%64 off v n/sa no

ger_circuit ul-01 07%*a4 off wl-1 07%64d off d nfa nsa
ger_circuit  ul-0&8 07*6d off  wi-2 07%64d off d nfa nfa

Lecture Pipe ul-01 07*%64 off w2-1 07*%64d off bsd nfa nia
Jacksonwville wl-1 0l*ed spl wl-2 01%c4d apl d moos hia
JLCES-3PLIT wl-1 01*64 off wl-1 0l%&64 off /1 wmoos nfa
JLCES-53PLIT wl-2 0l*64 off wl-Z 01%64 off s/d  wmoos nfa

wolNitor | split | Belease | Tla | pglp | pgDbn | Main

Figure5-69.TADS Screen with Split Circuits
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Fremont DTE

W1-1#1(R) WI-1#1 (T)

T
i
dl

<
Data Test
Center Equipment
<

W2-1 #2
< =

_J ]
L

WI1-2#1 WI1-2#1

Jacksonville DCE

Figure 5-70.Split Circuit Diagram
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5.23.6 Release

Pressing the “R” (Release) command allows you to release the circuit from the data test
equipment. The system will verify the action desired with a yes/no question.

With the Release Circuit, the Data Test Center removes the connection between the circuit
being tested and restores the circuit to its pre-accessed state.

Figure 5-71 shows the TADS screen with the release verification.

Unknowhn
page: 1 of 1

CIRCUIT ID
SF0L-NYO1
SF01-ATL1
SFO2-ALPH
SFOL-DEDSH
AF-3altlLake
HOTSTON-PHX
Fer_circuit
SEr_Clrcuit
Lecture_Pipe
Jackzsonwville
JACER-SPLIT
JACES-SPLIT

| C2 CPU XCON Few HZ-0
FACILITY TEST EQUIPMENT  TEST
wl-1 05%64 off wl-Z 05%6d off
wl-1 0l*64 off wl-Z O01*64 off
wl-1 0l*64 off wl-Z O01*64 off
wl-1 0l*64 off wl-2 O0l*64 off
wl-1 0l%*64 off w2-1 01%*6d off
wl-2  0l*64 off w2-2 O01*6d off
ul-01 07+64 off wl-1 07%*6d off
ul-02z 07+64 off w2-2Z 07%6d off
ul-01 07%*64 off w2-1 07*64 off
01*64 spl wl-Z 0l*s4 spl
wl-1 0l*64 off wl-1 O0l*64 off
wl-2  0l%*64 off wl-Z 0l%*6d off
| Tla | pglUp | pgln | Main

Ser 01770
T¥PE TC
v nsa
V&S e&ll
V&S e&ll
V&S e&ll
v nsa
v nsa
d nsa
d nsa
bsd nsa
d noos
z/d noos
a/d moos

| 03-15-13 0&: 32

CIv
1o

p&s
3ig
pCm
1o

1o

nsa
nsa
nsa
n/a
n/a
n/a
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Figure5-71. TADS Restore Circuit Screen
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5.23.7 Terminate and L eave Access

5-86

The Terminate and Leave Access (TLA) circuit gives the data test center the capability to
terminate one or both directions of transmission on a circuit by inserting an unassigned
channel code (01111111) in the outgoing transmission path(s). The TLA featureisuseful in
circuit provisioning to turn circuits up and down remotely, and in testing multipoint circuitsto
isolate and remove noisy bridge legs from service.

Figure 5-72 showsthe TLA screen with the choice of Monitor (mon) or Unassigned Channel
Code (uca) to be applied to the highlighted circuit. (If TLA had been applied to a Split circuit,

the choices would have been spl or uca.)

ko | CZ2 CPU XCON Bew HZ2-0 Ser 01770 | 03-18-15 09:07
page: 1 of 1
CIRCUIT ID FACTLITY TEST EQUIPMENT TEST TYPE TC CHYW
SFO01-NY¥01 wl-1 05*64 off wl-2 05%64 off v ni/a no
SFO01-ATL1 wl-1 0l1*64 off wl-2 0l*6d off V&S e&ll p&s
SFOZ-ALTH wl-1 01%*64 off wl-2 0l*64d off V&S &I sig
SFO01-DEDSNH wl-1 0l*c4d off wl-2 0l*cd off V&S LA pom
2F-3altlake wl-1 0l*64d4 off w2-1 0l*ed off v nsa no
HOTSTON-FHX wl-=2 0l*64 off wa-2 0l*6d off v nisa no
ger_circuit  ul-01 0Y*64 off wl-1 07%ad off d nfa nfa
ger_circuit ul-02 0Y*6d off wi-2 07%ad off d nfa nfa
Lecture Pipe  wl-01 07%6d off wZ-1 07%6d off b/d nfa nifa
Jacksonwille wl-1 01*54 mon wl-2 0l*64d mon d woos  nfa
Monitor wl-1 0l*54 off wl-1 0l*6d off wsd woos  nfa
Monitor wl-2 0l*c4d off wl-2 0l*cd off msd moos nfa
Jacksonville wl-1  0l*64 B8  wl-2 0l%64 mon  d woos  nsa
T 0T uac
moNitor | split | Release | Tla | pygUp | pygDn | Main
Figure5-72.TLA Circuit State Screen
Table5-13. TLA Circuit State Screen Menu of Actions
Action Function
moNitor The Monitor command allows the user to create a monitor circuit at the
WAN interface. See section above.
spLit The Monitor command alows the user to create a split circuit at the WAN
interface. See section above.
Release The Release command allows the user to release and restore a split circuit or
amonitor circuit. See section above.
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Tla

The Terminate and Leave Access (TLA) command is the capability to
terminate one or both directions of transmission on acircuit. See section
above.

pgUp

The pgUp (Page Up) action isinitiated by pressing the "u" key. Since the
system can handle many different TADS circuits, you may fill the screen
allotment for data. New pages will be added automatically to accommodate
additional circuits. Use this command to scroll up through the pages of
TADS information.

pgDn

The pgDn (Page Down) action isinitiated by pressing the "d" key. This
action is similar to the pgUp command. Use this command to scroll down
through the pages of cross-connect information.

Main

Pressing "m" (Main) will return you to the cross-connect screen.

Reference Guide
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5.24 Checkingthe Time Slot Map

Once you select and assign the time slots, you can view the list of DS0 connections (the time
slot map) through the WAN card Cross-Connect Screen for cross-connect systems. You can
see the results of your assignments in the time slot map as follows:

Ko

00 -1 N s L W

1. From the Main Screen, select the WAN card in slot W-1.

2. Type“x" (Xcon) to bring up the time slot screen (see Figure 5-73 for T1 operation and
Figure 5-74 for E1 operation).

3. Selecting “m” (Main) to return users to the WAN card Main Screen.

4, Selecting “m” (Main) again will return users to the Main System Screen.

T3

D-15
D-16

D-17
D-1%
L-15

D-zo
D-Z1
D-Z2

| W4 DEx+DEx

CIRCUIT ID

user circuit
user circuit
user_circuit

user_circuit
user circuit
user_circuirt

user_circouit
user circuit
user_circuit

1 | Test | Main | reName

T3
13
14
15
16
17
13
19
20
21
22
23
£4

Few E3-0

HCON
u3i-4
u3i-4
1u3i-4

T3

D-23
D-Z4
D-2Z5

Ser 24825

CIRCUIT_ID

user_circuit
uger_circuit
uger_circuit

| 03-15-15 09:12
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Figure5-73.Typical Time Slot Screen for T1 Operation
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For Eltransmission (Figure5-74),timedot 0 and 16 arenot availablefor assignment on
either theHSU tableor thevoicecard timedots. Like T1 operationind/i mode, unspecified
time dots are automatically assigned to corresponding slots on the other WAN port on the

same card.
unknon | M1l CEPTHCEFT Rew &0-0 3er 00000 | 03-18-15 09:09
3 WCON TS CIRCUIT_ID Ta XCON T3 CIRCUIT_ID
0 frame align 64k la cas Gk
1 paReF SF01-ATL1
& wl-2 2 AF0Z-ALPH 15 ul-1 D-00 user_circuit
i wl-2 3 AF01-DRDAN 19 ul-1 D-01 user_circuit
4 wi-1 4 dF-Galtlake 20 ul-1 D-02 user_circuit
5 £l wul-1 D-03 user_circuit
g wl-2Z & Jacksonville £Z ul-1 D-04 user_circuit
7 £3 ul-1 D-05 user_circuit
g wl-2Z g 3F01-NY01 £4 wul-1 D-06 user_circuit
2 wl-2 8 SF01-NYO01 2a
10 wl-2 10 SFO1-NYO01 an
11 wl-2 11 AF01-NYO01 27
12 wl-2 12 SF01-NYO01 23
13 29
14 wl-1 & Monitor 30
13 3l
Refresh | Teat | Main | relame
Figure5-74.Typical Time Slot Screen in E1 Operation
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5.25 Recordingthe Time Slot Configuration

After setting up theinitial system configuration and define the time slot map, record this
information on paper. Recording theinitial configuration in alogical manner will help if you
have a problem later.

Record the information in away that makes sense to you and will be easy for othersto
understand. Also be sure to note the initial settings for each card in copies of the T1 or E1
operation tables provided in Table 5-14 and Table 5-15. Store dl initial configuration
information in a safe place where anyone needing to service the system can easily find it.

Table 5-14. Time Slot Recording Form for T1 Operation
WAN Port No. -

TS Number Card Type Port Number
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Table 5-15. Time Slot Recording Form for E1 Operation
WAN Port No. -

TS Number Card Type Port Number

©| 00f N O U1 B W N | O
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5.26

5.27

5-92

Redundant Operations

This section describes the redundancy features of the Integrated Access System, and provides
instructions for configuring the system with redundant elements.

The Integrated Access System can be configured with redundant (backup) critical system
elements. This feature switches operation from failed components to identical backup
replacements, thereby reducing the likelihood of service disruptions.

The four areas of redundant operation are the power system, the CPU card, WAN card,
ADPCM and Analog Bridge cards. These are described below.

Power Supply Redundancy

Each power supply component is designed to switch to abackup if aprimary unit fails. Also,
the defective unit will create a system alarm upon failure, to alert an operator so that the
necessary diagnostic and repair work can be initiated. The following power supply
components can have redundancy:

*  AC Power Supply

» DC Power Supply

* AC/DC Converter

* Ringing generator (master only; see below)

Upon failure, the LED on the AC-DC power converter will beturned off but will not gener ate

a system alarm (unless the system is equipped with the ALR 4+3PF Card (External Alarm
card).

If the primary ringing generator fails, an alarm will be generated and the LED will turn off. If
a backup ringing generator fails, the LED will turn off but no alarm will be generated by the
system.Should the master ringing generator fail, one of the slaves (if so equipped) will provide
asource for ringing to the shelf.

Reference Guide
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Figure 5-75 shows a System Main Screen with redundant power supplies, in which Power
Supply 1 (PS1) hasfailed. The power supply failureis noted in the alarm message PS1 O0S
in the upper right corner of the screen.

Unknown

slot Installed Status slot Installed Atatus

Cl CPU XCON asss IF INTF-ER

ca CPU XCON oos Tl DHS1T4 aass

Pl 0c3 -—aaaa-- Uz HaU-366x2 Tt

Pz PNE @ - a- 3 OHST4 oos

P3 4 0HST4 oos

1 DEXADER aa s 0HSU4 3385

2 OTAN-HOTIART aa e Fx& ZWx&S-& aazsszsss
3 OTAN--OTIART aa 7 E:zM dW<SER aasssss:s
4 PUANA+D 3 aa us SEUO-LD=10 atssssssss
Fl Pal RI RINGER

Fa Paz oos

3¥s

Alarms | Config | Del | accepT | Xcon | | Logout | sEr | Oos | cpusWtch

Figure 5-75.Typical Redundant-Power Supply System Main Screen
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3 0 Shelf | | 10-23-14 12:40
Installed Status Slot Installed htatus
CPU XCON EEEE IF INTF-F4+Ext
CPU XCON EDNT Il OH3T4 3=23=
Iz 0H3U4 gsss
I3 0H3U4 3333
74
CEPT+CEPT z2 5 OHSTU4 zgss
I&
DaXHD SN a3 oy
DEXADER EES i} SRO-LD=10 3333333332
P31 EI

CPU Card Redundancy

CPU card redundancy is valuable because the CPU card is essential to system operation. CPU
redundancy is supported using two CPU-7 XCON (CPU). The CPU card in dot C2 will bethe
redundant card for the CPU XCON card in slot C1, but only if they are both the same type
with the same level of Host Code, for example 7.5.x. For redundancy, the first two digits of
the Host Code must be the same, but the last digit does not matter.

A switch from one CPU card to the other is triggered by any of the following:

» A software command issued by an operator
*  Removal of the active CPU card from the system
»  Failure or malfunction of the active CPU card

During a CPU redundancy switch over, disruptions to voice and data traffic are possible but
momentary and traffic will recover automatically.

Figure 5-76 shows a System Main Screen with redundant CPU cards. The cardin dlot Cl is
active, and the card in slot C2 is redundant. To switch operation to the redundant CPU card,
press“w” to invoke the cpuswWtch command from the bottom highlighted line of this screen.
The system prompts you with a yes/no confirmation prompt, as shown.

Alarms | Config | Del | accepT | Xcon | s¥s | Logout | Oos | cpusitch

5-94

Figure 5-76.Manually Switching to a Redundant CPU

At the prompt, press“y”. The CPU card in slot C2 is now active, and the CPU cardin Clis
redundant (RDNT status), asshown in Figure5-77. These statesremain in effect on both cards
until you manually switch back to the CPU card in slot C1.
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7 3 0 Shelf | | 10-23-14 12:49
alot Installed aJtatus a3lot Installed Status
Cl CPU XCON IF INTF-F4+Ext
CZ CPU XCON asss Tl OHaT4 s=3s3s
Il 2 OHaT4 s=3s3s
Iz I3 OH3T4 sa3s
P3 74

1 CEFTH+CEPT 35 5 DHS1T4 3535

2 &

3 DAXHD SN as 7

4 DEEAD SR 3= oz SRO-LD=10 S3333s8s333s

Fl Pl RI

Fz

ALlarmz | Config | Del | accepT | Xcon | 8¥s | Logout | Oos | cpusWtch

Figure 5-77.Typical System with CPU Switchover Completed

When configuring asystem with 8000-CPU w/Ethernet card, you must usetwo CPU cardsand
cable both to the LAN to keep the Ethernet port functioning after a CPU switch. The
illustration abovein Figure 5-77 shows asystem wherethe Ethernet port isassigned and active
for management.
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5.29.1
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WAN Card Redundancy

Both T1 and E1 WAN redundancy are supported in cross-connect systems.

The cross-connect system allows 1:N redundancy with an WAN-R-T1 ow WAN-R-E1 WAN
in slot W4 protecting the WAN-T1 or WAN-E1 WANs in slot W1 through W3. Only WAN
cardswith identical DSX, CEPT and/or CSU modules and configured the same are protected.
The WAN-R-T1 and WAN-R-E1 1:N redundancy protects against WAN card failure only, it
does not protect against T1/EL facility failure. The WAN-R-T1 and WAN-R-E1 WAN card in
slot W4 must not have any T1L/E1 connectionsasit will disturb the signal and cause a constant
CGA alarm to be logged.

WAN redundancy switching can be initiated by one of the following:

» A software command issued by the operator

*  Removal of the active WAN card from the system

e  Failure of the active WAN port or card

*  CGA aarm declaration on the active WAN port or card

During aWAN redundancy switch, voice and data traffic are momentarily disrupted, and
transmission then recovers automatically.

Cross-Connect WAN Card Redundancy Switching

In cross-connect systems, WAN redundancy requires a WAN-R DUAL card in slot W4 (as
marked on its faceplate g ector). This card becomes a redundant card for the WAN cardsin
slots W1 through W3 if it is equipped with matching DSX/CEPT, CSU, or HDSL modules,
and if those modules are installed in the same positions on both WAN cards. This protection
scheme is known as 1-in-N redundancy. When a switch occurs, arelay on the WAN-R card
switches the output of that card to the corresponding pins on the WAN connector of the
Interface card.

The following restrictions apply to cross-connect WAN redundancy:

You must install the WAN-R card in slot W4 for redundancy. If you install itin slot W1,
W2 or W3, it will work only as a standard WAN card with two ports.

For the 801x60 WAN series, if the plug-in modules on the WAN-R card do not match
thoseon acardin dot W1, W2, or W3, the WAN-R card will not behave asa backup for
that active WAN card. For the 801x70 WAN series, the strapping of the card must match
the WAN card that isbeing protected. The system will not reject the card, but it will not
switch even if the active WAN card fails. NOTE: Use of WAN 801x60 and 801x70 cardsin
the same shelf is supported, however the 801470 card should be used in the WAN-R slot when
mixing cards. The 801x70 cards take longer to initialize then the 801x60 cards. In case the
IMACS shelf isrestarted, the 801x60 cardswill always come up faster then the 801x70 cards.
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Therefore if asituation occurs (such as a shelf restart or power cycle), an 801460 card in the
RDNT slot will swiftly comeinto service, and therefore take over traffic for an 801070 which
isstill booting up. When mixing cards, the 801470 card should beused inthe RDNT slot (W4)
to prevent undesired protection switches in case of a system re-initialization.

If astandard WAN card isin slot W4, the system does not support WAN redundancy.

In cross-connect systems, switching always occurs on both ports of aWAN card. Therefore,
both portsof all active WAN cards must have the same plug-in modules as the redundant-card
ports.

Figure 5-78 shows a System Main Screen for a cross-connect system with WAN card
redundancy. In this example, the DSX ports of the WAN cardsin dots W1, W2, and W3 are
backed up by the DSX ports of the WAN card in slot W4. The redundant WAN card in slot
W4 takes over for the first active WAN card that fails.

Uk nown | | lo-23-14 12:30
Slot Installed IJtatus 3lot Installed 3tatus
Cl CPU xCON asss IF INTF-F+Ext
[ CPU XCON FDNT Ul OCU-DPx5 Zs535
rl uz OHZT4 aass
Pz Uz OCU-DPx10 33338353338
P33 FRExEE g=3ss8s3s885s U4 H5U-530x4 tass

1 DAEADEX aa us OCUO-DPEx5 sss3s

2 DAEADEX aa ua SFUO-LDx10 a3s3333333

3 DEFADEX aa u7? SPI-238x10 3ssssttoLt

4 DEFADEX rr s DEM-4 Zass

Fl Pl RI RINGEER

Fa Pz

Alarms | Config | Del | accepT | Xecon | 8¥= | Logout | Oos | cpuslitch

Figure 5-78.Typical Cross-Connect System with WAN Card Redundancy
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Figure 5-79 8shows a WAN Card Main Screen for the card in slot W1 with port 1-1 selected.
To force a switch, press “w” (sWitch command), then press"y" to complete the switch. The
traffic on the WAN card in slot W1 will be switched to the WAN-R card in slot W4. TheMain
System Screen (see Figure 5-79) now shows both ports of the card in slot W4 as active port

(Status = aa) and the ports on the card in slot W1 as redundant (Status = rr).

Unkrnown

E3F/HIMZ REP
EEF. THFHL
FDNT RULES
ROTE

x
bt
=]
1]

| W1 DAEXADEN

D
¥ OO
dd
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ni/a
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126
none
off
off
off
0l
off
wito
none
10e-4
oos
none

0K to switch to the redundant WAN (v/n)z?

Bev 4A0-0 Ser 00004 | 10-23-14 12:33 I
D
STATE acty
MODE ¥Con
FORMAT dd
LINE CODE hizs
PULSE n/a
LINE LEN 133
SLIPF LIM 126
ATSSALM none
LINE LE off
LOCAL LE off
CH LE off
LE ADDE 0l
LE GEN off
LE DET wito
EAF/NM2 RP none
EER THEHD 10e-4
EDNT RULES oos
GROUP none |
.
atat | Test | sWitch | Main

| Tndo | Befresh | ¥con | Perf | Far

Figure 5-79.Switching to a Redundant Cross-Connect WAN Card

In addition to the status of the WAN card changing, the IMACS shelf will aso raise the
WAN-rr alarm to indicate that a protection switch is currently active.
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Il 2 OHaT4 aass

Iz I3 OCO-DPx10 EEEEEEEEE

333ss323s 74 HEUO-5304 tass
1 rr 5 OCO-DPEx5 sss3s
z aa )3 SRO-LD=10 4333333333
3 DEHEADER aa 7 SRIO-232x10 ssssstoott
4 DEHEADER aa s DEM-4 Zgss
Pal BRI RINGEER

Fz P3z

Llarms

| Config | Del | accepT | | Logout | Oos | cpusWtch

Xoon | 3¥s

Figure 5-80.Typical Cross-Connect WAN Card Redundancy Switch in Progress

5.30 Interface Card (IF) Redundancy

The Interface card (8000-1F, 8000-1F+EXT and 8000-IF+MODEM) cannot be spared in the
shelf for redundant operation. This card contains both the copper traces for the WAN
interfaces, but also contains the terminal driver technology and can provide an on-board
MODEM interface and timing sync card depending on the type of IF card installed. In order
to provide redundancy, the IF card has been split into two parts, whereas the outward facing
WAN facilities are on one half of the card, while the other half contains al the logic parts to
provide intelligent operations. This separates active and passive components on the card, and
should an active devicefail for any reason, the upper haf of the IF card can be field replaced.
This splitting of active and passive operations of the unit supplies the ability to replace any
failureinthe field while maintaining WAN connectivity. By this method, the | F card provides
aredundant operation that can be serviced in the field.
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5.31 ADPCM Card Redundancy

The Integrated Access System can also have ADPCM cards, which use voice compression
technology to effectively increase the digital voice transmission capabilities of voice cards
(E&M, FXS, or FXO) or WAN links. See Server Card Reference Guide for more information
on the ADPCM card.

Each system can have up to three ADPCM cards in slots P1 through P3, depending on slot
availability. In systemswith two or three ADPCM cards, any of those cards can be selected as
the redundant (backup) card. There are no restrictions on chassis slot order.

Figure 5-81 shows a system with three ADPCM cards. The ADPCM cardindlot Plis
highlighted. Pressing <Enter> will bring up the ADPCM Main Screen shown in Figure 5-82.

7 3 0 Shelf | | 10-23-14 13:04 I
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1 CEPTHCEPT as Uk OHST4 R

2 &

3 DaX4D S a= 7

4 DAEADEX 33 us SEUO-LD=10 3333333333

Fl Pal FI

Fa

Alarms | Config | Del | accepT | Xcon | s¥s | Logout | Oos | cpusltch

Figure 5-81.Typical System with ADPCM Cards
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Figure 5-82.Typical ADPCM Card Main Screen

To choose aredundant ADPCM card for the system, proceed as follows:
1. Go to the System Main Screen (if you are not already there).

2. Select the desired ADPCM card from the System Main Screen, and press <Enter> to
go to the Main Screen of that card. Figure 5-82 shows the card in slot P1 is chosen.

3. Highlight the STATE parameter of any ADPCM port on the card, and pressthe <Enter>

key. This changesthe STATE setting to rdnt. The entire ADPCM card now becomes the
redundant ADPCM card for the system once the change has been saved.
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The System Main Screen now looks like Figure 5-83. The status of all ADPCM ports of the
cadindot Plis“r”.
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Figure 5-83.Typical ADPCM Card Redundancy

If the card in slot P2 or P3 fails, the entire voice compression network will switch to the
redundant card in dot P1. When the Out of Service condition isrepaired, the ADPCM card in
the dot that previoudly failed becomes the redundant card for the system.

The system does not require any ADPCM cardsto be redundant. All three slots (P1 to P3) can
be used for normal traffic on ADPCM voice networks.
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5.32 Analog Bridge Card Redundancy

The Integrated Access System can also have Analog Bridge Server cards, which can combine
E& M circuits and / or WAN links into one of 32 possible conference bridging circuits. See
“Analog Bridging Server Card” on page 1for more information on the Analog Bridge card.

Each system can have up to two Analog Bridge cards in slots P1 to P3, depending on slot
availability. In systemswith two Analog Bridge cards, either of those cards can be selected as
the redundant (backup) card. There are no restrictions on chassis slot order.

Figure 5-84 shows a system with two Analog Bridge cards. The Analog Bridge card in slot P3
is highlighted. Pressing <Enter> will bring up the Analog Bridge Main Screen shown in

Figure 5-85.

7 3 0 Shelf | | 05-01-00 2Z:50
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Figure 5-84.Typical System with dual Analog Bridge Cards
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Ghelf FZ BRIDGE

Few L2-0 3er 00075 | 05-01-00 22:53

2 3 4 5 f 7 g
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0de 0de 0de 0de 0de 0de 0de 0de

Jave | Undo | Befr | Copy | < | = sWitch | Ports | All ports | Goto | Main

Figure 5-85.Analog Bridge Card Main Screen

To choose a redundant Analog Bridge card for the system, proceed as follows:
1. Go to the System Main Screen (if you are not already there).
2. Select the desired Analog Bridge card from the System Main Screen, and press

<Enter> to go to the Main Screen of that card. Figure 5-85 1showsthe card in slot P2 is
chosen.

3. Highlight the STATE parameter of any Analog Bridge port on the card, and pressthe
<Enter> key. Then use the arrow key to select rdnt from the options, and return onceitis
high-lighted. Thiswill change the STATE setting to rdnt, and the operator will be asked
to confirm that the card (al ports) will be changed to rdnt. Confirm the query, and the
entire Analog Bridge card will now become the redundant Analog Bridge card for the
system as seen below in Figure 5-86.

7 3 0 Shelf | F3 EBRIDGE
ersion #:1.0.5
w1 T2 *3 4 *5 G w7 w3

Few 40-0 Ser 00000 | 05-01-00 22:49
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GAIN 0dE 0dE 0dE 0de 0de 0de 0de 0de
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Figure 5-86.Changing the Analog Bridge card to Redundant
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The System Main Screen now looks like Figure 5-87. The status of all Analog Bridge ports
of thecardinslot P3is“r”.
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Figure 5-87.Analog Bridge Card in Redundant Mode

If the card in slot P2 fails, the entire conference bridge network will switch to the redundant
card in dot P3 after abrief interruption in service. When the Out of Service condition is
repaired, the Analog Bridge card in the slot that previously failed will initialize as the
redundant card for the system.

The system does not require any Analog Bridge cardsto be redundant. All three slots (P1 to
P3) can be used for normal traffic on Analog Bridge voice networks.
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5.33 PWE Card Redundancy

The IMACS can also have two Pseudowire (PWE) Server cards, which can convert all native
TDM termination points and send out the TDM data over the I P packet uplink after the TDM

to | P packet conversion.

A system can have up to two PWE cardsin slots P1, P2 and P3, depending on slot availability.
In systems with two PWE cards, either of those cards can be selected as the redundant
(backup) card. There are no restrictions on chassis dot order.

Figure 5-84 shows a system with two PWE cards. The PWE card in slot P3 is highlighted.
Pressing <Enter> will bring up the PWE Main Screen shown in Figure 5-85.
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Figure 5-88.Typical System with dual PWE Cards
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Figure 5-89.PWE Card Main Screen

To choose a redundant PWE card for the system, proceed as follows:

1. From the System Main Screen select the desired PWE card and press <Enter>to go to
the Main Screen of that card. Figure 5-85 1shows the card in slot P3 is chosen.

3. Highlight the STATE parameter of the PWE card, and pressthe <Enter> key. Then use
the arrow key to select rdnt from the options, and return once it is high-lighted as
illustrated above in Figure 5-85. This will change the STATE setting to rdnt, and then
savethe change. No parameters need to be change or filled in, asupon a PWE card switch
all the active card settings will be transferred to the rdnt.
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The System Main Screen now looks like Figure 5-87. The status of all PWE ports of the card
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Figure 5-90.PWE Card in Redundant Mode

If the card in dlot P1 fails, the PWE uplink will switch to the redundant card in slot P3 after a
brief interruption in service. When the Out of Service condition isrepaired, the PWE cardin
the dot that previoudly failed will initialize as the redundant card for the system.

If asecond PWE card isinserted into the system, the only applicable function that it can serve
is as a redundant card.

5.34 System Redundancy

5.34.1 Alternate Mapping Table (AMT)

From the XCON screen, the user can accessthe AMT feature. Thefeature can not be activated
if OC3 or PWE card uplinks are used on the shelf.
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5.34.2

4dd | uPdate |
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dElete | pglUp | pgDn | View all | Tads | {amt Options || Main
-

Figure 5-91.Xcon Screen - amt Options

Selecting ‘O’ from the XCON screen for the amt Options takes the user to the Alternative
Mapping Table (AMT) feature, as described in the following section.

Included in the feature changes are associated syslog events. See“ SY SLOG” on page 24. for
new syslog eventsrelated to the ATMT feature.

Alternative Mapping Table

The Alternative Mapping Table (AMT) feature allows for a secondary configuration to be
prepared and ready in case of adeemed system emergency which requiresthe IMACS traffic
and services to be reconfigured. The concept behind thisisthat in a normally functioning
environment the IMACS will carry amaximum of eight T1 or E1 facilitiesto the far-end. In
an emergency, perhaps only two T1 or E1 facilities are 'guaranteed' by the service provider.
The AMT feature alows for critical services and customersto be reconfigured to use these
‘emergency’ facilities. The AMT feature assumes that the far-end circuit will be mapped
differently aswell, as both ends must switch to an aternate map for the feature to be effective.

There are two methods to create an AMT MAP. The non-service affecting method uses the
tool REMOTE AMT with a second remote node required to setup the alternative map. A
database backup of the original node being configured is captured and edited on the remote
shelf for usein an emergency by using therEtrieve option. The database backup isloaded and
the cross-connections are manually changed in order to set up the AMT MAP using normal,
IMACS provisioning functions. This edited database is then transferred back to the original
node viaftftp.

The second, service-affecting setup for the AMT MAP featureisby using ACTIVE AMT to
create the AMT MAP. This method offers the benefit of making alterations to an existing
customer configuration or to a pre-existing AMT MAP. To use this option, start by using the
Copy option to create an AMT MAP that is an exact duplicate of the currently running
configuration. The user would then manually switch to this new backup configuration, and
then make any changes to the configuration to be used in an emergency or AMT active
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situation. Please note however, that thisis a service affecting procedur e, and changes made
in this mode are both instantly implemented on the shelf, aswell aswritten to the alternative
map for use when the feature is set to active in the case of an emergency.

There are two alarms associated with AMT. ThefirstisAMT ACT which indicates that the
AMT MAP s active on the shelf. Thisadarm will remain active until amanual switchis
performed to switch back to the normal operating configuration.

The second alarm is SYNCAMT. This alarm indicates that the installed cards on the system
do not match the installed cards on the AMT MAP. When this occurs, NO AUTOMATIC
SWITCHING will beperformed until thesituation isremedied. For the use of thisfeature,
the stored configuration cannot and will not be used, and invalidatesthe ability to switch. This
alarm can be resolved by creating anew AMT MAP by one of the two methods described
above.

To access the AMT feature, the user needs to go to the sY stem level where the AMT feature
exists, as seenin figure Figure 5-92 on page 5-110. You can see from this Figure that the user
has to choose which provisioning method to use for AMT. The remote AMT (rem amT) isa
non-service affecting method to provision the circuits, but requires the use of a second shelf.
The other optionis Act AMT (Act amt), which alows for on-shelf provisioning. This latter
method is a service affecting method to provision the emergency circuit setup.

| Alternate Mapping Table Options | 09-03-13

Active amt | Femote amt | awmt Help | Main

Figure 5-92.Alter native Mapping Table Options Screen

We will address these two setup methods in the following two sections. The remote AMT
procedure does not require any impact to the shelf in question, so we will cover that method
first.

Remote AMT

AMT REMOTE is anon-service affecting way of provisioning an alternative
Cross-connection mapping table using an offline or remote IMACS shelf, consisting of only a
CPU-7 processor and one of the supported Interface cards. Please note that the interface card
used in the remote shelf should be of the same type as the in the working shelf. This
configuration’s sole purposeisto rEtrieve and load aworking systems database, and allow the
operator ameans to edit the working configuration without the consequences of ain-service
outage. Theremote AMT main screen is seen below in Figure 5-93.
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Node 23

| AMT EEMOTE NODE MGHT | 08-03-13 14:31

WAN PORTL WAN PORTZ

1 ALARM 5EL Dizahle

Z ALARM 3EL Dizahle Di=zahle

3 ALARM 3EL Disahle Disahle

4 ALAPM 3EL Dizahle Dizsahle

TRIGGER Ay of the abowve

LITTO SWITCH off

FESTART P1 nao

FESTART P2 nao

FESTART P3 no

Sawe | Undo | Fefresh | rEtriewve | Backup | Help | Main

Figure5-93.Remote AMT Main screen

This procedure requires the use of a tftp server and both systems must have IP service
connectivity. Theidea location for the remote editing node isin alab where | P connectivity
can belocally controlled.

NODE SETUP PROCEDURE:

8. Fromthe IMACS shelf wherethe AMT MAP feature is desired, login to the shelf and go
to the sY slevel, and then choose the Backup function. Choose the PROTOCOL of tftp,
and then choose Go. The system will begin a backup of the running database. Note that a
TFTP server must be operational in order for the database capture to be successful.

REMOTE NODE SETUP PROCEDURE:

1. Ontheremote shelf, ensure that only asingle CPU-7 and appropriate |F card are installed.

2. Logon to the remote shelf, and go to the sY slevel and select Z to zip the system. Confirm
at both promptsto erase all pre-existing configuration data. The IMACS shelf will reboot
as aresult of this action.

3. Logon to the remote shelf using the default admin/admin username and password.

4. Navigateto the active CPU, carriage return, and then select tcp/l p to enter P information
on the remote system.
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Alarmns

. From the CPU XCON IP screen, enter avalid |P address and subnet mask scheme for

Ethernet TFTP access to the IMACS system. Save these changes and return to the main
menu.

. From the IMACS Main menu, once again select the sY s level, then choose the rem amT

menu option.

. Atthe AMT REMOTE NODE MGMT screen, chooserEtrieve. Thiscommand allowsthe

nodeto pull in the working systems saved configuration as an alternative map. Choose the
name of the file created under the NODE SETUP PROCEDURE above. The remote
IMACS shelf will reboot to completely install the captured database.

. Oncerestored, the remote shelf and working shelf will have the same | P address. It would

be prudent to remove the | P connectivity at thistime.

. Logintotheremote shelf, and note all the appropriate OOS alarms. A typical remote shelf
is seen blow in Figure 5-94. Thisis normal, as the operating system database will report
all the missing cards. Also notethe AMT ACT alarm will be raised, to indicate the
aternative map is presently active and being edited. These are all normal and expected
system behaviors.

11-06-12 17:30

In=talled ISTRAVE- LT ACT C1-1

Status

Config Logout cpuslitch

5-112

Figure 5-94.Remote shelf with database restored

10. Asthefinal step to the alternative map configuration, make any and all configuration

changes that are desired to become part of the active configuration during an emergency.
Please remember to save each and every change desired, as with normal IMACS
configuration changes. NOT E: Creating the alternate map providesthe user with the same
editor as expected on IMACS. Care must betaken on provisioning the services, as normal
idiosyncrasies exist. For example, setting up an LD-SRU service at 9600 sync and then
changing the WAN will cause the circuit to revert back to 300 baud, async and stdby
status. Careful provisioning and checking are required to ensure proper service
provisioning on the aternate map.
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11. Onceall changes have been madeto enable an emergency IMACS configuration, navigate
back to the sYs/ rem amT level and select Backup from this screen. NOTE: This backup
must be used to backup an alternative map. Failure to use the backup command from the
rem amT screen will fail to put the proper AMT flag surrounding the information, and the
alternate map will not be correctly installed.

12. If removed, reconnect the IP connection and save the newly created alternative map to a
TFTP server.

INSATLLING THE AMT MAP ON THE WORKING SHELF:

1. Now that an alternative map is created and exists, you must pull it into your working shelf.
To accomplish this, go to the sYs/ Act amt level.

2. Fromthe AMT MGMT screen, choose rEstore to pull in the alternate map created in step
11 above. Thiswill write the configuration to be used in the case of an emergency onto
the IMACS in the protected storage area of memory for use upon operator command or
one of the triggers set below initiates switching to the alternative map.

3. Theuser isnow set to enable the trigger events, as seenin See “ALARM FILTER
TRIGGERS.” on page 115.

5.34.2.2 Active AMT
AMT ACTIVE is aservice affecting method to provision an Alternative MAP, or AMT.

An AMT MAPisan aternate set of cross-connectionsthat can be used when afacility failsin
order to maintain service for critical customers. The alternate mapping table is inactive and
secondary to the active base mapping table. Switching to the alternate map (AMT MAP) may
be activated manually by the user at any time, or performed automatically upon user
designated T1/E1 facility failure trigger settingsin the ACT AMT menu screen. The Active
AMT provisioning screen is seen below in Figure 5-95.
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Node 23

TRIGEER

LITTO SWITCH off
FESTART P1 no
RESTART P2 no
START P3 no
SJawve | Tndo | Refresh | sWitch | Backup | rEstore | Copy | Help | Main

1 ALAFM 3EL Diisable
£ ALLAPHM 3EL Dizable Dizable
3 ALARM 3EL Disable Diisable
4 ALARPM 3EL Disable Diisable

| AMT MGMT
Wil PORTL WAN PORTZ

| 09-03-13 14:33

Ay of the abowe

Figure 5-95.Active AMT main screen

AnAMT MAP can also be created on aremote node and loaded via the rEstore function. See
the AMT help for remote operation.

SWITCHING SETUP PROCEDURE:

R4

5-114

Note: Thisversion of the AMT set up process is service effecting.

1. Fromthe AMT MGMT menu screen select Copy. This function copiesthe active

cross-connect mapping table and storesit in the reserved aternative mapping table storage
area.

. From“AMT MGMT” menu screen select sWitch. This function switchesfrom the active

connectionsto the ALT MAP connections, and activatesthe AMT ACT alarm. At this
point the active and AMT map cross-connections are identical, so a momentary service
disruption may occur.

. The alarm banner will now display the AMT ACT alarm. This confirmsthat the AMT

feature is now active, and the system is running from the alternative map. Now the user
can make changesto the configuration settings of the User, Server, WAN, CPU and IF slot
menu screens. Please note that changes at this time are actively written to the shelf
changing the running configuration, as well as to the Alternative Map to be activated in
case of emergency.
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4. Once al desired configuration settings have been completed for the aternate map, the
user then needs to return to the AMT MGMT menu screen.

5. Fromthe AMT MGMT menu screen select Backup. This function makes a backup copy
of the ALT MAP using TFTP. Thisrequiresthat a TFTP server is running and reachable
on the customers | P network.

6. Fromthe AMT MGMT menu screen select sWitch. Thisfunction switchesfromthe active
ALT MAP back to the BASE MAP and restores the original cross-connections. Thiswill
clear the AMT ACT aarm, and normal service will be restored.

7. Theuser isnow set to enable the trigger events, as seen in See “ALARM FILTER
TRIGGERS.” on page 115.

5.34.2.3 ALARM FILTER TRIGGERS.

An example aarm filter setting screen is seen below in Figure 5-96.

Node 23 | ANT FEMOTE NODE MGMT

WAN PORTL WA PORTZ

| 09-03-13 14:31

1 ALARM 3EL Disable Dizable
2 ALAPM 3EL Disable Dizable
3 ALARM 3EL Disahble Disahle
4 ALARM 3EL Disahle Disahle
TRIGGER Any of the abowve

LITTO 3WITCH nft

FESTAET F1 no
FESTART F2 no
FESTART F3 no

SJave | Undo | Refresh | rEtriewe | Backup | Main

| Help

Figure5-96.Alarm Trigger selections

The AUTO SWITCH field must be set to ON to enable an automatic switch from the BASE
MAPto ALT MAP. The AUTO SWITCH field set to OFF disables automatic switching of the
mapping tables. Automatic switching fromBASE MAPto ALT MAPisgenerated by afacility
CGA failure alarm filter trigger. Select and ENABLE any single or combination of WAN
dlot(s) and port(s) as active alarm filter trigger settings to generate an automatic switch to the
AMT MAP.
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5.34.2.4

5.34.25
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If the user wants any single or combination of ENABLED WAN dlots and/or port(s) to
generate a switch to the ALT MAP, then set the AMT TRIGGER field to ANY OF THE
ABOVE.

If al of the ENABLED WAN dlot(s) and/or port(s) are desired to be in alarm before the
automatic switch to the AMT MAP, then set the AMT TRIGGER field to ALL OF THE
ABOVE. Note: Automatic switching is non-revertive and requires amanual sWitch to return
the system back to the base map configuration and operation.

SERVER CARD SETTINGS:

The RESTART P1, P2, and P3 fields select how each server card will be treated upon aswitch
to the alternate map. If the field isleft at the default of no, then the card will not be
automatically restarted on aswitch. If set to yes, then the card will berestarted upon aswWitch
to or from the alternate map.

ALARM INFORMATION

There are two types of alarms associated with AMT. FirstisAMT ACT, which indicates that
the AMT MAP is active. Switching back to the base map clearsthis alarm. Second is the
SYNCAMT alarm which indicates that the installed card hardware does not match the card
configuration saved on the alternative map. This alarm informs the user that the stored AMT
MAP isnow not valid for the currently running configuration, and a new AMT map must be
created using one of the two AMT map creation methods. With alarm is occurring, NO
AUTOMATIC SWITCHING can be performed until anew map is created, or the newly
introduced hardwareisdeleted. Thisalarm essentialy indicatesthat the AMT MAPfeatureis
effectively disabled.

QUICK TIPS:

The Copy function makes a copy of the active configuration and storesit into the ALT MAP
memory location.

The Backup function saves a copy of the ALT MAP via TFTP only when operating during
normal BASE MAP operation.

An ALT MAP file created on aremote node may be loaded via TFTP using the rEstore
function.

The sWitch is the manual switch from the BASE MAP to the ALT MAP or from the ALT
MAP to the BASE MAP.
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Chapter 6
System Testing and Diagnostics

6.1 Introduction

This chapter describes the Integrated A ccess Systems’ comprehensive set of built-in
diagnostic tools that enable the operator to remotely troubleshoot and resolve problems.
Throughout the user card chapters in this system reference guide are brief explanations of
system testing and problem solving. However this chapter was designed to provide a “full
picture” of what this Integrated Access System is capable of providing.

6.2 Integral Test Capabilities

The Integrated Access System provides diagnostics capabilities to resolve problems. There
are system-generated alarm messages described in Chapter 4. System Configuration and
Operation, the integral diagnostics capabilities of this system include Bit Error Rate Testers
(BERTS) on data cards, tone generators on analog voice cards, the ability to manipulate the
anal og leads and the digital signaling bits of voice circuits and extensive loopback generation
and detection capability on many system elements.

The ability to initiate loopbacks at various pointsin a circuit, coupled with the ability to
generate and receive test signals and to collect performance and error information, enable the
operator to systematically troubleshoot circuit problems. It allowsthe operator to determineif
the problem residesin the system, and whether the problem can be isolated down to a specific
Field Replaceable Unit (FRU) within the system. Since all of these diagnostic tools can be
operated from aremote VT100 terminal, troubleshooting begins immediately without
dispatching an on-site technician.
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6.3 User Card Diagnostics

6.3.1 WAN Diagnostics

Software-initiated diagnosticson T1 and E1 WAN aggregatesincludelooping the WAN signal
toward the network (line loopback) or the system (local loopback) and placing any one of the
DS0 channels that make up the WAN signa in local loopback. The table below list detailed

information on the diagnostic capabilities of the WAN cards.

L oopbacks TlCSU TLDSX E1J/CEPT/HDSL
On-Card loopbacks

T1/E1 Line loopback Toward Network Yes Yes Yes
T1/E1 Local loopback Toward User Yes Yes Yes
DS0 Channel loopback Toward Network No No No
DS0 Channel loopback Toward User Yes Yes Yes
In-Band loopback Code Generation

Industry-Standard T1/E1 Loop-Up Code Yes Yes N/A
Industry-Standard T1/E1 Loop-Down Code Yes Yes N/A
In-Band loopback Code Detection

Industry-Standard T1/E1 Loop-Up Code Yes Yes N/A
Industry-Standard T1/E1 Loop-Down Code Yes Yes N/A
Bit Error Rate Tester (BERT)

Patterns Supported

All 1s Yes Yes Yes
All Os Yes Yes Yes
11 Yes Yes Yes
1.7 Yes Yes Yes
511 No No No
2047 No No No
3:24 Yes Yes Yes
QRSS Yes Yes Yes
BERT Direction

Toward User No No No
Toward Network Yes Yes Yes
Satistics Gathered by BERT

Bit Errors (BE) Yes Yes Yes
Errored Seconds (ES) Yes Yes Yes
Severely Errored Seconds (SES) Yes Yes Yes
Consecutive Severely Errored Seconds Yes Yes Yes
Out of Synchronization Seconds (OOS) Yes Yes Yes
Bit Error Rate (BER) Yes Yes Yes
Elapsed Seconds (ELAP) Yes Yes Yes
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6.3.2 Voice Diagnostics

The software-initiated diagnostics supported are voice cardsinclude the setting of both analog

and digital loopbacks toward the network and the generation of Quiet Tone and a Digital

MilliWatt signal on aport-by-port basis. The operator can also monitor and set the state of the
analog leads of any FXS, FXO or E& M port. They can set and monitor the state of the ABCD

signaling hits of the digitized voice signal. In cross-connect system, test functionality also

includesthe ability to generate test tones (300Hz, 1 kHz and 3 kHz) and transmit those toward
the user side or the network side of the system. The table below shows detailed information

on the diagnostic capabilities of the Voice cards.

4-wire
2-wireE&M 4-wireE&M Extended 2-wireFXS 2-wire FXO

E&M
On-Card loopbacks
Analog Toward Network Yes Yes Yes Yes Yes
Digital Toward Network Yes Yes Yes Yes Yes
Signaling Manipulation
Set Status of Analog Interface Leads Yes Yes Yes Yes Yes
Set Transmit ABCD Signaling Bits Yes Yes Yes Yes Yes
Set Receive ABCD Signaling Bits Yes Yes Yes Yes Yes
Monitor Status of Analog Interface Yes Yes Yes Yes Yes
Leads
Monitor Status of Transmit ABCD Yes Yes Yes Yes Yes
Signaing Bits
Monitor Status of Receive ABCD Yes Yes Yes Yes Yes
Signaing Bits
Tone Generation
Tone Supported
300 Hz Yes Yes Yes Yes Yes
1kHz Yes Yes Yes Yes Yes
3kHz Yes Yes Yes Yes Yes
Quiet Tone Yes Yes Yes Yes Yes
Digital MilliWatt Yes Yes Yes Yes Yes
Tone Direction
Toward User Yes Yes Yes Yes Yes
Toward Network Yes Yes Yes Yes Yes

6.3.3 Data Diagnostics

Data diagnostics support varies among data cards. Generally, data card diagnostics supported

include the setting of various levels of loopbacks toward the network or the attached DTE

equipment. Other support includes the ability to generate and respond to industry-standard
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loop-up and loop-down codes that are compatible with DDS, V.54 and/or Fractional T1 (FT1)
formats. The DSO-DP data card generates and detects DSO-DP loopback codes. The table
below shows detailed information on the diagnostic capabilities of the Data cards.

EIA530 V.35 HSU |EIA530/V.35 SRU OCU-DP DS0-DP

HSU 2-port 2-port HSU 4-port 2/5/10-port 4-port
L oopbacks
On-Card loopbacks
Toward DTE Yes Yes Yes Yes* Yes Yes
Toward Network Yes Yes Yes Yes Yes Yes
In-Band loopback
Code Generation
Latching DDS-OCU Yes Yes Yes Yes Yes Yes
Latching DDS-DSU Yes Yes Yes Yes No Yes
Latching DDS-CSU Yes Yes Yes Yes Yes Yes
Latching DDS-DSO Yes Yes Yes No Yes Yes
ITU(CCITT) V.54 Yes Yes Yes No No No
ANSI Fractional T1 Yes Yes Yes No No No
(FT1)
Control Lead
Handling
Set CTS Yes Yes Yes Yes N/A N/A
Set RLSD Yes Yes Yes Yes N/A N/A
Set DSR Yes Yes Yes No N/A N/A
Monitor RTS Yes Yes Yes Yes N/A N/A
Monitor DTR Yes Yes Yes No N/A N/A

* Generating an internal bert test pattern whilein DTE loopback is not supported on the 8225
series of Low Delay (LD) cards, the 8000-822560 nor 8000-L DSRU-10P.

6-4
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EIA530 V.35HSU EIA530/V.35 SRU OCU-DP DS0-DP

HSU 2-port 2-port HSU 4-port 2/5/10-port 4-port
Bit Error Rate Tester
(BERT)
Patterns Supported
All 1s Yes Yes Yes Yes Yes No
All Os Yes Yes Yes Yes Yes No
11 Yes Yes Yes Yes Yes No
1.7 Yes Yes Yes Yes Yes No
511 Yes Yes Yes Yes Yes No
2047 Yes Yes Yes Yes Yes No
QRSS Yes Yes Yes No Yes No
BERT Direction
Toward User No No No No Yes No
Toward Network Yes Yes Yes No Yes No
Satistics Gathered
by BERT
Bit Errors (BE) Yes Yes Yes Yes Yes No
Errored Seconds (ES) Yes Yes Yes Yes Yes No
Severely Errored Yes Yes Yes Yes Yes No
Seconds (SES)
Consecutive Severely Yes Yes Yes Yes Yes No
Errored Seconds
Out of Synchronization Yes Yes Yes Yes Yes No
Seconds (OOS)
Bit Error Rate (BER) Yes Yes Yes Yes Yes No
Elapsed Seconds Yes Yes Yes Yes Yes No
(ELAP)

Reference Guide 6-5



Diagnostics at the ‘X’ Cross-Connect OptionSystem Testing and Diagnostics

6.4 Diagnosticsat the ‘X’ Cross-Connect Option

6.4.1 Circuit Diagnostics

The cross-connect element adds another level of testing within the node and enhances the
system’s diagnostic capabilities. The operator may also monitor and set the state of the
Transmit and Receive ABCD signaling bits of adigitized voice circuit that is cross-connected
between WANSs. The table below shows detailed information on the diagnostic capabilities of

the circuits.
Voice . . SingleData  Super-rate
without \Qé:]?]:mtgh ?Z)SO pData
Signaling (64 Kbps) (N x 64 Kbps)

L oopbacks

L ocal loopbacks

Toward WAN1 Yes Yes Yes Yes
Toward WAN2 Yes Yes Yes Yes
Bit Error Rate Tester (BERT)

Patterns Supported

All 1s Yes Yes Yes Yes
All 0s Yes Yes Yes Yes
11 Yes Yes Yes Yes
1:7 Yes Yes Yes Yes
&OOS Yes Yes Yes Yes
BERT Direction

Toward WAN1 Yes Yes Yes Yes
Toward WAN2 Yes Yes Yes Yes
Tones Supported

300 Hz Yes Yes Yes Yes
1kHz Yes Yes Yes Yes
3kHz Yes Yes Yes Yes
Tone Direction

Toward WAN1 Yes Yes Yes Yes
Toward WAN2 Yes Yes Yes Yes
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Voice Voicewith SingleData  Super-rate
without Signaling DS0 Data
Signaling (64 Kbps) (N x 64 Kbps)
Signaling Manipulation
Toward WAN 1
Set Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Receive ABCD Signaling Bits N/A Yes N/A N/A
Toward WAN 2
Set Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Receive ABCD Signaling Bits N/A Yes N/A N/A
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6.5

Benefits of Built-In Diagnostics

Thereal power of the integral diagnostics of the Integrated Access System can be fully
appreciated when theindividual diagnostic tools are applied to everyday troubleshooting such
asthe oneillustrated in the following example.

The environment shown in Figure 6-1 consists of two integrated access devices connected by
aTlline. Thesearereferred to asthe Local IAD and the Remote |AD respectively. At thelocal
IAD, the DTE equipment is a co-located device providing a 56 Kpbs V.35 interface that is
connected to a V.35 HSU port. At the Remote IAD, an OCU-DP card that interfaces to the
4-wire DDS tail-circuit extends the 56 Kbps to a third location. Consequently, the Remote
IAD is equipped with an OCU-DP card that interfaces to the 4-wire DDS tail-circuit. At the
third location, the DDS circuit terminates in a generic, third-party DSU/CSU which in turn
provides a 56 Kbps V.35 interface to the remote DTE device.

The system operator can use the diagnostic tool kit to systematically troubleshoot the problem
on an end-to-end basis and to identify the faulty sub-system, evenif it is external to the
Integrated Access System. One way to systematically troubleshoot the problem isillustrated
in Figure 6-1. While there are many other approaches, in general, the procedure to follow is
to combine loopbacks that are generated either through software commands or via
industry-standard loop-up codes with Bit Error Rate Tests (BERTS) for data circuits, or test
tones for voice circuits. In the Integrated Access System, all of those tools are available as
integral features of the system and of the various cards. Each test determinesif a specific
sub-system is operating properly. In our example, after each test, the sub-systems that are
shown to be functioning properly are shaded in gray.

In Figure 6-1, the local HSU card is put in Local loopback and a BERT test is run from the
DTE. If successful, in Figure 6-1, diagnostics-3 the loopback sequenceis advanced by putting
the T1 link of the Local Integrated Access System in Local loopback and running BERT test
again. Thisalso teststhe cross-connect element of the local Integrated Access System if there
iS one present.
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In Figure 6-1, diagnostics 4, the T1 link of the remote Integrated Access Systemis configured
in Line Loopback. Alternatively, aloop up code can be sent from the local Integrated Access
System to put the T1 link of the remote Integrated Access System in Line loopback. This
processis repeated until the remote DTE is put in network loopback and tested as shown in
Figure 6-2, diagnostics 8.

Diagnostics 1

T1 Facility

S

W

T1 Facility

—

W

T1 Facility

S

W

T1 Facility

Local [=>= == cross- [

DTE HSU Connect T

v.35 Kd— =< Element -
Diagnostics 2

Local == | Cross- >

DTE HSU D Connect T1

v.35 = /| Element L
Diagnostics 3

Local = E=| cross: |

DTE HSU Connect D T

v.35 Kd— S Element /]
Diagnostics 4

Local == F>= cross- 4

DTE HSU Connect -

v.35 K — = Element s

DDS Facility
F>={ cross- > >
1 Connect ocur CSU/DSU
= Element | <H DP <
DDS Facility
F>= cross- > >
T1 Connect OIZ():PU/ CSU/DSU
== Element | <H <
DDS Facility
F>={ cross- > >
T Connect ocur CSU/DSU
= Element | <H bP <
DDS Facility
F>= cross- >4 >
T1 Connect ocur CSU/DSU
L Element | <H bpP 1

Figure 6-1.Built-In Diagnostics Example (Diagnostics 1 - 4)
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Diagnostics 5

CSU/DSU

Remote
DTE
v.35

CSU/DSU

T1 Facility DDS Facility
Local > H>=— cross- [ =" | Cross- P>
DTE HSU Connect T1 T1 D Connect OI:%J/
v.35 = Element | < /| Element | <
Diagnostics 6
T1 Facility DDS Facility
Local > F>= cross- > 1 F>— cross- >
DTE HSU Connect T1 T1 Connect ) ocu
v.35 ] Element | < L Element bpP 1
Diagnostics 7
T1 Facility DDS Facility
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Diagnostics 8 N N
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Diagnostics 9
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Figure 6-2.Built-1n Diagnostics Example (Diagnostics 4 - 8)
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6.6

6.6.1

6.6.2

Performance Monitoring

Thelntegrated Access System provides non-intrusive performance monitoring of T1 linesand
DDS circuits that terminate on OCU-DP cards. This capability is built into the system
software and does not require any special options or expensive externa equipment.

T1 Line Performance Monitoring

Performance monitoring, statistics gathering and performance reporting of T1 facilitiesis
supported in this system. In ESF format, CRC errors, Out-of-Frame errors, and Controlled
Slips are combined to provide line quality and performance statistics in accordance with
industry standards. In D4 format, Bipolar Violations (BPVs) are used instead of CRC errors.
The performance statistics are gathered and displayed in fifteen-minute intervals for the
preceding twenty-four hours. They include Errored Seconds, Unavailable Seconds, Severely
Errored Seconds, Bursty Errored Seconds, Loss Of Frame Count, and Slipped Seconds.

In ESF mode, these statistics are availabl e to the system operator as well asto the carrier or
service provider over the embedded 4 Kbps Facilities DataLink (FDL). Each ESF T1 facility
can beindependently programmed to support framing according to the AT& T 54016 standard
or the ANSI T1.403 standard or both simultaneously. Additionally, for each T1 in the system,
the operator may select an error rate threshold (from 10E-4 to 10E-9) which, if exceeded, will
cause the system to generate an Excessive Error Rate (EER) alarm.

While using transcoder operations for T1 that involve downstream tributaries, setting EER-3
to “report” will cause an alarm to appear on the local system when T1 transmission errors
exceed 10e-3 (1 in 1000). The local EER-3 alarm will identify the effected WAN link (i.e.,
W1-1) and takeit out of service. Simultaneously, the downstream tributary will receivean AIS
alarm to warn them of the condition.

DDS Line Performance Monitoring

Thetwo port OCU-DP card supports two methods of non-intrusive error correction. The first
isMajority Vote and appliesto lower datarates such as2.4, 4.8 and 9.6 Kbps. The other isthe
BCH method and appliesto data rates of 19.2 Kbps and 56 Kbps.

If an OCU-DP port has error correction enabled, then the system will collect and display
statistics on the performance of the circuit. Performance statistics include incoming (from the
T1 network) and outgoing (to the 4-wire DDS circuit) Errored Seconds, Severely Errored
Seconds and Consecutive Severely Errored Seconds and are displayed in one-hour intervals
for the preceding twenty-four hours.
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Chapter 7
System Cards

CPU Card

7.1 Introduction

The CPU isthe “brain” of the Integrated Access System and performs most of the
configuration, management, and common processing for the system. In addition the CPU card
provides the interconnection of WAN/User/Server Pulse Code Modulation (PCM) buses
through a bus connect or cross connect function. The Integrated Access System can have up
to 2 CPU cardswhich provide aredundant control and switching complex. If the primary CPU
fails, the standby takes over. A cross-connect for 256 DS0Os is utilized on the IMACS to
provide the user with complete flexibility for cross-connecting the available DSO’s.

7.2 CPU Card Description

7.21 CPU XCON with Ethernet Port (CPU)

The CPU XCON with Ethernet Port card controls the Integrated Access System. It performs
the following functions:

e Initializes the system upon power-up, and runs a self-test on all cards plugged into the
chassis at that time.
* Pollsall cardsin the system every second to determine their operating status.

»  Processes al incoming operator commands and displays the responsesin a series of
operator interface screens for each card in the system. The operator interface system
(local VT-100 terminal, remote computer, or network management system) connects to
the Interface card, which sends these commands to the CPU card for processing.

* Includes circuitry that allows you to cross-connect DSO time slots between T1 and E1
lines connected to the system WAN cards. Refer to the DS0 time s ot assignment
operations.

* Includes atest pattern generator for T1 and E1 line test purposes.
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»  Performsprimary-secondary CPU arbitration. In asystem with redundant CPU cards, the
two CPU cards communicate their statusto each other. If the primary CPU card fails, the
redundant card takes over and becomes the primary.

*  Enables Ethernet connection for remote management, configuration and downloading of
host code via a 10baseT Ethernet port.

7.2.1.1 Card Jumper/Switch Settings

The CPU-7 XCON with Ethernet Port Card has no jumpers asillustrated in Figure 7-1.

El

L O]
Cad

Figure 7-1.CPU-7 XCON with Ethernet Port

7.2.1.2 Installingthe CPU-7 XCON with Ethernet Port Card
Install the CPU-7 XCON with Ethernet Port card into slot C1 of the system chassis. Install

another identical CPU card into slot C2. The card in slot C1 will be the primary, and the card
in slot C2 will be the secondary. This CPU makes use of an FPGA (Field Programmable Gate
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Array) device, which takes approximately 35 seconds to load upon power-up. As a standby
processor, the CPU card will appear on the user interface map in an OOS state until the FPGA
has been successfully loaded.

v

Note: The CPU-7 seriesof processor cannot be used with any other processor card. Should
anything other then a CPU-7 series processor be present in the C1 or C2 slot,
switching over to the other processor will create data corruption, and will resultin a
system outage.

7.21.3 Setting Up CPU Ethernet Port
To setup the CPU Ethernet port with the CPU-7 hardware, perform the following steps:

1. Accessthe CPU TCPIP screen and enter the following settings:
a |IP ADDRESS: [device |IP address]

b. IPNETMASK: [IP mask]

c. DEFAULT IP PORT: nx64

d. DEFAULT IPUNIT: C1
2. Save the specified settings.

3. Access the nx64 screen using the "x" command and enter the following settings:
a Set Cltoactv;
b. Set format to "ether";

4. Save the specified settings.

5. Return to the tcp/lp screen by entering ‘m’

6. Set DEFAULT IP GATEWAY: [P gateway address]
7. Save the specified settings.

8. From a PC on the same IP network, enter:
a. Ping [device IP address]
b. Telnet [device IP address)|

9. Fromthe IMACS:
a. Ping PC on IP network
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10. From a PC on adifferent network than the | P network:
a. Ping [device IP address]
b. Telnet [device IP address|

11. From the IMACS, Ping PC on the network different from |P subnetwork.

Other settings are a so possible, such as setting the host CPU to gateway, and then route

Ethernet packets to adifferent IMACS across another nx64 port, FDL, SLIP/PPP or server
card.

Note: The CPU-7 board (CPU) should not be mixed in a shelf with any other CPU card.
Automati ¢ switching between the CPU and any other CPU isnot supported inthe case

of a hardwarefailure, and therefore a CPU-7 systemisonly supported for redundancy
when both CPU cards are CPU-7 packs.
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7.3 CPU Card User Screensand Settings

The CPU card has severa user interface screens for card configuration and network status
viewing purposes. These screens are described in the remainder of this chapter.

7.3.1 CPU Card Main Screen

Figure 7-2 shows the CPU Card Main Screen. You must configure the CPU card after logging
into the system for the first time. To view this screen, highlight the desired CPU card in the
System Main Screen and press <Enter>.

Node 121 | C2 CPU XXCOM Reyw 41-0 | 07-16-13 la&:53

Mode 121
Superuser
Manager
Operator
Viewer

Jystem Contact
Systenm Location

all
latch
off

Host 7.Z2.1 Voice 7.Z2.1
Eedundant Host 7.2.1 Voice 7.2.1

Gawve | Tndo | Refresh | Prt | tep/Ip | usrNames | ridius | Main

Figure 7-2.CPU Card Main Screen

The CPU card has numerous settings that you must configure. The CPU Main Screen displays
the status of each CPU card (active or redundant), the type of card installed, and the host and
voice software versions currently installed on that card. The settings are described in the next
few sections of this chapter.

The bottom highlighted line of the above screen shows a series of actions you can performin
thismenu. To perform an action, presstheletter key associated with the uppercase letter of the
desired action. For example, to save your card option settings after making them, press“s’ to
invoke the Save command. Table 7-1 lists and describes these actions.
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Table 7-1. CPU Card Main Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns al settings to the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e., performance and test data).

Prt Allows the user to print alarms to a remote device through the modem and/or
the DB-9 computer port on the Interface Card. Refer to the “ Printing Alarms
Remotely” section later in this chapter.

tep/lp Allows the user to configure for TCP/IP functionaity.

usrNames |[Manage the user names on the IMACs

rAdius Enable and disable the Radius feature

Main Returns you to the System Main Screen. If you made changes to any card
settings but did not save them yet, you will be prompted to save or |ose those
changes before exiting.

7.3.2 RADIUS Authentication

Part of NERC conformity is the ability to have centralized password authentication and
control. The basic way thisfeature worksisthat once enabled, all accessinto the IMACS shelf
is done through a password validation with a single point of control, the RADIUS
Authentication Server. Turning on this feature will deny all access to the IMACS unless
approved by the authentication server. The password authentication includes encryption of the
password string using the shared secret key. To enable the RADIUS authentication feature,
carriage return on the active CPU, and select 'A' for RADIUS. A screen such as below will

appear.

Hode 121 Z1 CPU XCOH

'ew A0-0

RADITUS Configuration

*

enabled

192 6E8.16.1

enabled

1812

77

£
Thi=StringippliesSecretPassvordStringlntoTheEncryptionForProtect

Tndo Refresh MHain

Figure 7-3.RADIUS options

To turn on RADIUS authentication, set the state to enabled. The user then needsto configure
the following:
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"SERVER: the IP address of the RADIUS server
"FALLBACK: see explanation below

"PORT: UDP port that the RADIUS server uses to receive authentication packets from
its clients. The default is 1812.

"TIMEOUT: How many seconds the system will wait for aresponse from the RADIUS
server. The default is 3.

"RETRIES: The number of attempts that the IMACS will try to authenticate the
password if there is no response from the server. The default is 3.

" SECRET: Thisisthe shared secret key between the IMACS and the RADIUS server.
The secret key is a case-sensitive text string up to 64 characterslong. The secret key on
the server must match exactly the secret key on the IMACS. Along with alpha-numeric
characters, these special characters are also allowed: ~! @#$%"&* ()_+\=-"{}[]:"";<>7/.,

Fallback allows for access to the IMACS shelf from the console port should the RADIUS
server not respond for whatever reason. The IMACswill then process username and password
authentication localy, asif the RADIUS feature were not enabled. Thisis only true if
RADIUS isturned on, fallback is enabled and the RADIUS server cannot be reached.

WARNING!Saving theRADIUS setup without fallback will from that point on requirethe

RADIUS server to authenticate the user. Failureto havethe server setup, or failureto be

ableto reach the server will deny the user accessto the node. Zhone Technologiesor its
affiliateswill not be able to grant accessto the IMACS shelf.

For the server side, the following Vendor Specific Attributes (VSA) are required in order to
authenticate the IMACS Radius authentication request:

Vendor 1D: 5504
Attribute: Zhone-IMACS-User-Group

The Zhone-IMACS-User-Group is an integer value ranging form 1-32 and this correlates to
the User Group Permissions as defined on the IMACS system.

When you define a user on the RADIUS server, you must also provide the
Zhone-IMACS-User-Group attribute associated with that user in order for the IMACS system
to pass the correct group privileges when the user logs into the system.

Following is an example from a FreeRADIUS server:
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AEEAEAEAXEEAEAAEAAXAXAEAAXAAXAAXAEAAXAXAAXAAXAAXAAXAXAAAAXAAXAAXAXAAXAAAAAXAAAAAhx*k

dictionary file

- add the following line to the dictionary file:

$INCLUDE dictionary.zhone

* % * kK *

dictionary.zhone file

HAEHHHH R R R

# Zhone IMACS

HAEHHHH R R R

VENDOR Zhone 5504

BEGIN-VENDOR Zhone

ATTRIBUTE Zhone-IMACS-User-Group 1 integer
END-VENDOR Zhone

AEEEAEAEAXEEAEAAAAXAXAEAAXAAXAAXAEAAXAXAAXAAXAAXAAXAAAAAXAAXAAAAAXAAAAAXAAAAAhx*X

users File

- add the following lines to the user file, one for each user:
frank Cleartext-Password := "frank"
Zhone-IMACS-User-Group = 1

AEXEEEAAEXAXAEAEAAAAXAXAEAAXAAXAAXAEAAXAXAAXAAAAAAXAXAAAAXAAXAAXAXAAXAAAAAAAAAAXhx*X

clients.conf file

- add the following lines to the clients._conf file, one for each system:
client 172.16.73.224 {
secret = abcdel2345

shortname = franklyn
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7.3.3

7.33.1

User Names, Passwords and Groups

Password updating is covered in Chapter 5. Refer to that chapter for full details on updating
and maintaining user names and passwords.You may want to change your system access
passwords frequently, in order to maintain optimum security on your network. The
recommended passwords are a minimum of 6 and no more than 12 charactersin length, are
not found in adictionary, and contain both letters and numbers. Because the system is
case-sensitive for password entries, you can mix uppercase and lowercase | etters to provide
more possible passwords.

Theuser administration functionisactivated by entering ‘n’ for usrNamesfromthe CPU Main
screen, as shown in Figure 7-2 on page 7-5.

The system supports 256 possible users. Each user is defined by the use of three entries or
fields. Thefields are editable by auser who has Administrator or Superuser access. Following
isabrief description to the user fields

Changing Your Passwords

The ability to update, del ete and manage the passwords to the IMACS shelf isfound under the
userName level on the CPU screen and covered in chapter Section 5.3.3 on page 5-6.

Table 7-2. usrName Screen Actions

Action Function

Refresh Re-paints the current screen

Add Allows you to add a user

Del Allows you to delete a user

Group Displays the Group settings and access level permissions.

Login Log |Providesthelast 20 login and logout events.

pgup Pages up

pgdn Pages down.

Main Returns you to the CPU Main Screen. If you made changes to any port
settings but did not save them yet, you will be prompted to save or lose those
changes before exiting.

Refresh

Selecting ‘R’ for refresh will renew the data presented on the screen.

Add

To add auser, choose the A function. Use carriage returns to update afield, and arrow keysto
move around in the screen.
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CPU Card

Del

Selecting the ‘E’ delete function will allow the user to delete the user that the cursor is
currently positioned upon.

Group

Selecting ‘G’ will show the permissions for access to a Superuser that can be changed.

Login Log

Selecting ‘L’ will take the user to ascreen wheretheloginlogisstored. Thistableisread-only,
and will display the last twenty login and logout events.Figure 7-4 shows how atypical entry

will appear.
Node 83

otal Logs: Z20.

ENTEY USEFNAME

o0 =1 O on s L

IPRTETH
IPRTETH
admin
admin
admin
IPRTFPRPZ
admin
admin
IPRTPPRPZ
IPRTPPRPZ
admin
admin
admin
admin
IPRTFPRPZ
IPRTFPRPZ

Refresh | palp

Page 1 of 2

LOGIN
01-03-13
01-08-13

01-08-13
01-08-13
01-03-13

01-03-13
01-03-13
01-08-13

01-08-13
01-08-13
01-03-13
01-03-13
01-03-13

| pgbnn | Clear

Cz CPO XCON

14:
14:

14:
15:
15:

15:
15:
15:

16:
17:
17:
17:
17:

0l
04

59
a7
03

49
49
49

32
22
27
£9
29

Rew Al-

STATITS

cfg change
cfg change
timed out
logged out
logged in
cfg change
logged out
logged in
cfg change
cfg change
logged out
timed out
logged out
logged in
cfg change
cfg change

Main

0 &er 07003

LOGOTUT

0l-08-13
0l-08-13

01-03-13

0l-08-13
0l-08-13
01-08-13

14:
15:

15:

15:
lG:
17:

32
0l

11

50
47
23

01-17-13 16:54

7-10

pgup

Selecting the * U’ function will cause the screen to page up, if applicable.

Figure 7-4.Login L og Sample Display
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7.3.3.2

pgDn

Selecting the ‘D’ function will cause the screen to page down, if applicable.

Main

Selecting the ‘M’ function will return the user back one level to the CPU Main Screen.

Other CPU Card Settings

You also must set the additional card parameters described below in the CPU Card Main
Screen. Most of these are user-defined alphanumeric entries. To make new entriesin these
fields, first press <Enter> to highlight the current entry in the lower left of the screen. Then,
type the new data on the keyboard. If you make a mistake, press either the backspace or
<Delete> key to back up the cursor and erase the incorrect characters. Then, retypethe correct
characters. Finally, press <Enter> again to store the new entry in the field.

NODE ID

Inthisfield, enter a 14-character node namefor the Integrated Access System. Thisentry must
be unique for each system in your network. It can have alphanumeric characters and spaces.
The NODE ID string is used by SNMP as the sysName.

SUPERUSER / MANAGER / OPERATOR

Each of these fields are treated identically within the IMACS for SNMP access levels. The
each allow for a14-character community string for verification purposesto be used for SNMP
read/write access to the Zhone MIBS. These strings alow numbers, lower and uppercase
letters as well as specia characters.

VIEWER

In thisfield, enter a 14-character community string to be used for SNMP read only access to
the Zhone MIBS. Allows numbers, lower and uppercase |etters as well as specia characters.

PUBLIC

Inthisfield, enter a 14-character community string to be used for SNMP read access to the
standard mib-2. Allows numbers, lower and uppercase |etters aswell as specia characters.
The default community string to grant accessis all lowercase “public”, which alows for
read-only accessto standard mib-2. The IMACS default is all blank, which disallows public
standard mib-2 access
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SYSCONT

In thisfield, enter the name of a person to contact for questions about the Integrated Access
System. Thisfield can have up to 23 alphanumeric characters, including spaces. For
convenience, use the system administrator’s namein this field.

SYSLOC

Inthisfield, specify thelocation of the Integrated Access System. Thisfield can have upto 23
alphanumeric characters, including spaces.

SYSPH#

Type the phone number of the Integrated Access System in thisfield. This phone number is
used by aremote operator to access the system for a V T-100 session, via either ISDN
D-channel dialing or aRemote IMACS Terminal System (RITS). You can enter up to 10
numeric charactersin this field. However, do not include any dashesin this entry.

ALRM SEQ

The Alarm Sequence setting establishes how the sequence number for alarmsisgenerated. Set
thisoption to all if you want any alarm generated by the system to be assigned a sequence
number. Or, set thisfield to report if you want only the alarms set to report to have sequence
numbers.

ACO

The Alarm Cutoff (ACQO) option reports a status to you based on the latch (condition held) or
cur (current condition) setting.

FCR

FCR standsfor Fast Circuit Restore, and will allow traffic circuitsto restore activity afteraT1
line failure faster than what is recommended in the T1 specification. This feature may have
applicationsin ‘ protective relaying circuits', assuming that random data received during the
period of the outage is acceptable

With FCR Off - Default

Integrated Access System operation follows the standard requirements of service restoration
for failureslf aT1lineor WAN cardfails, the system will generate either ared or yellow alarm
and will clear CGA-RED and CGA-YEL darms per standard definitions.
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FCR On

With FCR On the Integrated Access System will bypass the standard equipment. The system
will clear CGA-RED and CGA-YEL aarmsimmediately after a T1 frameisrecovered. This
will allow restoration of the voice and data circuits within 700 400ms.

Printing Alarms Remotely

Integrated Access Systems are typically placed in unattended locations (equipment closets,
etc.). If no oneis present to detect alarms that might occur, a system administrator has no way
of knowing whether or not the system isworking properly.

The solution to this network management problem isthe Print Alarm feature. Each system unit
can be programmed to call a predetermined telephone number at specific intervals and report
the presence of selected system alarms. Choose alarmsto print remotely by selecting the
Report option in the alarm filters.

You can use either an external modem or the internal modem (2.4 kbps) on many of the
Interface cardsto send system alarmsto aremote logging device, such asaprinter or personal
compulter. If using theinternal modem, the remote device should be connectedto aV.22bis2.4
kbps asynchronous modem set to auto-answer mode, eight data bits, one stop bit, and no
parity. When the modem connected to the remote logging device answers, the system sends
the alarm messages as a string of ASCI| characters formatted with carriage returns and line
feeds, then terminates the call. More information on this process can be found later in this
chapter.

A network administrator can also call the phone number associated with the system modem
and initiate atwo-way, interactive VT-100 session with the system to determine the nature of
the problem and dispatch technicians if necessary.

Another Network Management solution is the TCP/IP feature discussed later in this chapter.
Note that if the TCP/IP network management system is active, the Print Alarm feature
will not operate.

Using the TCP/IP feature automatically converts alarm messages into SNMP traps for
forwarding to downstream NM S equipment.
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To get to the CPU Print Alarm screen in Figure 7-5, press “p” to choose the Prt command
from the CPU Card Main Screen.

Node 121 2 Fev Al-0 | 07-16-13 17:03

PRT ALARMSY

PET PHONE#

PET EETEY

PET ATTEMPTS

FPET MALJLCEIT

PET MIN:INFO
mumher
alarm
model
address
Linme
Severity

Undo | Eefrezh | Main

Figure 7-5.Typical CPU Print Alarm Screen

Table 7-3 liststhe operations that can be performed from the Print Alarm Screen above. These
appear on the highlighted line at the bottom of the screen.

Table 7-3. Print Alarm Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
Refresh Used on Monitoring Screens to update statistics, and on other screensto
redraw them.
Main Returns to the CPU Card Main Screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.
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Table 7-4 summarizes the option settings for the CPU Print Alarm Screen. These settings are
also described in the following paragraphs.

Table 7-4. Print Alarm Screen Options and Defaults

Parameter User Options Notes Default

PRT ALARMS off direct modem 1 off

PRT Phone# telephone number (up to 14 numbers)

PRT RETRY 1to 60 1

PRT ATTEMPTS 1t0 99 1

PRT MAJ.CRIT 1to 500 1

PRT MIN&INFO 1 to 32000 1

ELEMENT 1 aarm model address time severity 2 number
number empty

ELEMENT 2 aarm model address time severity 2 aarm
number empty

ELEMENT 3 aarm model address time severity 2 model
number empty

ELEMENT 4 aarm model address time severity 2 address
number empty

ELEMENT 5 aarm model address time severity 2 time
number empty

ELEMENT 6 aarm model address time severity 2 severity
number empty

Notes:
1. The Print Alarms option must be off if TCP/IPison.

2. The choice of “empty” will eliminate that element from the NMS report.

PRT ALARMS

The Print Alarms option allows you to choose a remote device for alarm condition reporting.
The system uses the modem (if present) on the Interface card to call aremote device or
Network Management System. The system sends the alarm information for all alarm filters
set to Report in the Alarm Filters screen. Refer to Chapter 4 System Configuration and
Operation.

Set the Print Alarms setting to off to disable all external aarm-generated messages. Choose
direct to send all alarmsreported sincethelast report cycleto alocal devicethrough the DB-9
computer port of the Interface card. The modem setting sends all alarms reported since the
last report cycle to aremote dial -up device through the modem port.

The remote device may be any asynchronous ASCII device that can accept lines of text up to

80 characterslong. It must support XON/X OFF flow control and be capable of attaching to an
asynchronous dia-up modem. Figure 7-6 shows an OOS alarm reported to a remote device.
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Theremote device’smodem must be compatiblewith CCITT V.22bisand support connections
at 2.4 kbps. Set the remote modem for auto-answer mode. Both the remote device and
modem should be set for 8 data bits, 1 stop bit and no parity.
PRT PHONE#
The Print Phone Number field shows the number the modem dials to report alarms to the
remote device. This number can be up to 14 digitslong.
PRT RETRY
The Print Retry field specifies the amount of time the system will wait between attempts to
redial the remote device. Theretry interva can be from 1 to 60 minutes.
PRT ATTEMPTS
The Print Attempts field is the maximum number of times the system will try to contact the
remote device before giving up. The number of attempts can be from 1 to 99.
PRT, MAJ&CRIT
The Print Major field specifies the maximum amount of time the system will wait from the
occurrence of amajor alarm until it placesacall tothe external devicetoreportit. Thisinterval
cycle can be from 1 to 500 seconds. All alarm reports designated as M aj or will be reported at
that time. For example, if you specify an interval cycle of 5 minutes (300 seconds), every
major alarm occurring during that interval will be reported at the end of that cycle.
The Print Major and Critical interval cycle starts from the most recent of:

1. The end of the last Major alarm cycle (if no alarms occur).

2. When parameters are saved using the Save command from the Menu of Actions.

3. Forty (40) seconds after the last alarm message is reported.

PRT MIN&INFO

The Print Minor field is the maximum time the system will wait from the occurrence of a
minor alarm until it places a call to the remote device to report it. Thisinterval cycle can be
from 1 to 32,000 seconds. All alarm reports designated as Minor will be reported at that time.
For example, if you specify aninterval cycle of 60 minutes (3600 seconds), every minor alarm
that occurs during that interval will be reported at the end of that cycle.

The Print Minor interval cycle starts from the most recent of any of the following:
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1. The end of the last Minor alarm cycle (if no alarms occur).
2. When parameters are saved viathe Save command from the Menu of Actions.
3. Forty (40) seconds after the last alarm message is reported.

When the specified interval cycle for mgjor or minor alarmsis reached, the system will send
alist of the accumulated alarms sorted by the el ements below. To avoid congestion, alarm
reporting islimited at the remote device or Network Management System to thefirst 40 lines
of non-reported alarms. The system will then wait 40 seconds and send the next 40 lines, and
continue sending in that fashion (i.e., send 40 lines, wait 40 seconds) until it finishesthe entire
list of non-reported alarms. The next interval cycle starts 40 seconds after the last alarm

message is reported.

ELEMENT 1-6

The Element 1 through Element 6 fields show the six alarm configuration elements (alarm,
model, address, time, severity, number, and empty). These el ements can be arranged in any
user-defined order. For instance, one user may want the order of the alarm configuration to be
severity, time, model, address, alarm, and number, while another user might prefer the
sequence to be model, time, alarm, address severity, and number. Use the six Element fields
to order these variables as desired.

Figure 7-6 showsatypical remote printout of alarmsreported by an Integrated A ccess System.
In this example, the Node Name (NO) is"Node_1," the Acknowledgment Number (AK) is7,
the Alarm Number (NU) is 38. Thisis an Out of Service alarm (AL = OOS); it was reported
by aModel (ML) 8840 Card in chassis slot P2 (UN = P2). The alarm began on 3/20/96 at
14:44:12 (2:44 p.m.) and ended on 3/20/96 at 16:12:16 (4:12 p.m.). The Severity level of this
alarm is Critical (SV =C).

NO=Node_1, AK=7,

NU=00038, AL=00S, M.=8840, UN=P2, ON=03- 20- 96
14: 44: 12,

OF=03-20-96 16:12:16, Sv=C

END

Figure 7-6.Typical Alarm Printout
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TCP/IP Network M anagement

This section presents another type of Network Management System (NMS) for diagnosing
and reporting trouble at unsupervised locations. The SNMP and TELNET configuration can
connect using this alternate method. Both formats can usethe 4 kbps FDL (Facility DataLink)
of an ESF-framed T1link, the SA4 onan E1link, aNx64 onaT21 or E1link (see Section 7.5.1
on page 7-47), or the computer port of the Interface card via SLIP or PPP protocol.

If you do not understand the NM S concepts of |P addressing, SNMP, SLIP or PPP, TELNET,
and Ping, please consult with your network administrator before attempting to install or repair
components presented in this section.

If you have a small number of remote units to manage, one of the Network Management
System optionsisto use aB7R (Bit-7 Redundant) card at the NM S site. Up to eight remote
system units send alarm information on the FDL/SA4 of aT1/El link to either aDACSIIO or
eight individual DS0s, and multiplex the contentsinto asingle 38.4 kbps asynchronous circuit
viathe SLIP protocol. This datais used by a communication server or terminal server for
routing to aLocal Area Network.

If the FDL is used to transmit and receive information, aDACSII or DACSII 1SX (3.0 or
higher) is used to convert the FDL/IP information to afull DSO time dot. On a point-to-point
circuit, aDACSIIO isnot needed. See Figure 7-7.

#1 4Kbps TCP/IP
FDL Circuits

#2 Up to 8 DS-0s

Single 38.4Kbps
T1/E1 % B Asynch SLIP Circuit .
X Terminal

; Server
System /

System DACS Il Concentrator Unit LAN

#6
System H

i Workstations
System

#8

Figure 7-7.Typical TCP/IP Network Management System
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Using I P addresses, you can communicate directly with the affected system, diagnose the
problem, and dispatch atechnician if necessary.

Figure 7-8 showsthe TCP/IP Screen. To accessthisscreen, press“l” (tcp/Ip) inthe CPU Card
Main Screen. Table 7-5 summarizes the actions that can be performed from this screen, and
Table 7-6 lists the TCP/IP Screen parameters and options.

Node 121

HOST IF 3TATE
HOST IF ADDR
HOST NETHMASE

DEFATLT IP PORT
DEFATLT IP 3LOT
DEFATLT IP UNIT
DEFATLT GATEWALY

Ca  CPO XCON Few A1-0 Ser 00070 | 07-16-13 17:04

1
172.16.73.121
255.,2585.255.0
host
rocbd
nfa
Cl
172.16.73. 254
0.0.0.0

o.o0.0.0

0.o0.0.0

rOute | Sawe | Undo | Refresh | nxXéd | syslog | Main
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Figure 7-8.Typical TCP/IP Screen
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Table 7-5. TCP/IP Screen Actions

Action Function

Ping Test whether the connected device responds to an echo request message.
After entering the IP address of the host device, the status line will display,
"Testing . . ." The next message indicatesif the host is alive or down.

Netstat Displays the Network Statistics. See below.

rOute Shows the Routing screen. See the “Routing” section below.

Save Saves changes to settings.

Undo Returns all settings to the last saved state.

Refresh Used on Testing and Monitoring screens to update statistics, and on other

screens to redraw the screen.

nX64 Used for nx64 kbps HDL C/FR connectivity to other Integrated Access
Systems as well as directly connecting to the MCC, IPR, FR at nx64 kbps.

sysLog

Access to turn on or off the syslog feature

Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

Table 7-6. TCP/I P Screen Options and Defaults

Parameter User Options Default
HOST IP STATE stdby actv stdby
HOST IPADDR IP address 0.0.0.0
HOST NETMASK Network 0.0.0.0
HOST TYPE host gateway host
DEFAULT IP PORT none loca wan servr nX64 none
DEFAULT IPSLOT n/a local wan (w1, w2, w3, w4) servr n/a
(P1, P2, P3) nx64

DEFAULT IPUNIT na 1-2 C1 C2 C3 C4 n‘a
RPT1 1P ADDR IP address 0.0.0.0
RPT1 COMMUN STR blank
RPT2 IP ADDR IP address 0.0.0.0
RPT2 COMMUN STR blank
RPT3 IP ADDR IP address 0.0.0.0
RPT3 COMMUN STR blank

HOST IP STATE

This parameter determines whether TCP/IP is active or inactive. Thisisthe master switch for
the host I P stack, and is required to be set active in order for any |P communication to go
through. The HOST IP STATE defaultsto stdby (standby) prior to configuration. You must
set it to actv (active) to enable TCP/IP.
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HOST ID ADDR

TheHost IP Addressisthe IP addressfor this specific system unit. If the B7R card is used for
thisNMS, the Port | P address must be the same as the one entered in the ADDR field of that
card.

HOST NETMASK

The Host Netmask is used to indicate how much of the IP addressis used for host addressing
and how much is used for network addressing.

If the B7R card is used for thisNM S, the CPU netmask address must be the same as the one
entered inthe NETM ASK field of that card.

HOST TYPE
The Host Typeis used to control |P forwarding. When Host Typeis set to gateway, |P
datagrams are allowed being forwarded. When Host Typeis set to host, no forwarding is

allowed. For IP forwarding (routing) to work correctly, aroute must be created in the routing
table.
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DEFAULT IP PORT

The Default | P Port setting (Figure 7-9), tellsthe CPU card where I P packetswill be sent when
there is no matching entry in the routing table. The options are none (no default route used),
local (SLIP/PPP over DB-9 seria port), wan (W1 W2 W3 W4) (FDL/SA4 or B7R [chosen on
the WAN card main screen with ESF/NMS RPT option]) servr (P1 P2 P3) (WAN DS0s or
Ethernet depending on type of server card) or nX64 (C1, C2, C3, C4 WAN nx64 ports).

If this parameter is set to local, wan or servr, the Print Alarms feature (mentioned in the
previous section) must be set to off. If local ischosen for this setting, the internal modem will
not operate.

If this parameter is set to nX 64, the default | P port selected is nX 64, packets will be directed
to one of the four NX64 ports selected (C1, C2, C3 or C4). (Refer to Default IP Unit below).

Ko
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HOST NETMASE
HOST TYPE
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DEFATLT IP 3LOT
DEFATLT IP UNIT
DEFATLT GATEWLY
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IP ADDR
COMMOM STR
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none local
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der 01770

1
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255.2585.2558.0
host
nfa
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172.16.73. 254
0.0.0.0
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O0:al:lbh:83:06:ea
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Figure 7-9.CPU Default | P Port Selection Screen
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DEFAULT IP SLOT

The Default IP Slot options are determined by the choice of Default |P Port. If off or local is
selected for that parameter, this option will show n/a. If wan is selected, the options for this
parameter will show W1-W4 (the WAN card dot that transmits and receives NM S
information). If servr is chosen, the options for this parameter will show P1-P3 (the server
card dlot that transmits and receives NM S information).

The Default 1P Slot option is not used when default | P port is set to nX64.

DEFAULT IP UNIT

The Default IP Unit (Figure 7-10) options are determined by the choice of Default | P Port. If
off or local is selected for that parameter, this option will show n/a. If wan is selected above,
the options for this parameter will be 1-2 (corresponding with the WAN port). If nX64 is
selected above, the options for this parameter will be C1, C2, C3 and C4.

Eiali4eRu)nal

HOST IF 3TATE

COMMUON STER

Cz

Ping | Netstat

| C2 CPUO XCON Few HZ2-0 Ser 01770

| 03-18-15 12:07

1
acty

HOST IP ADDER 172.16.73.149
HOST NETMASK 255, 255.255.0
HOST TYPE hast
DEFAULT IF PORT nx6d
DEFAULT IP SLOT n/a
DEFAULT IF UNIT
DEFAULT GATEWAY  172.16.73.254
IP ADDR 0.0.0.0
COMMUN STR
IP ADDR 0.0.0.0
COMMUN STR
IP ADDR 0.0.0.0

O0:al:lb:g3:06:ea

C3 Ca

| rOute | Sawve | Undo | Refresh | nxed | svyslog | Main
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Figure 7-10.CPU Default 1P Unit Selection Screen
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RPT1IP ADDR

TheRPT1 1P Addressisthe |P address of the first Network Management System host running
an SNMP trap server.

RPT1 COMMUN STR

The RPT1 Community String holds the community string for the first NM S host running a
SNMP trap server. The community string provides additional security by rejecting messages
that do not contain the correct string. There must be some entry in this field to enable RPT1.
RPT2IP ADDR

The RPT2 IP Address is the IP address of the second Network Management System host
running a SNMP trap server.

RPT2 COMMUN STR

The RPT2 Community String holds the community string for the second NM S host running a
SNMP trap server. The community string provides additional security by rejecting messages
that do not contain the correct string. There must be some entry in this field to enable RPT2.
RPT31P ADDR

TheRPT3IP Addressisthel P address of thethird Network Management System host running
an SNMP trap server.

RPT3 COMMUN STR

The RPT3 Community String holds the community string for the third NM S host running a

SNMP trap server. The community string provides additional security by rejecting messages
that do not contain the correct string. There must be an entry in thisfield to enable RPT3.

SYSLOG

SYSLOG alowsthe user to set up adevice that collectsall alarms, logs and events from any
number of IMACS shelves. This capability delivers on yet another NERC requirement for
logging. Included in the log are not only system events of a spontaneous nature, but also
security events such as login and logout and provisioning changes saved by a user. Any
number of SY SLOG servers exist, many of them free. Most servers allows the user to
configure the device to also generate save files, so that historical events can also be viewed.
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To setup up the SY SLOG service on the IMACS, the user must log in with administrative
privileges. Position on the active CPU, and press carriage return. On the CPU X CON screen,
then hit ‘1" for tcp/Ip and the screen below will appear.

node 13

HOST IP ATATE
HOST IP ADDE
HO5T NETHMASE

DEFATLT IP PORT
DEFATLT IP 3LOT
DEFAOLT IF TUNIT
DEFAULT GATETAY

Ping | Netstat | rlute |

Aer Q0070

C2 CPU XCON  Bewv 4l-0 | 03-15-13 11:59
acty
172.16.73.13
255.255.255.0
host

Tec6d

ni/a

Cl
172.16.73.254
0.0.0.0
Manager
0.0.0.0

0.0.0.0

Jave | Undo | Refresh | nXdd sy¥slog ! Main

Figure 7-11.SY SL OG server level

System Cards

Once at thislevel, simply hit 'L" to access the SY SLOG server setup screen, as shown in the
following illustration.

node 13 CPIT XCON Rewv 41-0 | 03-15-13 12:03

STILOG 3TATE
ST3LOG IF ADDRI
ST3LOG IP ADDRZ

172.16.72.82
172.16.73.213

Jave | Undo | Test | Eefresh | Main

Figure 7-12.SYSL OG level

The user can then activate the feature, and input up to two devicesfor event collection. Use of
the SY SLOG feature does require the use of IP addressing, so an IP network to the IMACS
must be established and maintained. Once established, the facility above allows for the
generation of atest message to be sent to the SY SLOG collector, to confirm connectivity.
Below is the result of that test using the 3CDaemon tool:
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w  Help
TFTP Server Time: | IP Address | Msg Twpe | Message
FTP Server Mar 15 12:09:14 172.16.73.13 user.inFu:u. Tesk Log
Mar 18 12:09:06 172.16.73.13  auth.notice  COMF SY¥SL 03-18-13 12:08 cfg change
Syslog Server Mar 18 12:08:35 local user.info Listening For Swslog messages on IP address: 172.1
Figure 7-13. SYSLOG server test log result
As seen above, the SY SL OG information includes the date and timestamp information.The
following illustrations show some of the various types of events noted. Thisisnot meant to be
an exhaustive list, but representative of the types of data captured by SY SLOG. Table 7-7
shows various CPU activities, aswell as card loading events.
Table 7-7. SYSLOG CPU / L oading events
Auth.Info JACTVSW switch C1to bank B1
Auth.Info |[CARD P1FLASH loaded XPRESSIP: 172.16.72.99 Name: iprtr_2.0.00.bin
Auth.Info |[CARD P1FLASH XM ODEM started
Auth.Info [CARD P2 FLASH loaded IP: 172.16.72.99 Name: ab2_105.bin
Auth.Info |[CARD U2 FLASH loaded IP: 172.16.72.148 Name: ohsu4_101.bin
Auth.Info |[CPU C1FLASH CKSUM 0x07b44425 loaded |P: 172.16.72.99 Name: a_7 b2.bin
Auth.Info |CPU C1FLASH XMODEM started
Auth.Info |[CPU C1 switch to bank B2
Auth.Info |[CPU SWITCH MANUAL todlot C1
Auth.Info INVRAM backup ascii
Auth.Info |[NVRAM backup to flash
Auth.Info [NVRAM backup xmodem
Auth.Info |[NVRAM restorefrom ascii
Auth.Info [NVRAM restore from flash
Auth.Notice| CONF NVRAM Restore 12-21-12 09:39 cfg change
Auth.Info |INVRAM tftp backup IP: 172.16.72.99 Name: DB_176 1219 timext.db
Auth.Info [NVRAM titp restoreflasn IP: 172.16.72.99 Name: DB_176_1219 timext.db
Auth.Info |[INVRAM xmodem restoreto flash started
Auth.Notice| REBOOT admin MANUAL OOS reboot
Auth.Info |AMT REMOTE retrievelP: 172.16.72.99 Name: a xmod_0611_4.db
Auth.Info |[AMT REMOTE backup IP: 172.16.72.99 Name: a_rnamt_0612_2.db
Auth.Info |AMT ACTIVE backup IP: 172.16.72.99 Name: a_amt_0612_2.db
Auth.Info |AMT ACTIVE restorelP: 172.16.72.99 Name: a_amt_0611_2.db
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Table 7-8 below illustrates alarm eventsthat are raised or cleared on the IMACS CPU-7 shelf.

Table 7-8. SYSLOG Alarm Indications
Syslog_Error CLEAR: 01487 W1 DSX+DSX M OOS

SysogError  |RAISE: 01487 W1 DSX+DSX M 0OS
SysogWarning |RAISE: 01530 W1-2 DSX+DSX mLOS

SysogError  |RAISE: 01531 W1I-1 DSX+DSX M CGA_RED

Sysog.info  |RAISE 011338 C2 CPU XCON T 0OS

Followingin Table 7-9 are notificationsin the SY SL OG feature of configuration changes. The
following table will report for different entities, such as (but not limited to): BRIDGE, EM,
FXS, FXO, HSU, OHSU, SRU, WAN, INTFS, IPRTRMAIN, ITCP, MCC, NODE,
NVRAM, SCC and USRADMIN.

Table 7-9. SYSLOG Configuration Change Notifications
Auth.Notice] CONF FXS 01-02-13 09:43 cfg change

Auth.Notice| CONF SRU 01-02-13 09:43 cfg change

Auth.Notice| CONF USRADMIN 01-02-13 09:40 cfg change

Auth.Notice] CONF REM_AMT 06-12-13 04:51 cfg change

Auth.Notice] CONF ACT_AMT 06-12-13 04:51 cfg change
Auth.Info |[AMT ACTIVE copy BASE MAPto AMT MAP
Auth.Info |[AMT switch back to main map

Auth.Info [AMT switch to alternate map

Auth.Info |[AMT switch triggered by WAN alarm

Auth.Info |RADIUS disabled

Auth.Info |RADIUS enabled

Auth.Alert |RADIUS server unreachable for USERID: admin

And finally, tracked by the SY SLOG feature are events spurred by provisioned users
accessing the system, or attempting to do so.

Table 7-10. SYSLOG USER ID tracking
Auth.Notice|USERID admin 12-21-12 14:00 timed out

Auth.Notice|USERID scott 12-21-12 13:25 logged in
Auth.Alert |USERID scott failed login
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Frames Receiwved

Frames Aborted on Receiwe
Frames to Transmit from Ahowve
Frames Transmitted

Frames Aborted on Transmit

Uk nown

Evytez Receiwved

Packetzs Received

Packetes Discarded
Packetes Dropped - buffer
Euffer Owerflow

palp | pogln | Fefresh | Main

Networ k Satistics Screens

The Network Statistics Screens provide maintenance and diagnostic information for the
different protocols supported by this equipment. The system starts accumulating statistics
when the TCP/IP Port is changed from off to local or wan, and it continues to store
information until it is turned off.

Figure 7-14 showsthefirst of four Network Statistics Screens, and Figure 7-15 through Figure
7-17 show the other three screens. To go to thefirst screen, press“n” inthe TCP/IP Screen to
choose Netstat from the bottom line of that screen. Table 7-11 lists the actions that can be
taken from the Network Statistics Screens, and the following paragraphs describe the
parametersin each screen.

Cz CPIT XCON Rewr H2-0 Ser 01770 | 03-18-15 1z2:08
NETSTAT Page 1 of 4 |

dize 240

] - c oo oo
=g —

=

O O O O O
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Figure 7-14.Typical Network Satistics Screen, Page 1

To move from one screen (page) to another, press “d” (pgDn) or “u” (pgUp). Pressing “d”
goesto the next-highest page number. If you are on Page 4 when you press“d”, you will wrap
aroundto Page 1. Pressing “ u” goesto the next-lowest page number. If you areon Page 1 when
you press “u”, you will wrap around to Page 4.
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Table 7-11. Network Satistics Screen Actions

Action Function

pgUp Scralls backward through network statistics, one page at atime. If you are
on thefirst screen (Page 1), automatically “wraps around” back to the fourth
screen (Page 4).

pgDn Scralls forward through network statistics, one page at atime. If you are on
Page 4, automatically “wraps around” back to Page 1.

Refresh Since the system does not update statistics automatically, the Refresh
command must be used to update information in statistics fields.

Main Returns to the TCP/IP Screen. If changes are made to settings and not
saved, you will be prompted to save or lose changes.

7421 SLIP Parameters

The Seria Line Interface Protocol (SLIP) parameters appear in the first Network Statistics
Screen (Figure 7-15). These are described below.

MTU Size

The MTU (Maximum Transmission Unit) Size field shows the largest number of user-data
(e.0., the largest size packet) that can be sent in asingle frame. The MTU for thissystemis
240 bytes.

Bytes Received

The Bytes Received field shows the number of bytes received by the local system from the
network host.

Packets Received

The Packets Received field shows the number of packets (unit of bytes, roughly similar to an
I P datagram) received by the local system from the network host.

Packets Discar ded
The Packets Discarded field shows the number of packets sent by the network host that were

discarded by the local system. Packets are discarded because they either exceed the MTU or
are not complete.
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Packets Dropped - Buffer

The Packets Dropped - Buffer field shows the number of incoming packets that were dropped
because there was not enough free memory to buffer them.

Buffer Overflow

The Buffer Overflow field shows the occurrences of buffer overflow at the local system.

Packets Sent Out

The Packets Sent Out field shows the number of packetstransmitted by thelocal system to the
network host.

Bytes Sent Out

The Bytes Sent Out field shows the number of bytes transmitted to the network host by the
local system.

FDL Parameters

TheFDL parametersalso appear in thefirst Network Statistics Screen (Figure 7-14). They are
described below.

MTU Size

The MTU (Maximum Transmission Unit) Size field shows the largest number of bytes that
can be sent in asingle frame. The default MTU is 240 bytes.

Frames Received

The Frames Received field showsthe number of framesreceived by thelocal system from the
network host.

Frames Aborted on Receive

The Frames Aborted on Receive field shows the number of frames that were aborted when

received by the local system from the network host. Frames are aborted because they either
exceed the MTU or are not complete.
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7423

Framesto Transmit from Above

The Frames to Transmit from Above field shows the number of frames that were sent by the
local system to the TCP layer of the network host.

Frames Transmitted

The Frames Transmitted field shows the number of frames sent from the local system to the
network host.

Frames Aborted on Transmit

The Frames Aborted on Transmit field shows the number of frames aborted when transmitted

by the local system to the network host. Frames are aborted because they either exceed the
MTU or are not complete.

| P Parameters

The IP parameters appear in the second Network Statistics Screen (Figure 7-15). These are
described bel ow.
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Figure 7-15.Typical Network Satistics Screen, Page 2

Default TTL

The Default TTL field shows the Time To Live for information packets from transmission to
delivery. The TTL for this system is 255 seconds.

Datagrams Received

The Datagrams Received field shows the number of |P datagrams (packets) received by the
local system from the network host.

Datagrams Discarded

The Datagrams Discarded field shows the number of datagrams that were discarded by the
local system.

7-32
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Datagrams Delivered Above

The Datagrams Delivered Above field shows the number of datagrams sent to the TCP layer
of the network host to the local system.

Datagrams From Above

The Datagrams From Above field shows the number of information or traps sent by the local
system to the UDP or TCP layer of the network host.

Datagrams Sent

The Datagrams Sent field shows the total number of datagrams sent by the local system to the
network host.

TX Discarded - RAM

The TX Discarded - RAM field shows the total number of datagrams sent by the local system
that were discarded due to lack of free RAM memory.

TX Discarded - Mailbox Short

The TX Discarded - mailbox short field shows the total number of datagrams aborted by the
local system because of amail subsystem overflow.

TX Discarded - Other

The TX Discarded - other field shows the total number of datagrams discarded due to other
causes.

7424 |1CMP Parameters

Thel CMP parametersal so appear in the second Network Statistics Screen (Figure 7-15). They
are described below.

M essages Sent

The Messages Sent field shows the number of |CM P messages sent by the local system to the
network host.
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Echo Requests Received

The Echo Requests Received field shows the number of "ping" message requests received by
local system by the network host. Thisfigureis part of the total messages received.

Echo Replies Sent

The Echo Replies Sent field shows the number of "ping" message requests transmitted to the
network host. Thisfigureis part of the total messages sent.

Echo Requests Sent

The Echo Requests Sent field shows the number of "ping" requests sent to the network host
by the local system. Thisfigureis part of the total messages sent.

Echo Replies Received

The Echo Replies Received field shows the number of "ping" message repliesreceived by the
local system. Thisfigureis part of the total messages received.

Destination Unreachable Sent

The Destination Unreachable Sent field shows the number of ICMP messages that were
discarded upon receipt by the network host because they were improperly addressed.
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7425 TCP SateParameters

The TCP state parameters appear in the third Network Statistics Screen (Figure 7-16). They
are described below.

unknonut | CZ& CPUT XCON Few H2-0 3er 01770 | 03-18-15 1Z2:09

NETSTAT Page 3 of 4
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Packets Betransmitted
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Connections Opened
Connections Closed
Connections Aborted
Packetz Tx Aborted - RAM
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Figure 7-16.Typical Network Statistics Screen, Page 3

Packets Received

The Packets Received field shows the number of TCP packets received by the local system
from the network host.

Packets Discarded - Checksum

The Packets Discarded - Checksum field shows the number of TCP packets that were
discarded by the local system because the checksum failed.

Packets Discarded - Port

The Packets Discarded - Port field shows the number of TCP packets that were discarded by
the local system because the port assignment was incorrect.
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Packets Discarded - Window

The Packets Discarded - Window field shows the number of TCP packetsthat were discarded
by the local system because the window data was incorrect.

Bytes Delivered Above

The Bytes Delivered Above field shows the number of information or traps sent from TCP
layer of the network host to the local system.

Bytes From Above

The Bytes From Above field shows the number of information or traps sent to the TCP layer
of the network host from the local system.

Packets Sent

The Packets Sent field shows the total number of TCP packets that were transmitted to the
network host by the local system.

ACKsReceved

The ACK S Received field showsthetotal number of acknowledgmentsthat were received by
the local system from the network host.

Packets Sent - Reset

The Packets Sent - reset field showsthe total number of TCP packets that were transmitted by
the network host to the local system.

Packets Sent- ACK

The Packets Sent - ACK field shows the total number of TCP acknowledgment packets that
were transmitted by the network host to the local system.

Packets Retr ansmitted

The Packets Retransmitted field shows the total number of TCP packets that were
retransmitted by the local system to the network host.
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RTT Increased

TheRTT Increased field showsthe number of timesthe retransmission time-out wasincreased
because the system was busy.

RTT Decreased

The RTT Decreased field shows the number of times the retransmission time-out was
decreased because the system was not busy.

Connections Opened

The Connections Opened field showsthetotal number of connectionsthat were opened by the
local system to the network host.

Connections Closed

The Connections Closed field shows the total number of connections that were closed by the
local system to the network host.

Connections Aborted

The Connections Aborted field shows the number of times the connection was aborted
because either the number of consecutive retransmissions was equal to 10 or retransmission
time-out was equal to 15 minutes.

Packets TX Aborted - RAM

The Packets TX Aborted - RAM field shows the total number of packets sent by the local
system which were aborted because of the lack of free RAM memory.
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7426 UDP Parameters

The UDP parameters appear in the fourth Network Statistics Screen (Figure 7-17). They are

described bel ow.
ko | C2 CPIT =CON Few HZ-0 2er 01770 | 03-18-15 12:10
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Figure 7-17.Typical Networ k Satistics Screen, Page 4

Packets From Above

The Packets From Above field shows the number of UDP packets sent by the local system to
the network host.

Packets Sent

The Packets Sent field shows the number of UDP packets transmitted from the local system
to the network host.
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7.4.2.7 TELNET Parameters
The TELNET parameters also appear in the fourth Network Statistics Screen (Figure 7-17).
They are described below.
Bytes Received

The Bytes Received field shows the total number of bytes that were received by the local
system from the network host.

Bytes Receive as Commands

The Bytes Received as Commands field shows the total number of bytes that were received
as commands by the local network from the network host.

Bytes Delivered Above

The Bytes Delivered Above field showsthe total number of bytesthat were transmitted by the
network host to the local system.

Bytes Replied as Commands

The Bytes Replied as Commands field shows the total number of bytes that were transmitted
as commands by the local system to the network host.

Bytes From Above

The Bytes From Above field shows the total number of bytes that were received by the
network host from the local system.

Bytes Sent

The Bytes Sent field showsthetotal number of bytesthat weretransmitted by thelocal system
to the network host.

Sessions Opened

The Sessions Opened field shows the total number of sessions that were opened by the local
system with the network host.
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Sessions Closed

The Sessions Closed field shows the total number of sessions that were closed by the local
system with the network host.

TX Wait for Buffer

The TX Wait for Buffer field shows the total number of transmissions that were delayed by
the local system for free memory in the buffer.

SNMP Parameters

The TELNET parameters also appear in the fourth Network Statistics Screen (Figure 7-17).
They are described below.

PDUs Sent

The PDUs Sent field shows the number of Protocol Data Units sent from the local system. A
Protocol Data Unit is a data object exchanged by protocol drivers, usually containing both
protocol control information and user data.

Traps Sent

The Traps Sent field showsthe total number of SNM P traps that were transmitted by the local
system to the network host.
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7.5 |P Packet Routing

The Integrated Access System supports multipoint routing of Internet Protocol (1P) between
al of itsinterfaces. These are: Serial Computer Port Interface, Server card interface (service
depends on type of card), 4 nx64 interfaces, and 8 WAN interfaces using FDL or B7R time
dlot 24 of aD4-framed T1 link, or the Facility DataLink (FDL) of an ESF-framed T1 link. For
E1 links IP datagrams are forwarded using time slot 31 or the SA4 (national) bit.

Touse B7R, FDL, or SA4, you must make an additional selection on the associated WAN
card. For T1 links, the selection is made viathe ESF/NMS RP parameter. For E1 links, itis
made viathe COM/NMS RP parameter. Refer to WAN Card and B7R Card Chapters for
further information.

All packetsarriving on any of the optional paths or thelocal port will betreated by the I P stack
asfollows:

» If the packet's destination address matches that system'’s address, the packet is processed
locally.

» |f the addressis not the same, the unit will search the routing table to find a remote
address that matches the destination of the packet.

» If amatch isnot found for the packet, it is routed to the interface specified in the DEF
DEST field. If the default destination matches the interface the packet arrived from, the
packet is dropped.

» |Pdatagramsgenerated asaresponseto arequest is sent back on the sameinterfaceit was
received from. For thisreason, ‘ ping’ may work without even though the routing tableis
not set up.

Figure 7-18 shows atypical routing arrangement. Although 24 units are used in this example,
the number of remote unitsis unlimited except for bandwidth and link-down considerations.
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Figure 7-18.Typical Routing Diagram

In Figure 7-18, 24 system units transmit alarm information to an | P routing system unit
(System 25) viathe optional paths of separate WAN links. The network administrator assigns
I P addresses for each system on the TCP/IP screen of each system’s ICPU card (HOST IP
ADDR). System 20 is connected by any of the optional pathsto System 25, which supports
NM S equipment (the communications server) with either alocal SLIP connection directly
from the CPU card or any optional path of aT1 or E1 WAN link. In this example, al alarms
received by any of the system unitswill be forwarded via system 25 to the NM S over asingle
WAN link.

Each of the 24 reporting units use NM Ss I P address as the RPT1 IP ADDR on the TCP/IP
screen of its CPU card.

Thelocal port isincluded to be ableto transmit the | P packets generated by the routing unit to
the same destination. In most cases, the DEF DEST of all units controlled by this router will
be the same place (either the local port or optional WAN paths to a distant location).

The Routing screen column headings are associated with the incoming WAN link associated

with the IP location of the remote systems. For example, if you expect incoming information
from system 1 on WAN 1-1, you assign the | P address for system 1 IP NET for WAN 1-1.
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Figure 7-19 shows the Routing Screen, and Table 7-12 lists the actions that can be performed
from that screen. Table 7-13 summarizes the available option settings and defaults for that
screen.

Unknown

age: 1 of 1

IF Het

SJave | Fefresh | Add | dE1 | Get | pgllp | pgDhn | Main

CZ CPU XCON Rew HZ-0 3Fer 01770

IF 3TATIC ROUTING

JubNetMazk SLOT/UNIT GATEWAY

| 03-18-15 12:11

Figure 7-19.Typical I P Routing Screen

Table 7-12. Routing Screen Actions

Action Function

Save Saves changes to settings.

Refresh Used on Testing and Monitoring screens to update statistics and on other
screens to redraw the screen.

Add Open the data entry screen to add aroute

del Delete aroute

Get Get information on routing destinations

PgUp Go to a previous page of routing paths

PdDn Go to the next page of routing paths

Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

System Cards
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Table 7-13. Settingsfor Routing Parameters

Parameter User Options Default
IPNET avalid IP address 0.0.0.0
SUBNETMASK avalid Netmask IP address 0.0.0.0
SLOT/UNIT wan: W1-1 through W4-2 wi-1

serv: P1-P3

user: not supported
local: COMP

nX64: C1 through C4

7-44

[P NET

The IP Net field shows the | P address of a device located on this system unit. This must bea
valid IP address.

SUBNETMASK

The Remote Netmask field shows the Netmask of a device located remotely from this system.
Any valid Netmask is acceptable. The remote netmask information is the same as that placed
on the remote unit’s TCP/IP screen.

SLOT/UNIT

The Default Destination specifies where to route packets received from a remote device and
the routing device to downstream NM S equipment (either the optional paths of a WAN link
or thelocal SLIP port).

Adding Routes

In the Routing Screen, type”a” (Add) to present adata entry screen. A dataline appears near
the bottom of the screen for the three address parameters of Table 7-13. Use the right/left
arrow keysto moveto thedesired field. Press <Enter> to present the corresponding dataentry
field (Figure 7-20). Type in the correct address parameters, up to three digits (0-255) in each
segment of the address, using the right arrow key to move to the next segment. Press <Enter>
again to move the entered address into the data line. Use the left/right arrow keysto move on
to the SubNet Mask and repeat the process. The Slot/Unit field offers the entry categories
shown in Figure 7-21. Scroll to the desired category and press <Enter> to present one of the
choices shown in Table 7-14. Scroll to the desired value and press <Enter>. When valid
address and destination parameters have been added, type “s’ to save the address (Figure
7-22). Thesystemwill not savean invalid address. To exit the Add screen without saving press
the up or down arrow keys.
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Delete a Route

In the Routing Screen, scroll to the route to be deleted. With the route highlighted, press e to
delete.

Get Information

To obtain addressing information, press g for Get. The system displays the destination
variables wan, serv, user, and local across the bottom of the screen. Use the | eft/right arrow
keysto scroll to the desired destination and press <Enter> to select. The choices available
under each of these options are then displayed. Now highlight the desired option and press
<Enter> again to initiate the search. The system responds:

Sending RIP Request. Please wait ...
Press any key to cancel

After the system send RIP request, the IP Static Routing screen will return, displaying valid
IP Net (address), SubNetMask, and Slot/Unit information.

| C& CPU XCON Jer 01770 | 03-15-15 l2:1&

UNKnown

age: 1 of 1 IP 3TATIC ROUTING

IP Net SubNetMask SLOT/UNIT GATEWAT

Figure 7-20.Routing Address Entry Screen
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| C2 CPUO XCON Few HZ2-0 Ser 01770 | 03-15-15 12:13

Eiali4eRu)nal

age: 1 of 1 IP STATIC ROUTING

IF Het JubNetMask JLOTAUNIT GATEWAY

192.168.2.1 255,255, 255,10 n/a

user local red

Figure 7-21.Sot/Unit Options Screen

Table 7-14. Slot/Unit Options

Slot/Unit Options Description Default
WAN wl-1 wl-2 w2-1 w2-2 w3-1 w3-2 w4-1 w4-2 |wl-1
SERV P1 P2 P3 P1
USER not supported n/a
LOCAL IF-2 IF-2
nX64 C1 through C4 C1

Unknown CZ CPU XCON Fewv HZ2-0

| Fer 01770 03-18-15 1l=:14
page: 1 of 1 IF 3TATIC ROUTIHG

IF Het JubNetMaszk SLOT/UNIT GATEWAY

192.168.2.1 255,255, 255.0 cz-c3 T

EEl cs

Figure 7-22.1P Satic Routing Information Screen
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unkrnont | CZ CPU XCON Few H2-0 SZer 01770 | 03-158-15 12:15
Cl Cz C3 Cca
STATE stdby stdby stdby
lan wl-1 wl-1 wl-1
n/a nsa ni/a n/a
FORMAT ether hdlc hdlc hdlc
R n/a Eek ek Lek
1500 1500 1500 1500
SJave | Undo | Refresh | Copy | Netstat | Main

NnX64 Screen

The Enhanced NM S Connectivity screen (Figure 7-23) provides a solution to increase
bandwidth channel for management purposes. FDL was previously the answer to this need for
not consuming valuable bandwidth. However, by giving up atime slot the increase of
bandwidth provided better connectivity allowing a variable bandwidth from 56 Kbpsto 1.54
Mbpsfor T1 and 2 Mbpsfor E1. A single 1x64 Kbps channel improves the bandwidth over
FDL 16 times.

Figure 7-23.nX64 Main Screen

The 7.x CPU includes four controllers for use in various types of communication. All four
controllers are mapped through two TSA (Time Slot Assigner) devices and will sharea
common pool of 64 time slots. The TSAs are cross-connected to the TDM (Time Division
Multiplexing) bus viaMTUSs (Memory Time Switches).

Currently, the four nx64 ports can only be assigned to WAN resources.

The four available channels may be configured at nx64 kpbs, using plain HDL C for
communication with other Integrated Access Systems, or using RFC1490 encapsulation for
connectivity to other Integrated Access Systems aswell as the Frame Relay public network.

Table 7-15. nX64 Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
Refresh Used on Testing and Monitoring screens to update statistics, and on other
screens to redraw the screen.
Copy Copies settings to next available slot
Netstat Displays the Network Statistics Screen. See below.
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Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

Table 7-16. nX64 Screen Options and Defaults

Parameter User Options Default
STATE actv stdby stdby
WAN/SERV none wan (w1-1, wl-2, w2-1, w2-2, w3-1, |[none
w3-2, wi-1, wi-2)

TS n/a 1-24(T1) 1-31(E1) no
FORMAT hdic fr ether hdlc
RATE 56k 64k 64k

MTU <128 - 1500> 240
STATE

The state indicates whether the port is enabled or disabled. Upon activation all parametersare
validated. The selected | P address and netmask must be valid. The WAN must be available,
and the selected combination of time slots must be available to activate the port. Default state
is stdby.

WAN
This parameter indicates which WAN/SERV the nX64 can be connected to. The WAN

selected should be available. If the selected WAN isremoved and deleted, the port should be
set to stdby. Default WAN is none.

TS

This table shows 24 selectable time slots when configured for T1, 31 selectable time slots
when configured for E1. Time dot 16 isonly availableif TS16 is set to nos from the WAN
screen. No time slots are selected as default.

FORMAT

The format indicates which format is selected for the given nX64 communications port.

Possible options are HDLC, Frame Relay and Ethernet. Ethernet is only allowed for
communications portl. Default setting is HDLC.

System Cards



CPU Card | P Packet Routing

RATE

The Rate setting allows you to adjust the speed of the circuit according to the application
requirements. The only speed available for ports C1 to C4 is 64k (64 kbps). However, ports 1
to 64 can be set to either 56k or 64k.

MTU

The MTU needs to be 240 for 1x64 in order to communicate with the MCC. Sincethe MTU
isdesired larger than that this needsto be aconfigurable option. Dependent on implementation
this can either be a number entered in agiven range, or the selection from a predefined list of
fixed MTU sizes.
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7.5.2 Network Satistics Screen

Figure 7-24 shows the Netstat screen for the network statistics at the interface level for the
selected nX64 communications port. The | P stack netstat is available from the standard CPU
I P screen.

Unknouwn | C2 CPUO XCON Fev HZ-0 3Zer 01770 | 03-158-15 12:16

PORT C1 INTERFACE

In Packets 3280

In Octets 197175

In Dizcards 0

In Unknown Protos 0

In Errors 0

Out Packets 1

Out Octets 42

Out Discards 0
0

Figure 7-24.nX64 Netstat Screen

Table 7-17. nx64 Netstat Screen Actions

Action Function
Refresh Used on Testing and Monitoring screens to update statistics, and on other
screens to redraw the screen.
Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.
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7.6 CPU Host Software Upgrade Procedure

This section provides procedures for upgrading I ntegrated Access System host software.
The CPU-7 XCON card (CPU) contains the host software that controls the Integrated Access

System. The host software is stored in flash memory facilitating download of future software
releases to the CPU card.

7.6.1 Equipment Requirements

Following are the equipment requirements for CPU host software upgrade.

 CPU-7 CPU XCON'’swith Ethernet port equipped with 7.0.0 or greater host software
e Laptop computer running Windows OS

e Serial port cable to connect to the TERM port on the Integrated Access System

* Interface card, one of: IF+EXT, IF+MODEM or IF

7.6.2 Laptop Setup

Follow the steps listed below to set up the laptop computer.
1. Boot the laptop.
2. Click “START".

3. Sdlect “Programs’, “Accessories’, and click on “Hyper Terminal”.

v

Note: DO NOT USE ProComm Plus to backup the channel bank configuration. The use of
ProCommwill result in the corruption of all configuration data and will require that
the channel bank configuration to be restored to factory defaults and re-configured.

4. Inthe HyperTermina window, double click on “Hyperterm” icon.

5. Inthe New Connection window, Enter Name: enter Upgrade.

6. Selecticonand click OK.

7. In Connect to Window, Connect Using, click down arrow and select “Direct to COM1”.

8. Click OK.

9. In COM 1 window, set BITs per second to “9600” (leave other settings asis) click OK.
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10. In Upgrade window, click File menu, select Properties, and select Settings.
11. In Emulation window, select VT 100 and click Terminal Setup.

12. Select 132 column mode, click OK.

13. Close Properties window and save.

14. Right click on Upgrade | con and select Create Shortcut.

15. Drag shortcut to the desktop.

Log Upgrade Activity

Create alog to record upgrade activity on a per-site basis that includes the following
information:

e  Site name, date and time, and name of technician performing upgrade

»  System name(s) and number of CPU cards per system

*  Mode, seria number, and host version of previous CPU cards

e Modd, seria number, and host version of new CPU cards

«  Model and serial number of Interface card
Upgrades

Upgrades Prepar ation

Anupgradetakesthe | M ACSthrough achangein the operating software. Any changeforward
has been tested, but could still result in an error. As part of the preparation for an upgrade,
making a copy of the existing, working configuration is of vital importance. Routine
maintenance would suggest making regular copies of the database, but thisis especially true
prior to upgrading the shelf toanew level of software. With the upgrade al so introduces during
the upgrade arisk of downgrades. Although care istaken to ensure that a downgrade of the
software (going to a software release number lower then what is currently running) does not
cause issues, this action is the one that has the most potentia for incompatibility.

1. Connect the PC or laptop to the TERM port on the Interface card of the IMACS chassis
via a straight-through Ethernet cable.

2. Pressenter and log into the system.

3. Make a copy of the database. if you are unfamiliar with this process, refer to
Section 5.12.5 on page 5-32
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4. When making a database, choosing the xmodem or tftp options will automatically write
theacopy of therunning configuration to flash on the CPU card. This should bedonefrom
both processors, so each will have a backup and on-board copy of the running
configuration. However, it should be noted both the tftp and xmodem copies of the
database are in binary format.Highly useful isan ASCII copy of the database which can
be examined for provisioning entries.

7.7.2 Software Download Procedures

Upgrading the system software is done in two steps. First, get the new software |oaded onto
the inactive bank of the card. Secondly, update the running system software. First we will
cover the transfer agents used to deliver software to the IMACS shelf, either xmodem or tftp.

7.7.2.1 High-level upgrade overview:
1. "Load the inactive processor bank with software release 7.x.y
2. "Usethe actvsw command to activate the software bank and switch the processors.
3. "Once the system restores, load the inactive processor bank with software release 7.x.y.
4. "Usethe actvsw command to activate the software bank and switch the processors.
5. "After the system recovers, load the inactive flash bank with software release 7.x.y
6. "Usethe actvsw command to activate the software bank and switch the processors.

7. "Once the system recovers, load the inactive flash bank with software release 7.x.y.

7.7.3 Detailed upgrade procedure:

7.73.1 Pre-TFTP Binary Upload/Download Preparation

To perform binary (bin) uploads/downloads viathe TFTP function, one of the following three
methods of connection to a Local Area Network (LAN) network must first be selected.

1. Thefirst and preferred option is through the Ethernet port on the CPU card.

2. The second option requires that the system to which you will download be powered and
running through an active MCC server card that is connected to a LAN. The connection
must be made either in the box that will receive the downloaded file or in aremote box
routed through the local CPU that is set as a gateway using an |P protocol. You must be
able to ping the MCC card and the local and remote CPU host | P addresses from the PC
or server that you intend to use asa TFTP server and vice versa. The DEF RTE on the
MCC Ethernet configuration screen must be set to static and must include the |P address
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v

of the PC or server from which you are downloading the firmware. You may need to
change the routing table on your PC to include the MCC ethernet address as the gateway,
or thelocal host address asthe gateway for the system receiving the file asthe destination
IP address.

Thethird option isto connect to the Integrated A ccess System interface card’s COM (C1)
port to which you will download the firmware using PPP or SLIP protocol at 19.2k or 9.6k
respectively. Again, you may need to change the routing table on your PC and/or on the
router or terminal server through which the PPP/SLIP connection runs.

Note: Your PC must have somesort of TFTP server softwareinstalled and running when you

are downloading the binary files to the system. Consult the user guide accompanying
the TFTP software for details on configuring and using the software.

7.7.3.2 TFTP Protocol Bin Download

Follow the steps listed below to perform a TFTP protocol bin download.

1

Establish connection in one of the following methods:
» Telnet directly to the CPU ethernet port

» Telnet connection to the Integrated Access System, using the SL1P/PPP connection
viathe computer port (COM 1) connected through a terminal server or router.

» Telnet connection through the MCC card, viaHDLC or B7R / B4R.

Log into the Integrated Access System using an administrator password.

Highlight the appropriate CPU with the cursor and press “P”.

The binary buffer area appears, and one of the bufferswill display an active state. The

other buffer may be empty or may have afileinit. Thelower portion of this screen shows
the current kernel version, an should indicate 7.0.0 with a checksum of 0x12A754.
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Flash Screen C1l  CPU HCOH Fev D2-0 Ser 00031 2—27-14 15:11'
BLOCE HUMEEE: 1 2
STATUS acty
MODEL CPT HCOH CPT HCOH
VERSION 7.2.3 7.2.4
I.D. 1 2
CHESTTH 0=z7E4C748 0=x7EFSEAG

Kernel 7.0.0, Checl=um 0x12A754

10.

11

12.

System Cards

Figure 7-25.CPU Programming level

If both buffers have filesin them, highlight the buffer that is not active. Pressthe Enter
key and three options appear at the bottom of the screen.

. Using the arrow keys, highlight the dnload (download) parameter and press Enter. The

CPU will automatically erase the existing load. Two parameters will appear at the bottom
of the screen.

Highlight the TFTP parameter and press Enter.
A mismatch retries entry appears. Press Enter to invoke the default.
A time-out retries entry appears. Press Enter again to invoke the default.

An IP address option parameter appears. Enter the appropriate | P address of the PC or the
TFTP server into thisfield and press Enter.

At this point afile parameter appears, prompting for the name of thefile being
downloaded to the system. Enter the file name and press Enter.

If the download process is successful, a decreasing number of bytes begins to appear on
the screen. If something has been configured incorrectly, data will not be sent and
following expiration of the time-outs an error message appears.

Press carriage return on top of the full status. Three options appear. If thisis asimplex
(single-processor) system, then select actv. NOTE: Choosing to actv aload on the same
card that is currently carrying the system traffic will cause arestart of the system. For a
duplex (dual-processor) system, the actsw will appear and should be used.The actsw
command resultsin minimum traffic impact on the supported card list. For either the actv
or actsw command, confirm the request to switch.

7-55



Upgrades CPU Card
13. For asimplex system, load the inactive processor and the upgrade is complete. For a
duplex system, repeat steps 5 through 11 to load the new software into the ‘full’ bank.
14. Once the bank has loaded and the checksum has passed, once again press carriage return
and choose the actsw command. Confirm the switch.
15. Onthenewly active card, load theinactive processor bank. Thiswill completethe upgrade
on this card.
16. Arrow to the “full” bank, and once again choose actsw to make this bank active and
switch to the other card.
17. On the newly active card, load the inactive processor bank. This completes the software
upgrade on this node.
18. Be sureto save a database backup in order to preserve the system settings.
7.7.3.3 XMODEM Protocol Binary Download
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Follow the steps listed below to perform an XMODEM protocol bin download.

1

2.

Set up a direct connection to the VT-100 craft port.

Locally connect the PC to the VT-100 craft port. Log into the system with the Superuser
password.

Highlight the active CPU and press“P".

Thebinary buffer areaappears, and one of the buffersdisplaysin an active state. The other
buffer may be empty or may have afileinit. The kernel version on the lower half of this
screen indicates 7.0.0 with a checksum of 0x12A754.

If both buffers have filesin them, highlight the buffer that is not active. Pressthe Enter
key and three options appear at the bottom of the screen. Using the arrow keys, highlight
the dnload (download) parameter and press Enter. The CPU will automatically erase the
existing load. Two parameters will appear at the bottom of the screen.

Using thearrow keys, select the XMODEM parameter and press Enter. Theletter “ C” will
begin duplicating across the screen. Thisis normal and does not indicate a problem.

Atthe HyperTerminal screen, select filetransfer and send the file. Choose the appropriate
binary file to download using the XMODEM 1K protocol to BIN buffer 1 or 2, depending
upon which bin isempty. The binary file being downloaded must match the BIN number
into which it isloading, and the binary file will be marked with either al ora?2
accordingly.
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8. Once the inactive bin has completed loading, the system will automatically check that it
has loaded properly. If a checksum mismatch message appears, then the bank must be
loaded again. Once the bank is loaded and passes checksum validation, it will be marked
as “full”.

9. Press carriage return on top of the full status. Three options appear. If thisis a simplex
(single-processor) system, then select actv. NOTE: Choosing to actv aload on the same
card that is currently carrying the system traffic will cause arestart of the system. For a
duplex (dual-processor) system, the actsw will appear and should be used.The actsw
command resultsin minimum traffic impact on the supported card list.For either the actv
or actsw command, confirm the request to switch.

10. For asimplex system, load the inactive processor and the upgrade is complete. For a
duplex system, repeat steps 5, 6 and 7 to load the new software into the ‘full’ bank.

11. Oncethe bank has loaded and the checksum has passed, once again press carriage return
and choose the actsw command. Confirm the switch.

12. Onthenewly active card, load theinactive processor bank. Thiswill completethe upgrade
on this card.

13. Arrow to the “full” bank from step 12 above, and once again choose actsw to make this
bank active and switch to the other card.

14. On the newly active card, load the inactive processor bank. This completes the software
upgrade on this node.

15. Be sureto save a database backup in order to preserve the system settings.
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7.8 CPU Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

7.9 CPU Card Troubleshooting

On power-up, the CPU card performs a self-test. Thisisthe only diagnostic available for the
CPU. A “healthy” active CPU will have agreen LED lit on the front panel. A “healthy”
redundant CPU will flash between green and amber LEDs.

Theindications that a CPU is not on-line are;

e Continuous amber alarm LED on front panel AFTER the system has been registered
during initial installation. Prior to registration, the amber LED is an indication that
registration needs to occur before the system can be fully operational.

e Inability to communicate with the system by any means (VT-100 Term, Telnet, etc.).

Because the CPU and Interface card work together to support a system, follow this general
sequence:

1. Verify that the CPU card'sUS/EUR jumper (HD1) iscorrectly set to match the US'/EUR
jumper on the chassis.

2. Verify that both CPUs in aredundant system are of the same firmware revision.

3. First replace the CPU. If the problem continues, replace the Interface Card.

v

Note: Removal of an active CPU or Interface card will cause a service disruption on the
entire system.

4. If the CPU card isdetermined to be faulty, replace it and return the faulty unit for repair
to the location specified by your distributor.
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7.10 CPU Card Specifications

CPU Card CPU with 10baseT Ethernet port.
LED Indicators

Operation Green for normal operation. Yellow for card fault or test mode (amber
on Model CPU).

Code storage

Model CPU Configurable with maximum 8 MB DRAM and 4 MB Flash Memory
Operational Modes

Modéd Mode Cross Connect

CPU cross-connect yes

Maximum number of WAN links

Model CPU Up to 8 WAN links

Support for CPU redundancy

Model CPU yes

Support for WAN link redundancy

Model CPU 1:N. A single model 8014 WAN card in slot W4 can provide back-up

for identically configured 8010 WANs in slots W1 through W3.
Support for Resource/Server Cards

Model CPU Support for all server cards
Sandards Compatibility
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Requirements:
Physical Protections
CEN EN 50 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry
EN 50 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercia and light industry
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
UL 1950 UL Standard for Safety of Information Technology Equipment
CSA C22.2, No. 950 Safety of information technology equipment including electrical
business equipment
IETF RFC 1769 Simple Network Time Protocol (SNTP)",
RFC 2865 Remote Authentication Dial In User Service (RADIUS).
RFC 2882 Extended RADIUS Practices
RFC 5424 The Sysog Protocol
|IEEE 802.3i 10BASE-T 10 Mbit/s (1.25 MBY/s) over twisted pair.
802.3u 100BASE-TX, 100BASE-T4, 100BASE-FX Fast Ethernet at 100

Mbit/s (12.5 MB/s) w/auto negotiation
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Chapter 8
|nterface Card

8.1

8.2

8.2.1

| ntroduction

Thischapter provides specific installation, configuration, and troubleshooting information for
the Interface Cards of the Integrated Access System. These cards are labeled asthe INTF-R
EXT T1E1*8, INTF-R MODEM T1E1*8, and INTF-R T1E1*8 cards on their faceplate
gjectors. Each card provides communications connections to the system for operator access
and system control. Throughout this chapter, these cards are referred to asthe INF-R Ext,
INF-R Modem, and INF-R cards.

The Interface cards for CPU-7 use have been modified to eliminate a possible source for
operational interruptions. The cards have been sectioned into two pieces: the bottom section,
referred to as the motherboard, and the top portion referred to as the daughter board.

All active components have been removed from the motherboard, to allow for avirtually
failure-proof avenue for theincoming T1 or E1 signals to pass from the faceplate to the
backplane. This design allows for a secure, reliable path that should never need be removed
or interrupted from providing external connectivity to the IMACS shelf.

The daughter board has been populated with all of the active components, and should one of
these active components fail, the craftsperson can simply remove and replace the daughter
board without causing an interruption to the system.

| nterface Card Descriptions

INTF-R Ext Card Description (IF+EXT)

The INTF-R Ext card provides the communications, control, and network interface ports. It
has an RJ48 jack for network management; this port is configured as DTE. It also hasa RJ8
jack that connectsit to the node port for alarm notification, and alocal VT-100 terminal port.
An RJ8 external sync port allows clocking from externa primary and secondary clock
sources. The INTF-R Ext card supports up to eight T1 or E1 WAN links (see Figure 8-1).
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INTF-R
EXT
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Figure8-1.INTF-R Ext Interface Card (IF+EXT)

8.2.1.1 Card Jumper/Switch Settings

The INTF-R Ext card doesn’t have any jumpers or switches on its mainboard.

8.2.1.2 IngtallingtheINTF-R Ext Card

Install the INTF-R Ext card into the | F slot of the system chassis. Each system can have only
one INTF-R Ext card.

8.2.1.3 External Sync daughter card
The External Timing Sync card is used to provide a means of terminating external clocking

source inputs into the faceplate of the INTF-R Ext board. (see Figure 8-2 for jumper
arrangements diagram and Table 8-1 for jumper settings).
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Figure 8-2.Jumper Arrangementsfor the T1/E1 External Sync Card

Table 8-1. Jumper Settingsfor the TY/E1 External Sync Card

JP2

JP4 JP

5

Jumper # Position Results
JP5 Open T1
JP5 Closed E1l
JP8 and JP11 Open Balanced
JP8 and JP11 Closed Unbalanced
JP6 and 7 Open Extl (T1) 100 Ohms
JP9and 10 Open Ext2 (T1) 100 Ohms
JP6 and 7 Closed Extl (E1) 75 Ohms
JP9and 10 Closed Ext2 (E1) 75 Ohms

8.214 Equipment Grounding Requirements

When connecting cables from other AC-powered equipment (such as computer terminals) to

the Interface card, make sure the other equipment is properly grounded. Ground
connections are normally provided by the ground (third) prong of an AC plug. Some PCs,

especially portables and laptops, have power supplies with two-pronged plugs; they are not

properly grounded.

When acableisrun from a PC that isnot properly grounded to thelnterface port of the
system, a high voltage differential (up to 100 VAC) may result between the system and
the PC. This can severely damage the I nterface card, PC, or both.
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Asarule, al cards with data interface connectors (RS-232, RS-422, RS-530,etc.) could be
damaged if connected to poorly grounded equipment. All persons authorized to use or
servicetheIntegrated Access System should be familiar with good grounding practices.
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8.2.2 INTF-R Modem Card Description (IF+MODEM)

TheINTF-R Modem card has an internal modem that all ows remote operator to communicate
with the system. However, it does not accept external synchronization clocks. In al other
respects, the INTF-R Modem card isfunctionally identical tothe INTF-R Ext card (see Figure
8-3).

INTF-R
MODEM
T1E1*8

mooz

»Z00

Figure8-3.INTF-R Modem Interface Card (IF+MODEM)

8.2.2.1 Card Jumper/Switch Settings

The INTF-R Modem card doesn’t have any jumpers or switches on its mainboard.

8.2.2.2 IngtallingtheNTF-R Modem Card

Install the INTF-R Modem card into the IF slot of the system chassis. Each system can have
only one INTF-R Modem card.
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8.2.3 INTF-R Card Description (IF)

TheINTF-R card does not have amodem and does not accept external synchronization clocks.
In all other respects, it isfunctionally identical to the INTF-R Ext and INTF-R Modem cards
(see Figure 8-4).

tH]

INTF-R
T1E1*8 l

mooz

»Z00

—mz

Figure 8-4.INTF-R Interface Card (IF)

8.2.3.1 Card Jumper/Switch Settings

The INTF-R card doesn’t have any jumpers or switches on its mainboard.

8.2.3.2 InstallingtheINTF-R Card

Install the INTF-R card into the IF slot of the system chassis. Each system can have only one
INTF-R card.
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8.3 Interface Card User Screensand Settings

8.3.1 InterfaceCard Main Screen

Figure 8-5 shows the Interface Card Main Screen. You must use this screen to define two
timing sources for the card, and then go to other screens for additional setup and information
viewing instructions. To go to the Interface Card Main Screen, highlight that card in the
System Main Screen and press <Enter>.

| IF INTF-FE Rev Cl-0 Fer 00067 03-18-15

Unknowhn

1
PRIMARY CLOCK
EXT1 RATE nia
EXT1 FORMAT n/a
EXT1 FRAME ni/a

SECONDARY CLOCE int

ExTz BATE n/a
EXTZ FORMAT ni/a
ExTz FEALME n/a
CUREENT CLE int

| Thdo | Befresh | Time | AC0O | proFiles | taBs | Ports | Main

Sawve

Figure 8-5.Typical Interface Card Main Screen

The bottom line of this screen shows numerous actions that you can perform from the screen.
To perform an action, Simply press the associated capital letter on your keyboard. For
example, to save your option settings, press“s’ (for Save). Table 8-2 lists the available
actions.
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Table 8-2. Interface Card Main Screen Actions

Action Function

Save Saves changes to settings.

Undo Returns all settings to the last saved state.

Refresh Used to redraw the screen.

Time Sets the system time and date. See the “ Setting the System Date and Time”
section later in this chapter.

ACO Turns ACO aarm on and off.

proFiles Profiles function inoperable with this release.

taBs Signaling conversion tables for ABCD bits from ANSI to ITU-T for voice
circuits.

Ports Allows you to configure each Interface card port for operation. See the
“Ports Screen” section later in this chapter.

Main Returns to the Main screen. If changes are made to settings and not saved,
you will be prompted to save or |ose changes.

8.3.1.1 Setting the System Dateand Time

New in CPU-7 isthe ability to time off the network viaan SNTP server. Thisoptionis
normally disabled, and is accessed viathe normal method of setting the time on the shelf. Go
to the Interface card screen, and then select "T" for time. The SNTP screen comes up as shown
in the composite image below and the customer can choose to use this as the timing option or
select "set Time" from this window to set the time in the traditional manner. Choosing the
SNTP option allows the IMACS shelf to maintain the time of day clock in configurable time
intervals. Using the traditional time of day methodswould leave the IMACS to keep thetime
of day based onitsown system clock, which would eventually lead to atime of day difference
between the system time of day and the real time of day. Choosing the SNTP option allows
the system to track it's time of day clock to an external source, leading to a much improved
reflection of the system time of day and the actual time of day. This offering of an SNTP server
is based off of version four (v.4) of the SNTP protocol.
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Node 13 | IF INTF-R+mod ERew Cl-0

Ger 00014 | 01-21-13 15:07

PETMARY CLOCE

E¥T] FLTE Node 13 | IF INTF-E+umod
ExT1 FORMAT
EXT1 FRAME n/a =

SNTP STATE
SECONDARY CLOCE int SNTP 3ERVEER 172.16.73.150

EXTZ B4LTE tl PDATE INTEEVAL 3 Hours
ExTZ FORMALT eaf
ExTZ FEAME nisa C OFFSET -5

03T OFFSET 1 Hour
CURRENT CLE

Jave | Undo | Refresh | set Time | Main

e | Undo | Eefresh | Tiwme {"a&aLU | proFiles | taBs | Ports | Main
oA

Figure 8-6.SNTP time server enabled

The default for the SNTP server isdisabled. If the customer chooses to use the SNTP feature,
then the state should be changed to enable and a server address input in the SNTP SERVER
field to indicate the source of the timing stream. The update interval must also be set to
indicate how often the IMACS should synchronize to the timing source. Thisfield can be set
to adjust the timing any of 1, 3, 6, 12 and 24 hours. The UTC offset also should be set to
indicate the time offset from Greenwich Mean Time - anywhere from +13 to -12 hours. The
fina field to be set isthe DST offset, which is used to either disable Daylight Savings Time,
or alter it by an increment of 30 minutes, or one hour to two hours.

To set the current date and time for the I ntegrated Access System and allow the systemto track
onitsinternal clock, press“t” in the SNTP Main Screen to choose the Time action from the
bottom line of that screen. The current date and time now appear in thelower |eft of the screen,
in the format MM-DD-YY HH-MM. The MM field (month) is highlighted.

Use the up-arrow and down-arrow keys to set the current month (01 to 12, as required). Also
move to each remaining field with the right-arrow and left-arrow keys, and select the current
day (DD) and year (YY), and the current hour (HH) and minute (M M). The current time of

day isdisplayed in 24-hour continuous format, where HH is 00 to 11 for am. and 12 to 23 for
p.m.

When you finish setting these fields, press <Enter> and then press “y” to confirm that you

want to save the changes. The system will subsequently stamp the current date and timeon all
alarm messages it reports.
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8.3.1.2

8-10

Selecting the System Timing Clocks

Table 8-3 lists the Interface Card Main Screen configuration options, along with the possible
and default values. In this screen, you must specify a primary and secondary timing source
(clock) for the Integrated Access System. These settings are described in the following

paragraphs.
Table 8-3. Interface Card Setting Options and Defaults

Par ameter User Options Default

PRIMARY CLOCK [int ext pwe (P1, P2, P3) wan (wl-1, wl-2, int
w2-1, w2-2, w3-1, w3-2, w4-1,w4-2)

user (U1, U2, U3, U4, U5, U6, U7, U8) oc3
(P1, P2 or P3 then looptimed or internal)

EXT RATE n/a n/a
EXT FORMAT n/a n/a
EXT FRAME n/a n/a

SECONDARY CLK [int ext pwe (P1, P2, P3) wan (w1-1, wil-2, int
w2-1, w2-2, w3-1, w3-2, wi-1,w4-2)

user (U1, U2, U3, U4, U5, U6, U7, U8) oc3
(P1, P2 or P3 then looptimed or internal)

EXT RATE n/a n/a
EXT FORMAT n/a n/a
EXT FRAME n/a n/a

CURRENT CLK cannot edit thisfield

PRIMARY CLOCK

The primary clock providesall internal timing for the system. You can select a network clock
source or the system’sinternal crystal oscillator.

A network clock isthe best Primary Clock source. To select this source, set the Primary Clock
field to wan, and then specify the WAN link to which the clock source is connected (for
example, wl-1for T1 or E1link 1 onthe WAN card in chassis slot W1). The WAN clock
source will be either 1.544 or 2.048 Mbps (T1 or E1 link). This clock must be accurate to
within £50 parts per million (50 x 10s).

Select int to have the system generate a clock from its own internal crystal oscillator. The
stability of this Stratum 4 clock is £25 parts per million (25 x 10s). If you use the system'’s
internal crystal oscillator as a clock source, all other devices attached to the network should
also derive their timing fromit.

Select pweto useaprimary clock derived from aPWE server card in the system. If you choose
this setting, also specify the associated card slot (P1, P2, or P3). If you select adlot that
contains any other type of server card, the message CARD CANNOT BE SELECTED

appears.
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Select user for aprimary clock from aBRI card in the system. If you select user, also specify
the chassis dot location of the desired card (U1 to U8), followed by the card port from which
the clock will be provided (u1-1 through u8-8) asrequired. If you select a chassis dot that

contains any other type of user card, the message CARD CANNOT BE SELECTED appears.

If your system has an INF-E card, AND if external synchronization clocks are connected to
itsSYNC jack, select either ext1 or ext2. The optionsext1 and ext2 are used when the primary
clock isderived from an external timing source.

Refer to EXT FORMAT below for more information on external source clocking.

Select oc3 if you want the system to time off of the oc3 card. Once selected, then sdlection
must be made as to dot P1, P2 or P3 oc3 card. Once the card has been selected, then set the
oc3 clock to be either looptimed or internal. The best configuration using an OC3 isto have
the Central Office side of the configuration on a EXT clock source, and the remove system
timed off the OC3 in looptimed mode.

Once aclock mode for the IMACS has been set, then the system will attempt to sync onto that
clock source and the source will go active. In the case where a clock has been locked onto

drops for any reason, the IMACS will enter into holdover mode if all clocking options have
been lost.

EXT RATE
Set this option for the primary clock to t1 for a 1.544 Mbps WAN clock, or to el for a2.048

Mbps WAN clock. If al WAN linksin a system are either T1 or E1, this option should
automatically default to the correct rate.

EXT FORMAT

If EXT RATE ist1, set thisoption to esf or d4, as required by the T1 link. This option does
not appear if the Line Rateisel.

EXT FRAME

If EXT RATE isel, set thisoption to crc or d-frm, as required by the E1 link. This option
does not appear if the Line Rateistl.

SECONDARY CLOCK
If the Primary Clock signal fails, the system automatically switches to an operator-defined

Secondary Clock source. Inthe event of afailureto the Primary Clock Source, onceit isfixed
it will automatically restart. The secondary clock source may be adifferent WAN link, server,
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user card, or external source, or it can be the system’sinternal crystal oscillator. Although a
secondary clock sourceis not required for system operation, you should always provide one
for the system.

EXT RATE

Set this option for the primary clock to t1 for a 1.544 Mbps WAN clock, or to el for a2.048
Mbps WAN clock. If al WAN links in a system are either T1 or E1, this option should
automatically default to the correct rate.

EXT FORMAT

If EXT RATE ist1, set thisoption to esf or d4, as required by the T1 link. This option does
not appear if the Line Rateisel.

EXT FRAME

If EXT RATE isel, set thisoption to crc or d-frm, as required by the E1 link. This option
does not appear if theLine Rateistl.

CURRENT CLK

The Current Clock field shows the primary or secondary clock now in operation. You cannot
edit thisfield.

v

Note: Jumper positions will affect the available choices.
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8.3.2 Call Profile Screen

To enter anew cal profile, first press“f” in the Interface Card Main Screen (proFiles
command). Then, type 01 for thefirst new profileto be created. Thisbringsup the Call Profile
Screen shown in Figure 8-7.

PEOFILE # 001 | IF INTF-R Rev Cl-0 Ser 00087 | 03-18-15 12:19
*1

D CHAN 0L

CALLED #

CALLED # TYPE urnkum

CALLED # PLAN urkum

CHANNEL BEATE Seu

FATE MULTIPLIER 1

IMIT CALL n/fa

SERVICE unknonm

CALLING #

CALLING # TYPE unkun
CALLING # PLAN urk
PRESENT. INDCTE. yes
SCREEN. INDCTE up-ns
BECAST. PHONES no

SGave | Undo | Refresh | Delete | Main

Figure 8-7.Typical Call Profile Screen

In the current system software version, you can program up to six call profiles.

Since leading zeros are ignored, the entries 001, 01, and 1 all refer to the same call profile. If
the call profile does not already exist, the system will ask if you want to create it now.

Table 8-4 lists the actions you can perform from the Call Profile Screen. Table 8-5 showsthe
settings and defaults for each parameter.
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Table 8-4. Call Profile Screen Actions

Action Function

Save Saves changes to settings.

Undo Returns all settings to the last saved state.

Refresh Used to redraw the screen.

Delete Deletes the call profile on the screen. You are prompted with yes/no
guestion prior to deletion.

Main Returnsto the Interface Card Main Screen. If changes are made to settings
and not saved, you will be prompted to save or lose changes.

Table 8-5. Call Profile Screen Options and Defaults

Parameter User Options Default
DCHAN 01-08 01
CALLED # telephone number (25 numeric characters) blank
CALLED #TYPE natnl intnl sbscr unkwn unkwn
CALLED #PLAN unkwn isdn phone print
CHANNEL RATE 56u 56r 64u 64r 384u 384r 1536u 1536r MRate|56u
RATE MULTIPLIER |1, 6, 24, or 2 to 30 1
IMUX CALL n/a na
SERVICE service from list set on ISDN card for thisD  [blank

channel (first 7 characters)
CALLING # telephone number (25 numeric characters) blank
CALLING#TYPE [natnl intnl sbscr unkwn unkwn
CALLING#PLAN [unkwn isdn phone print unkwn
PRESENT. INDCTR |yesno yes
SCREEN. INDCTR [reserved for future use up-ns
BCAST. PHONES no yes no
Notes:

1. The Rate Multiplier is as follows:

1if the Channel Rate is 56u, 56r, 64u, or 64r.
6 if the Rateis 384u or 384r.

24 if the Rate is 1536u or 1536r.

From 2 to 30 if the Rateis M Rate.

DCHAN

The D-Channel number identifieswhich D-channel to route all outgoing callsthat usethiscall
profile. The options are numbers 1 to 8.
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CALLED #

The Called Number is the full telephone number of the device you are calling. Up to 25
numeric charactersare allowed, although most calls use only ten digits. This parameter can be
overridden on acall-by-call basiswhen RS-366 or V.25his dialing is used with the 8213 HSU
Card.

CALLED #TYPE

The Called Number Typeidentifiesthetype of network used to reach the called phone number.
Theoptionsare natnl for domestic calls, intnl for international calls, sbscr for Virtual Private
Network (VPN) calls, and unkwn (default). Your carrier will provide more detail about this
option.

CALLED #PLAN

The Called Number Plan refersto the type of numbering plan used to reach the deviceyou are
calling. The options are unkwn, isdn, phone and privt. Your carrier will provide more detail
about this option.

CHANNEL RATE

The Channel Rate selection specifies the bandwidth to be used by the call. Different carriers
support different rates, so it isimportant to check with your carrier before setting rates greater
than 64 kbps. When using any Channel Rate other than M Rate, the system knows the size of
the bandwidth required and will automatically select the rate multiplier. If M Rateis selected,
the user must enter the rate multiplier.

